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1 Discussion
The 23.501 CR (23.501 CR2856R2) agreed at last SA2 is not enough to specify the local NEF discovery. Some procedural description is missing in 23.548 (as well as updates to services defined in 23.502).
	S2-2105058
	CR
	Approval
	23.501 CR2856R2 (Rel-17, 'B'): Newly added parameters for Local NEF discovery



There is a companion 23.502 CR 2899  “Procedure updates to support local NEF selection”
2 Proposal
[bookmark: _Hlk513714389]It is proposed to update TS 23.548 as follows

FIRST CHANGE
[bookmark: _Toc66367664][bookmark: _Toc66367727][bookmark: _Toc69743788][bookmark: _Toc73524702][bookmark: _Toc73527606][bookmark: _Toc73950282][bookmark: _Toc73944100][bookmark: _Toc69743789][bookmark: _Toc73524703][bookmark: _Toc73527607][bookmark: _Toc73950283][bookmark: _Toc73944101]6.4.2	Network Exposure to Edge Application Server
6.4.2.1	Usage of Nupf_EventExposure to report QoS monitoring	Comment by LTHBM0: Avoid hanging text

The UPF may be instructed to report information about a PDU Session directly i.e. by passing the SMF and the PCF. This reporting may target an Edge Application Server (EAS) or a local AF that itself interfaces the EAS.
Local NEF deployed at the edge may be used to support network exposure timely to local AF. The local NEF may support one or more of the functionalities described in TS 23.501 [2] clause 6.2.5.0. and may support a subset of the APIs specified for capability exposure based on local policy. In order to support the network exposure locally, the local NEF shall support event exposure service operation for the local AF. The local NEF selection by AF is described in TS 23.501 [2] clause 6.2.5.0 and clause 6.3.14.
The local AF subscribes the low latency exposure of QoS Monitoring results from the PCF via a local NEF or NEF. If the NEF detects that it is not the most suitable NEF instance to serve the local AF request, it may redirect the AF to a local NEF.
NOTE 1:	If the notifications need to go via the local NEF, then the local NEF needs to be involved in order to be able to map these notifications to the URI where the AF expects to receive them.
The local AF may also subscribe the event exposure service via PCF directly. In this case, reporting is done directly from the UPF to the local AF.
Based on the indication of direct event notification and operator's policy, the PCF may include an indication of direct event notification (including target local NEF address or target AF address) within the PCC rule that it provides to the SMF.
The SMF sends the QoS monitoring request to the RAN and N4 rules to the L-PSA UPF. N4 rules may indicate the service data flow needs local notification of QoS Monitoring. When QoS monitoring of GTP-U Path(s) is used, it is also activated if needed. This is as defined in TS 23.501 [2] clause 5.33.3. When N4 rules indicate the service data flow needs local notification of QoS Monitoring, upon the detection of the QoS monitoring event (e.g. when latency threshold of the QoS flow is reached as defined in TS 23.501 [2] clause 5.33.3), the L-PSA UPF notifies the QoS Monitoring event information to the AF (or via Local NEF). The L-PSA UPF may support Nupf_EventExposure_Notify service operation, as defined in TS 23.502 [3] clause 5.2.x26. In particular, the L-PSA UPF sends the Nupf_EventExposure_Notify to the Notification Target Address indicated by the Session Reporting Rule received from the SMF. The Notification Target Address may correspond to the AF or to a local NEF. When the Notification Target Address corresponds to a Local NEF, the local NEF reports the QoS Monitoring information to the AF.
During UE mobility, the SMF may trigger the L-PSA UPF relocation/reselection and then send the N4 rules to the new L-PSA UPF to indicate the service data flow needs local notification of QoS Monitoring. The UE mobility may also trigger AF relocation or local NEF reselection, then the local AF should update the subscription for local exposure with QoS monitoring results possibly via local NEF, towards the PCF. This updated /new subscription is then propagated via SMF (via PCC rule updates) and then to the L-PSA UPF via N4 rules.


Figure 6.46.2.1-1: Network Exposure to Edge Application Server
0.	The UE establishes a PDU Session as defined in clause 4.3.2.2.1 of TS 23.502 [3] A Local PSA is used by this PDU Session.
1.	The AF initiates an AF session with required QoS procedure as defined in clause 4.15.6.6 of TS 23.502 [3].
	In the request, the AF may subscribe direct notification of QoS monitoring for the service data flow to PCF possibly via Local NEF or NEF. For the QoS monitoring, the AF shall include the corresponding QoS monitoring parameters as defined in clause 5.33.3 of TS 23.501 [2].
	The AF may also first initiate an AF Session with PCF and later subscribe to direct notification of QoS monitoring to PCF by invoking Npcf_Authorization_Subscribe service operation.
	The local AF/ NEF may discover a local NEF as specified in TS 23.501 [2] clause 6.2.5.0 and using parameters as specified in clause 6.3.14. Alternatively, if the NEF detects that it is not the most suitable NEF instance to serve the local AF request, the NEF may redirect the AF to a (more) local NEF as defined in clause 6.4.2.2. The NEF may use information on the PDU Session Anchor of the PDU Session for this determination.
	The indication for AF request network real-time information is also provided. Then the Local NEF may subscribe the direct notification of QoS monitoring to PCF.
2.	The PCF makes the policy decision and initiates the PDU Session modification procedure as defined in clause 4.3.3.2 of TS 23.502 [3], steps 1b, 3b, 4-8b.
	If the direct notification of QoS monitoring is subscribed, the PCF includes the indication of direct event notification (including target local NEF or local AF address) for the service data flow within the PCC rule.
	If the SMF receives the indication of direct event notification form the PCF and the SMF determines that the L-PSA UPF supports such reporting, the SMF sends QoS monitoring parameters and associate them with the target local NEF or local AF address to the L-PSA UPF via N4 rules. Otherwise the SMF activates N4 reporting. The PCF may determine that the duplicated notification is required, i.e. both direct notification to the AF (i.e. sent from UPF) and notification sent via the PCF/SMF is required and indicate it to the SMF with the PCC information. In this case, the SMF may activate the N4 reporting together with the direct reporting to the local NEF/AF.
NOTE 2:	If PCF determines to receive QoS Monitoring report while direct UPF notification is also required, the PCF can indicate that duplicated notification is required for a service data flow.
3.	The L-PSA UPF obtains QoS monitoring information as defined in TS 23.501 [2] clause 5.33.3.
4.	The L-UPF sends the notification related with QoS monitoring information over Nupf_EventExposure_Notify service operation. The notification is sent to Notification Target Address that may correspond (4a) to the local AF or (4b) to the local NEF..
5.	(when the reporting goes via local NEF) Local NEF reports the real-time network information to local AF by invoking Nnef_EventExposure_Notify service operation.
6.	Due to e.g. UE mobility, the PSA relocation and/or EAS relocation may happen as described in clause 6.3. During the PSA and/or EAS relocation, the AF or the NEF may trigger a new L-NEF discovery as in step 1.
7.	The new AF may initiate a new AF session to (re-)subscribe the local notification of QoS monitoring as described in steps 2-4. This may be done directly to the PCF via a Local NEF or NEF.
8.	The old AF revokes the AF session.
6.4.2.21	Local NEF discovery
As specified in TS 23.501 [2] clause 6.2.5.0, the NRF may be used by the AF to discover the L-NEF. To become discoverable, the L-NEF registers with an NRF deployed within the operator's domain where the AF resides.
The AF uses existing procedures as described in TS 23.502 [3], clause 4.17.4 to discover the L-NEF. If the AF only knows the NEF and it initiates a service operation towards this NEF, e.g. a Nnef_AFSessionWithQoS_Update_request procedure , the NEF may re-direct the request to a L-NEF as described in Figure 6.4.2.2. NEF may use NRF to find a suitable L-NEF for the re-direct and it may return the L-NEF IP Address/FQDN to the AF in the response message.
Figure 6.4.2.2 describes how a NEF may redirect the AF to a suitable local NEF.	Comment by LTHBM0: The figure below needs to be totally re-done to comply to the steps below the figure. So let’s forget the figure first


Figure 6.4.2.2-1: NEF redirecting an AF to a more suitable local NEF

0. The local NEF registers onto NRF (Nnrf_NFManagement_NFRegister ) with its locality and the list of the S-NSSAI it supports.	Comment by LTHBM0: As any NF
1.	PDU Session Establishment including PCF registration to the BSF (Nbsf_Management Register). The PCF provides the SMF instance ID and SMF set ID in the PCF registration to the BSF
2.	The AF sets up an AF session with required QoS procedure as defined in clause 4.15.6.6 of TS 23.502 [3] further providing, as specified in TS 23.501 [2] clause 6.3.14, an indication that the request targets a local NEF. The request is addressed to an initial NEF. 
NOTE: The initial NEF may be a central NEF or a local NEF that may have become unsuitable due to UE mobility
The indication that the request targets a local NEF may trigger the initial NEF to look for a (more) suitable NEF per the rest of this procedure
Based on the UE address (i.e. IP address or MAC address) provided in the AF request the initial NEF needs to determine the locality of the Local PSA serving the related PDU Session; for this purpose the initial NEF first determines the target (DNN, S-NSSAI): if the target (DNN, S-NSSAI) is not provided in the AF request, the initial NEF determines the target (DNN, S-NSSAI) based on the identity of the requesting AF.
3.	The initial NEF issues a Nbsf_Management discovery procedure: the initial NEF provides as input the UE address and the target (DNN, S-NSSAI) and gets as a result the SMF instance ID and SMF set ID.
4.	The initial NEF initiates Nsmf_EventExposure_Subscribe to the SMF indicated by the BSF in Nbsf_Management discovery result : the initial NEF provides as input the UE address (i.e. IP address or MAC address) and the target (DNN, S-NSSAI) and gets as output the locality and the instance ID of the Local PSA (L-PSA)
5.	The initial NEF issues a Nnrf_NFDiscovery_Request request targeting a NEF and providing as discovery parameter the target S-NSSAI and the locality of the L-PSA UPF. The NRF answers (Nnrf_NFDiscovery_Request response) with suitable target local NEF(s)
6.	When the own initial NEF identity is not provided in the NRF response, the initial  NEF determines it is not the most suitable NEF to handle the AF request and the initial NEF redirects the AF towards a (more suitable) local NEF.




NEXT CHANGE (2)


End of changes





3GPP
SA WG2 TD

image1.emf
                                               

6 .  PSA relocation and EAS relocation  

7 . The new AF  session with required QoS and QoS Monitoring are established  

8 . The old AF session with required QoS and QoS Monitoring are removed  

1 b.Npcf _Authorization_Subscribe  

PCF  

Local  NEF/NEF  

SMF  

AF  

1 a .   Setting up an AF session with required QoS  procedure  

UE  

L - PSA   UPF  

RAN  

AMF  

4 b . N upf_EventExposure_Notify  

0 .  PDU Session Establishment  

2 . PCF - initiated PDU session modification  

5 .Event Notification  

3 . QoS Monitoring  

new AF  

4a .N upf_EventExposure_Notify  


Microsoft_Word_Document.docx


 (
new AF
) (
SMF
) (
AF
) (
Local NEF/NEF
) (
PCF
) (
L
-
PSA
 UPF
) (
AMF
) (
RAN
) (
UE
)



 (
0
. 
PDU Session Establishment
)



 (
1
a
.
 
Setting up an AF session with required QoS procedure
)



 (
1
b.Npcf
_Authorization_Subscribe
)





 (
2
. PCF
-initiated PDU session modification
)



 (
4
a
.N
upf
_EventExposure_Notify
) (
3
.
QoS Monitoring
)





 (
4
b
.
N
upf
_EventExposure_Notify
)

 (
5
.Event Notification
)



 (
6
.  PSA relocation and EAS relocation
)



 (
7
. The new AF session with required QoS and QoS Monitoring are established
)



 (
8
. The old AF session with required QoS and QoS Monitoring are removed
)





 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



6



.  PSA relocation and EAS relocation



 



7



. The new AF 



session with required QoS and QoS Monitoring are established



 



8



. The old AF session with required QoS and QoS Monitoring are removed



 



1



b.Npcf



_Authorization_Subscribe



 



PCF



 



Local 



NEF/NEF



 



SMF



 



AF



 



1



a



.



 



Setting up an AF session with required QoS 



procedure



 



UE



 



L



-



PSA



 



UPF



 



RAN



 



AMF



 



4



b



.



N



upf_EventExposure_Notify



 



0



. 



PDU Session Establishment



 



2



. PCF



-



initiated PDU session modification



 



5



.Event Notification



 



3



.



QoS Monitoring



 



new AF



 



4a



.N



upf_EventExposure_Notify



 






                                               


6 .  PSA relocation and EAS relocation  


7 . The new AF  session with required QoS and QoS Monitoring are established  


8 . The old AF session with required QoS and QoS Monitoring are removed  


1 b.Npcf _Authorization_Subscribe  


PCF  


Local  NEF/NEF  


SMF  


AF  


1 a .   Setting up an AF session with required QoS  procedure  


UE  


L - PSA   UPF  


RAN   AMF  


4 b . N upf_EventExposure_Notify  


0 .  PDU Session Establishment  


2 . PCF - initiated PDU session modification  


5 .Event Notification  


3 . QoS Monitoring  


new AF  


4a .N upf_EventExposure_Notify  



image2.emf
                                               

0 .   Nnrf_NFManagement_NFRegister  

Initial  NEF  

Local NEF  

NRF  

AF  

6   Redirecting AF to local NEF    

UE  

L - PSA   UPF  

RAN  

S MF  

1 .  PDU Session Establishment   including  PCF registration to BSF  

BSF  

3.  Nbsf_Management discovery   (UE address)    

4.  Nsmf_EventExposure_Subscribe   (UE address ,  target (DNN, S - NSSAI) )  

5.   Nnrf_NFDiscovery_Request   (UPF locality)  

5.   Nnrf_NFDiscovery_Request response  (local NEF)  

2  Setting up an AF session  with  required QoS   (UE address)    

4.  Nsmf_EventExposure_Notify   (PSA UPF locality)  

3.  Nbsf_Management discovery  ( SMF instance ID )    


Microsoft_Word_Document1.docx
 (
Local NEF
)

 (
BSF
) (
Initial NEF
) (
AF
) (
NRF
) (
L
-
PSA
 UPF
) (
S
MF
) (
RAN
) (
UE
)

 (
0
.
 
Nnrf_NFManagement_NFRegister
)



 (
1
. 
PDU Session Establishment
 including 
PCF registration to BSF
)

 (
2 
Setting up an AF session with required QoS
 (UE address)
 
)



 (
3. 
Nbsf_Management
 discovery
 (UE address)
 
)





 (
3. 
Nbsf_Management
 discovery (
SMF instance ID
)
 
)

 (
4. 
Nsmf_EventExposure_Subscribe
 (UE address
, 
target (DNN, S-NSSAI)
)
)



 (
4. 
Nsmf_EventExposure_Notify
 (PSA UPF locality)
)





 (
5.
 
Nnrf_NFDiscovery_Request
 (UPF locality)
)



 (
5.
 
Nnrf_NFDiscovery_Request
 response (local NEF)
)



 (
6
 
Redirecting AF to local NEF
 
)









 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



 



0



.



 



Nnrf_NFManagement_NFRegister



 



Initial 



NEF



 



Local NEF



 



NRF



 



AF



 



6



 



Redirecting AF to local NEF



 



 



UE



 



L



-



PSA



 



UPF



 



RAN



 



S



MF



 



1



. 



PDU Session Establishment



 



including 



PCF registration to BSF



 



BSF



 



3. 



Nbsf_Management discovery



 



(UE address)



 



 



4. 



Nsmf_EventExposure_Subscribe



 



(UE address



, 



target (DNN, S



-



NSSAI)



)



 



5.



 



Nnrf_NFDiscovery_Request



 



(UPF locality)



 



5.



 



Nnrf_NFDiscovery_Request response 



(local NEF)



 



2 



Setting up an AF session 



with 



required QoS



 



(UE address)



 



 



4. 



Nsmf_EventExposure_Notify



 



(PSA UPF locality)



 



3. 



Nbsf_Management discovery 



(



SMF instance ID



)



 



 






                                               


0 .   Nnrf_NFManagement_NFRegister  


Initial  NEF  


Local NEF  


NRF  


AF  


6   Redirecting AF to local NEF    


UE  


L - PSA   UPF  


RAN   S MF  


1 .  PDU Session Establishment   including  PCF registration to BSF  


BSF  


3.  Nbsf_Management discovery   (UE address)    


4.  Nsmf_EventExposure_Subscribe   (UE address ,  target (DNN, S - NSSAI) )  


5.   Nnrf_NFDiscovery_Request   (UPF locality)  


5.   Nnrf_NFDiscovery_Request response  (local NEF)  


2  Setting up an AF session  with  required QoS   (UE address)    


4.  Nsmf_EventExposure_Notify   (PSA UPF locality)  


3.  Nbsf_Management discovery  ( SMF instance ID )    




 


 


SA WG2 Temporary


 


Document


 


Page 


1


 


3GPP


 


SA WG2 TD


 


SA WG2 Meeting #146e


 


S2


-


210


5398


 


August 16 


–


 


27


th


, 2021


; Elbonia


               


 


    


 


 


(revision of S2


-


210)


 


 


 


Source: 


 


Nokia, Nokia Shanghai Bell


 


 


Title: 


 


 


Procedure for 


local NEF selection


 


Document for:


 


 


Agreement (P


-


CR)


 


 


Agenda Item: 


 


8.3


 


 


Work Item / Release:


 


eEDGE_5GC


 


/ Rel


-


17


 


Abstract 


of


 


the contribution


:


 


Procedure for local NEF selection


 


1 Discussion


 


The 23.501 CR (


23.501 CR2856R2


) agreed at last SA2 is not enough to specify the local NEF discovery. 


Some 


procedural description is missing 


in 23.548


 


(as well as updates to services defin


ed in 23.502).


 


S2


-


2105058


 


CR


 


Approval


 


23.501 CR2856R2 (Rel


-


17, 'B'): Newly adde


d parameters for Local NEF 


discovery


 


 


There is a companion 23.502 CR


 


2899 


 


“


Procedure 


updates to support 


local NEF selection


”


 


2 Proposal


 


It is proposed to update T


S


 


23.


5


48 as follows


 


 


FIRST CHANGE


 


6


.


4.2


 


Network Exposure to Edge Application Server


 


6.4.2.1


 


Usage of 


Nupf_EventExposure


 


to report QoS monitor


ing


 


 


The UPF may be instructed to report information about a PDU Session directly i.e. by passing the SMF and the PCF. 


This reporting may target an Edge Application Server (EAS) or a local AF that itself 


interfaces the EAS.


 


Local NEF deployed at the edge may be used to support network exposure timely to local AF. The local NEF may 


support one or more of the functionalities described in TS


 


23.501


 


[2] clause


 


6.2.5.0. and may support a subset of the 


APIs spec


ified for capability exposure based on local policy. In order to support the network exposure locally, the local 


NEF shall support event exposure service operation for the local AF. The local NEF selection by AF is described in 


TS


 


23.501


 


[2] clause


 


6.2.5.0


 


and clause


 


6.3.14.


 


The local AF subscribes the low latency exposure of QoS Monitoring results 


from the 


PCF via a local NEF or NEF. 


If 


the NEF detects that it is not the most suitable NEF instance to serve the local AF request, it may redirect the AF to a


 


local NEF


.


 


NOTE


 


1


:


 


If the notifications need to go via the local NEF, then the local NEF needs to be involved in order to be 


able to map these notifications to the URI where the AF expects to receive them.


 


The local AF may also subscribe the 


event exposur


e service 


via PCF directly


. In this case, reporting is done directly 


from the UPF to the local AF


.


 




   

SA WG2 Temporary   Document   Page  1  

3GPP   SA WG2 TD  

SA WG2 Meeting #146e   S2 - 210 5398   August 16  –   27 th , 2021 ; Elbonia                            (revision of S2 - 210)       Source:    Nokia, Nokia Shanghai Bell     Title:      Procedure for  local NEF selection   Document for:     Agreement (P - CR)     Agenda Item:    8.3     Work Item / Release:   eEDGE_5GC   / Rel - 17   Abstract  of   the contribution :   Procedure for local NEF selection   1 Discussion   The 23.501 CR ( 23.501 CR2856R2 ) agreed at last SA2 is not enough to specify the local NEF discovery.  Some  procedural description is missing  in 23.548   (as well as updates to services defin ed in 23.502).  

S2 - 2105058  CR  Approval  23.501 CR2856R2 (Rel - 17, 'B'): Newly adde d parameters for Local NEF  discovery  

  There is a companion 23.502 CR   2899    “ Procedure  updates to support  local NEF selection ”   2 Proposal   It is proposed to update T S   23. 5 48 as follows     FIRST CHANGE   6 . 4.2   Network Exposure to Edge Application Server   6.4.2.1   Usage of  Nupf_EventExposure   to report QoS monitor ing     The UPF may be instructed to report information about a PDU Session directly i.e. by passing the SMF and the PCF.  This reporting may target an Edge Application Server (EAS) or a local AF that itself  interfaces the EAS.   Local NEF deployed at the edge may be used to support network exposure timely to local AF. The local NEF may  support one or more of the functionalities described in TS   23.501   [2] clause   6.2.5.0. and may support a subset of the  APIs spec ified for capability exposure based on local policy. In order to support the network exposure locally, the local  NEF shall support event exposure service operation for the local AF. The local NEF selection by AF is described in  TS   23.501   [2] clause   6.2.5.0   and clause   6.3.14.   The local AF subscribes the low latency exposure of QoS Monitoring results  from the  PCF via a local NEF or NEF.  If  the NEF detects that it is not the most suitable NEF instance to serve the local AF request, it may redirect the AF to a   local NEF .   NOTE   1 :   If the notifications need to go via the local NEF, then the local NEF needs to be involved in order to be  able to map these notifications to the URI where the AF expects to receive them.   The local AF may also subscribe the  event exposur e service  via PCF directly . In this case, reporting is done directly  from the UPF to the local AF .  

