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Abstract: This paper proposes to update the UE Consideration for EAS (re)Discovery.
1. Local DNS Server and Resolver Discovery by DHCP
In the clause 6.2.3.2.3, for the option C, the UL CL/BP is inserted and SMF provides a new Local DNS Server IP address to the UE via the PCO in the NAS message PDU Session Command. The UE then uses the new Local DNS Server IP address to perform the EAS discovery in the DN connected to the L-PSA. 
However, for the split-UE (i.e. the TE and ME are separated), the Local DNS Server information provided by the SMF in the NAS message PDU Session Command is provided to the ME, and the ME maybe cannot provide these NAS provided IP parameters to the TE (e.g the 5G tethered device has a 5G access and can provide and share its 5G IP connection to other non-5G devices (PC/Pad/Mobile Phone) via WiFi) . i.e. the TE cannot receive the Local DNS information from the ME because of separation between the TE and ME (e.g. the 5G tethered device cannot provide NAS-based information to the connected non-5G devices via the WiFi). So the TE normally uses the UP-based methods to get IP parameter configuration from the 5G network, e.g. via DHCPv4 (for IPv4) or DHCPv6 (for IPv6).
for the split-UE in the Option C case, since the TE cannot get the new Local DNS Server IP address, the TE continues to use the old DNS Server to perform the EAS discovery and cannot receive the DNS query response from the 5GC (e.g. the BP routes the DNS Query message to the L-PSA). After no DNS Query response is received from the 5GC for serval times (e.g. 5 times) or an information indicating the DNS Server unreachable (e.g. ICMP message of Host Not Reachable) , the TE initiates a new DNS Server Discovery via a DHCP message to the 5GC, and the SMF should send the same new DNS Server IP address to the UE in the DHCP response message than sent via PCO in the PDU Session Command. After the UE gets the new DNS Server IP address, the UE uses the new DNS Server IP address to perform the EAS query.
For the Split-UE, the NAS level EAS rediscovery indication and the impact field maybe cannot be provided to the TE or the TE OS, in such case, if the SMF receives the EASDF discovery via the UP, the SMF shall configure the EASDF to provide the EAS IP address to the UE with very short or zero cache time.

2. Proposal

It is proposed to change TR 23.548 as below.
* * * * First change * * * *
C.5
Split-UE Considerations for EAS (Re-)discovery
For the split-UE (i.e. the TE and ME are separated), information provided by the SMF in the NAS message during the PDU Session Establishment , Modification and Command is provided to the ME and MEs cannot provide the NAS provided IP parameters to the TE. i.e. the TE cannot receive that information from the ME because of separation between the TE and ME. Example of information are the DNS configuration or Rediscovery indication.

The TE gets LAN side IP parameters configuration from the ME, i.e. using DHCPv4 (for IPv4) or IPv6 Router Advertisement/DHCPv6 (for IPv6). ME hosts the DNS resolver for TE and its address can be obtained from ME using DHCP or IPv6 RA. When TE uses DNS resolver in ME, the ME in turn uses its configured network DNS resolver (e.g., EASDF, L-DNS) which is the expected DNS resolution chain and it results in the discovery of the correct EAS. An application in the TE that complies with EAS (re-) discovery described in this specification is not recommended to override operator-provided DNS settings as described in C.3.

Editor's note:
There may also be issues with steering of the association between applications and PDU Sessions based on URSPs.

For the split-UE, MEs cannot provide the NAS information requesting UE to redo DNS lookup received from the SMF to the TE or the TE OS. In such cases, the closest EAS is still reachable, for example, if anycast EAS address is used. Alternatively, the EASDF may provide the EAS IP address to the UE with very short or zero DNS cache time. However, the DNS operator should balance cache duration to avoid too many requests overloading the DNS server.

* * * * End of changes * * * *
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