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Abstract of the contribution: This paper clarifies some points of the endorsed CR at SA2#144 which forms the basis for the KI#6 normative solution.
Discussion
At SA#91 a eNS_Ph2 WID update ibn SP-210269 was approved including this objective.
"Define a subscription-based mechanism ensuring that a UE is only allowed to be registered with compatible Network Slices."
At SA2#144e a CR in S2-2103069 was endorsed to the basis of further work. the main principle behind it is that the UEs that support SRG information handling, they obtain it from the network and then avoid requesting SRG-incompatible slices, while non supporting UEs and VPLMNs are provided only with the S-NSSAIs in the subscription that can be allowed together with the default S-NSSAI in the subscription and the Default S-NSSAIs. 
This enables a deterministic end to end behaviour that operators can safely guarantee.
If on the other hand non supporting UEs were provided with all the S-NSSAIs in the subscriptions irrespective of their associated SRG values in the SRG Information, then the following can happen:


Let’s consider a simple scenario, mode complex scenarios are similarly and probably more difficult to handle. 
The UE has two slices A and B. these are both in configured NSSAI and A is the default S-NSSAI.
The UE has several apps and the URSPs trigger to use both A and B based on the configured policies. So, the UE tries to register for both.
The network allows only one of these as these are incompatible.let's suppose the network allows Slice A. B is supported in the TA and PLMN so it is not rejected according to rel-15/16 behaviour which includes only not supported in RA and not supported in PLMN cause codes.
Then this kicks in (see 23.501):
“S-NSSAIs that the UE provides in the Requested NSSAI which are neither in the Allowed NSSAI nor provided as a rejected S-NSSAI, shall, by the UE, not be regarded as rejected, i.e. the UE may request to register these S-NSSAIs again next time the UE sends a Requested NSSAI.”
As a reminder: the URSPs are still triggering the UE to request slice B, so the UE right away goes for a requested NSSAI including B. This means that the UE may enter a loop for as long as the applications A and B both are attempting to remain active. 
Conclusion 1: A Rel-15/16 UE has no standard mechanism to reliably and predictably handling a case of two or more applications requesting incompatible slices. 


If, for sake of argument, the rel-17 AMF instead sent a new cause code this is what would happen per 24.501:
The AMF would accept the registration but reject the S-NSSAI. The AMF rejects using the cause value in the Rejected S-NSSAI IE, rather than rejecting the registration with 5GMM cause value in the message. Now, the unused cause values are currently reserved, i.e. we cannot add new ones for this new purpose. Therefore, a Rel 15/16 UE would consider an IE using a reserved value as syntactically incorrect and would discard that optional Rejected S-NSSAI IE. In other words, the S-NSSAI in question would NOT be considered rejected (nor allowed) and the UE could request it again.
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Figure 9.11.3.46.2: Rejected S-NSSAI
	Cause value (octet 3)
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	0
	0
	0
	0
	
	S-NSSAI not available in the current PLMN or SNPN

	0
	0
	0
	1
	
	S-NSSAI not available in the current registration area

	0
	0
	1
	0
	
	S-NSSAI not available due to the failed or revoked network slice-specific authentication and authorization.

	All other values are reserved.




Conclusion 2: Even if we added a new cause code this would not help with a legacy UE. The legacy UE may enter a loop. 
Then if the AMF instead faked a “not supported in RA” cause code, then the UE would get only the S-NSSAI A -> same result as configuring the UE only with S-NSSAI A for as long as the UE remains in the RA. Note that this S-NSSAI A is the only reasonable to send to the UE as it is the default one and the network when receiving a not well formed requested shall always send the default S-NSSAI as allowed.
Conclusion 3: since the case when incompatibility needs to be enforced is resolved by Allowing the Default S-NSSAI only (in this case) and reject the other with a fake not supported in RA (to avoid endless loops in a deterministic way), it is perfectly valid to only configure legacy UE with s-NSSAIs which are SRG-compatible with the Default S-NSSAIs. Any other behaviour would be arbitrary and would give the operators no means to provide customers with a predictable outcome when using non supporting UEs or roaming to non-supporting networks.

Proposals that let the HPLMN provide a non-supporting VPLMN with set of S-NSSAIs that are not in scope of 3GPP to define are not acceptable as the default S-NSSAIs at least need to be provided as part of the UE subscription to a visited PLMN, and therefore only S-NSSAIs that are compatible with the default S-NSSAIs can be provided to a non-supporting VPLMN.
Conclusion 4: The set of S-NSSAIs sent to a non-supporting VPLMN must include only the default -S-NSSAIs and only S-NSSAIs compatible with them.
Lastly, a proposal that a non-supporting UE could be configured with all the S-NSSAIs in the subscription irrespective of the SRG information based on unilateral HPLMN decision is not acceptable as  the VPLMN may not be happy with having to cope with UEs that may generate significant trial and error registrations based on unilateral HPLMN decision.

Conclusion 5: the behaviour of requiring a supporting VPLMN to provide non-supporting UEs with a Configured NSSAI including all the S-NSSAIs irrespective of their associated SRG values, based on HPLMN decision, is not acceptable as the VPLMN may be exposed to the handling of several trial and error registration attempts without its consent. So, the only possible deviation shall be part of the roaming agreement.

Conclusions
Conclusion 1: A Rel-15/16 UE has no standard mechanism for reliably and predictably handling a case of two or more applications requesting incompatible slices. 
Conclusion 2: A new rejection cause code would not help with a legacy UE. 
Conclusion 3: Configuring legacy UE only with the Default S-NSSAIs and the S-NSSAIs which are SRG-compatible with the Default S-NSSAIs provides a predictable behaviour with legacy UEs. 
Conclusion 4: The set of S-NSSAIs sent to a non-supporting VPLMN must only include the default -S-NSSAIs and only S-NSSAIs compatible with them.
Conclusion 5: the behaviour of requiring a supporting VPLMN to provide non-supporting UEs with a Configured NSSAI including all the S-NSSAIs irrespective of their associated SRG values, based on HPLMN decision, is not acceptable as the VPLMN may be exposed to the handling of several trial and error registration attempts without its consent. So, any possible deviation for the standard behaviour shall be part of the roaming agreement.
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