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[bookmark: _Toc20204194][bookmark: _Toc27894883][bookmark: _Toc36191961][bookmark: _Toc45193051][bookmark: _Toc47592683][bookmark: _Toc51834770][bookmark: _Toc68061962][bookmark: _Toc27894889][bookmark: _Toc36191967][bookmark: _Toc45193057][bookmark: _Toc47592689][bookmark: _Toc51834776][bookmark: _Toc68061968]4.15.3.1	Monitoring Events
The Monitoring Events feature is intended for monitoring of specific events in 3GPP system and making such monitoring events information reported via the NEF. It is comprised of means that allow NFs in 5GS for configuring the specific events, the event detection and the event reporting to the requested party.
To support monitoring features in roaming scenarios, a roaming agreement needs to be made between the HPLMN and the VPLMN. If the AMF/SMF in the VPLMN determine that normalisation of a an event report is required, the AMF/SMF normalises the event report before sending it to the NEF.
The set of capabilities required for monitoring shall be accessible via NEF to NFs in 5GS. Monitoring Events via the UDM, the AMF, the SMF and the GMLC enables NEF to configure a given Monitor Event at UDM, AMF, SMF or GMLC and reporting of the event via UDM and/or AMF, SMF or GMLC. Depending on the specific monitoring event or information, it is the AMF, GMLC or the UDM that is aware of the monitoring event or information and makes it reported via the NEF.
The following table enumerates the monitoring events and their detection criteria:
Table 4.15.3.1-1: List of events for monitoring capability
	Event
	Detection criteria
	Which NF detects the event

	Loss of Connectivity
	Network detects that the UE is no longer reachable for either signalling or user plane communication (see NOTE 4).
The AF may provide a Maximum Detection Time, which indicates the maximum period of time without any communication with the UE after which the AF is to be informed that the UE is considered to be unreachable (see NOTE 7).
	AMF

	UE reachability
	Detected when the UE transitions to CM-CONNECTED state or when the UE will become reachable for paging, e.g., Periodic Registration Update timer. It indicates when the UE becomes reachable for sending downlink data to the UE.
The AF may provide the following parameters:
1)	Maximum Latency;
2)	Maximum Response Time;
3)	Suggested number of downlink packets. (see NOTE 5 and NOTE 7).
This event requires the Reachability Filter set to UE reachable for DL traffic" (see clause 5.2.2.3.1-1). For the usage of this event, see clauses 4.2.5.2 and 4.2.5.3.
	AMF, UDM

	Location Reporting
	This event is detected based on the Event Reporting Information Parameters that were received in the Monitoring Request (one-time reporting, maximum number of reports, maximum duration of reporting, periodicity, etc., as specified in clause 4.15.1).
It reports either the Current Location or the Last Known Location of a UE.
When AMF is the detecting NF:
One-time and Continuous Location Reporting are supported. For Continuous Location Reporting the serving node(s) sends a notification every time it becomes aware of a location change, with the granularity depending on the accepted accuracy of location (see NOTE 1).
For One-time Reporting with immediate reporting flag set, AMF reports the Last Known Location immediately.
When AMF is the detecting NF:
If the immediate reporting flag is not set, the AMF reports the UE Current Location (In case the AMF does not have the UE current location in the granularity as requested by the location report, the AMF retrieves the information via NG-RAN Location reporting procedure as defined in clause 4.10).
When GMLC is the detecting NF:
Immediate and Deferred Location Reporting is supported. For Deferred Location Reporting the event types UE availability, Area, Periodic Location and Motion are supported.
	AMF, GMLC

	Change of SUPI-PEI association
	This event is detected when the association between PEI and subscription (SUPI) changes (USIM change).
	UDM

	Roaming status
	This event is detected based on the UE's current roaming status (the serving PLMN and/or whether the UE is in its HPLMN) and notification is sent when that status changes. (see NOTE 2).
If the UE is registered via both 3GPP and N3GPP Access Type, then both instances of Roaming status are included.
	UDM

	Communication failure
	This event is detected when RAN or NAS level failure is detected based on connection release and it identifies RAN/NAS release code.
	AMF

	Availability after Downlink Data Notification failure
	This event is detected when the UE becomes reachable again after downlink data delivery failure.
	AMF

	PDU Session Status
	This event is detected when PDU session is established or released. (see NOTE 6)
	SMF

	Number of UEs present in a geographical area
	This event is detected based on the Event Reporting Information Parameters that were received in the Monitoring Request (Level of aggregation, Sampling ratio, see clause 4.15.1).
It indicates the number of UEs that are in the geographic area described by the AF. The AF may ask for the UEs that the system knows by its normal operation to be within the area (Last Known Location) or the AF may request the system to also actively look for the UEs within the area (Current Location).
	AMF

	CN Type change
	The event is detected when the UE moves between EPC and 5GC. It indicates the current CN type for a UE or a group of UEs when detecting that the UE switches between being served by a MME and an AMF or when accepting the event subscription. (see NOTE 3)
	UDM

	Downlink data delivery status
	It indicates the downlink data delivery status in the core network. Events are reported at the first occurrence of packets being buffered, transmitted or discarded, including:
-	Downlink data in extended buffering, including:
-	First data packet buffered event
-	Estimated buffering time, as per clause 4.2.3.3
-	First downlink data transmitted event
-	First downlink data discarded event
	SMF

	UE reachability for SMS delivery
	This event is detected when an SMSF is registered for a UE and the UE is reachable as determined by the AMF and the UDM. This enables the UE to receive an SMS. See clauses 4.2.5.2 and 4.2.5.3.
	UDM

	UE availability for time synchronization service
	This event is detected when a UE/DS-TT establishes a PDU Session with an NW-TT, where DS-TT and NW-TT support time synchronization service as described in clause 4.4.8.3 in TS 23.501 [2]. See NOTE x).
	NEF

	NOTE 1:	Location granularity for event request, or event report, or both could be at cell level (Cell ID) or TA level. The granularity can also be expressed by other formats such as geodetic uncertainty shapes (e.g. polygons, circles, etc.) or civic addresses (e.g. streets, districts, etc.) which can be mapped by NEF to AMF specific granularity levels.
NOTE 2:	Roaming status means whether the UE is in HPLMN or VPLMN based on the most recently received registration state in the UDM.
NOTE 3:	CN type of CN Type change event is defined in clause 5.17.5.1 of TS 23.501 [2].
NOTE 4:	In the case of UDM service operation information flow, the UDM should set the subscribed periodic registration timer to a smaller value than the value of Maximum Detection Time, since the value of the mobile reachable timer is larger than the value of the periodic registration timer.
NOTE 5:	Maximum Latency, Maximum Response Time and Suggested number of downlink packets are defined in clause 4.15.6.3a.
NOTE 6:	The NEF makes a mapping between the 5GS internal event "PDU Session Status" and the T8 API event "PDN Connectivity Status".
NOTE 7:	The preferred method for provisioning Network Configuration Parameters is External Parameter Provisioning specified in clause 4.15.6.3a. Provisioning event specific parameters as part of Monitoring Request is expected to be used only by the AF that does not support Parameter Provisioning procedure specified in clause 4.15.6.3a.
NOTE x:   The event is specified in clause 4.15.3.2.x.
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4.15.3.2.x	Specific NEF service operations information flow for UE availability for time synchronization service
The procedure is used by the AF to subscribe to notifications and to explicitly cancel a previous subscription for UE availability for time synchronization service. Cancelling is done by sending Nnef_EventExposure_Unsubscribe request identifying the subscription to cancel with Subscription Correlation ID.




Figure 4.15.3.2.x-1: Nnef_EventExposure_Subscribe, Unsubscribe and Notify operations
1.	The AF subscribes to the UE availability for time synchronization service (as identified by Event ID) and provides the associated Notification Target Address of the AF by sending Nnef_EventExposure_Subscribe request.

Event Reporting Information defines the type of reporting requested (e.g. one-time reporting, periodic reporting or event based reporting) as described in clause 4.15.3.2.3.
	The Event Reporting Information may include DNN and slicing information (S-NSSAI) or an AF-Service-Identifier. If the DNN and S-NSSAI are omitted in the request, the NEF uses the AF-Service-Identifier to determine the target DNN and slicing information (S-NSSAI). 

Additionally, the Event Reporting Information may include a list of UE identifiers (SUPIs or GPSIs) or Groups of UEs identified by an External Group Identifier that further define the subset of the target UEs. If the request does not include UE identifiers, the request is targeted to any UE with a PDU Session using the DNN and S-NSSAI. The NEF uses the UDM service to map the GPSIs to SUPIs and to map the External Group Identifier to Internal Group Identifier.

	When the NEF processes the AF request the AF-Service-Identifier may be used to authorize the AF request.
 2.	(in the case of Nnef_EventExposure_Subscribe): The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI). The Time-Sync data contains a Notification Target Address to the NEF.
	(in the case of Nnef_EventExposure_delete): The NEF deletes the AF request information in the UDR.
3.	NEF acknowledges the execution of Nnef_EventExposure_Subscribe to the requester that initiated the request. The acknowledgement contains a Subscription Correlation ID that the AF can use to cancel or modify the subscription.
4.	The PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = Time-Sync data, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
5.	The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, the PCF invokes Npcf_PolicyAuthorization_Notify request to the NEF Notification Target Address as included in the Time-Sync data in the UDR.
6.	The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request message as in step 4 in figure 4.3.6.4-1.
7.	As part of Npcf_PolicyAuthorization_Create request, the NEF uses the procedures as described in clause K.2.1 in TS 23.501 [2] to determine the (g)PTP capabilities from the DS-TT, and if not determined from the NW-TT, to determine the capabilities from the NW-TT. 
	The PCF interacts with SMF as described in clause 4.16.5.2. The DS-TT and NW-TT respond with the PMIC and UMIC containing the (g)PTP capabilities. 

The NEF composes the time synchronization capabilities for the DS-TT/UE(s) connected to the NW-TT based on the capability information received from the DS-TT(s) and NW-TT. 

The NEF maintains association between the user-plane Node ID, the time synchronization capabilities, the reference to the capabilities (as identified by the Subscription Correlation ID), the AF Notification Target Address, and list of the AF sessions with PCFs with this user-plane Node ID.

8.	The NEF sends Nnef_EventExposure_Notify with UE availability for time synchronization event message to AF. The message includes the time synchronization capabilities as composed in step 7. The message contains a list of UE identifiers to which the event is applicable and the associated user-plane Node ID identifying the NW-TT to where the UE/DS-TT(s) are connected to. 
9-12.	Upon PDU Session Establishment as defined clause 4.3.2.2.1-1, Steps 4-7 are repeated for the new PDU Session.
13.	If necessary, the NEF may update the time synchronization capabilities for the DS-TT/UE(s) connected to the NW-TT based on the capability information received from the new DS-TT. The NEF sends Nnef_EventExposure_Notify containing the updated capabilities and the UE identifier of the new PDU Session to the AF.

 Table 4.15.3.2.x-1 describes the event for UE availability for time synchronization service. 

Table 4.15.6.11-1: Time Synchronization capability event
	Time Synchronization Parameter
	Description

	List of UE identities
	Identifies the UEs to which the reported time synchronization capabilities apply

	User-Plane Node ID
	Identifies the applicable NW-TT

	Time synchronization distribution method
	Identifies the time synchronization distribution methods supported by 5GS for the reported UEs.
Allowed values: IEEE Std 1588 [76] operation (i.e. as a Boundary Clock, peer-to-peer Transparent Clock, or end-to-end Transparent Clock) and transport protocol (Ethernet, UDP over IPv4, or UDP over IPv6), IEEE Std 802.1AS [75] operation.

	(g)PTP grandmaster capable
	Indicates separately whether 5GS supports acting as a gPTP or PTP grandmaster.
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4.15.6	External Parameter Provisioning
[bookmark: _Toc20204208][bookmark: _Toc27894900][bookmark: _Toc36191980][bookmark: _Toc45193070][bookmark: _Toc47592702][bookmark: _Toc51834789][bookmark: _Toc68061983]4.15.6.1	General
Provisioning capability allows an external party to provision the information, such as expected UE behaviour and service specific parameters, time synchronization service information, or the 5G VN group information to 5G network functions. In the case of provisioning the expected UE behavioural information, the expected UE behavioural information consists of information on expected UE movement and communication characteristics. In the case of provisioning the 5G VN group information the provisioning information consists of information on 5G VN group. In the case of provisioning the time synchronization service information the provisioning information consists of information on the time synchronization service requirements and operation within the 5GS. The service specific information consists of information to support the specific service in 5G system. Provisioned data can be used by the other NFs.
[bookmark: _Toc20204209][bookmark: _Toc27894901][bookmark: _Toc36191981][bookmark: _Toc45193071][bookmark: _Toc47592703][bookmark: _Toc51834790][bookmark: _Toc68061984]4.15.6.2	NEF service operations information flow


Figure 4.15.6.2-1: Nnef_ParameterProvision_Create / Nnef_ParameterProvision_Update / Nnef_ParameterProvision_Delete request/response operations
0.	NF subscribes to UDM notifications of UE and/or Group Subscription data updates.
NOTE 1:	The NF can subscribe to Group Subscription data from UDM in this step and be notified of Group Subscription data updates in step 7 using the Shared Data feature defined in TS 29.503 [52].
0b.	[Conditional, on using NWDAF-assisted values] The AF may subscribe to NWDAF via NEF in order to learn the UE mobility analytics and/or UE Communication analytics for a UE or group of UEs by applying the procedure specified in TS 23.288 [50] clause 6.1.1.2. The Analytics Id is set to any of the values specified in TS 23.288 [50] clause 6.7.1.
0c.	[Conditional, on using NWDAF-assisted values] AF validates the received data and derives any of the Expected UE behaviour parameters defined in clause 4.15.6.3 for a UE or group of UEs.
1.	The AF provides one or more parameter(s) to be created or updated in a Nnef_ParameterProvision_Create or Nnef_ParameterProvision_Update or Nnef_ParameterProvision_Delete Request to the NEF.
	The GPSI identifies the UE and the Transaction Reference ID identifies the transaction request between NEF and AF. For the case of Nnef_ParameterProvision_Create, The NEF assigns a Transaction Reference ID to the Nnef_ParameterProvision_Create request.
	NEF checks whether the requestor is allowed to perform the requested service operation by checking requestor's identifier (i.e. AF ID).
	For a Create request associated with a 5G VN group, the External Group ID identifies the 5G VN Group.
	The payload of the Nnef_ParameterProvision_Update Request includes one or more of the following parameters:
-	Expected UE Behaviour parameters (see clause 4.15.6.3); or
-	Network Configuration parameters (see clause 4.15.6.3a); or
-	External Group Id and 5G VN group data (i.e. 5G-VN configuration parameters) (see clause 4.15.6.3b), or
-	5G VN group membership management parameters (see clause 4.15.6.3c); or
-	Location Privacy Indication parameters of the "LCS privacy" Data Subset of the Subscription Data (see clause 5.2.3.3.1 and TS 23.273 [51] clause 7.1); or
-	MTC Provider Information;
-	ECS Address Configuration Information (see clause 4.15.6.3d).;
-	Time synchronization parameters (see clause 4.15.6.11).
	The AF may request to delete 5G VN configuration by sending Nnef_ParameterProvision_Delete to the NEF.
2.	If the AF is authorised by the NEF to provision the parameters, the NEF requests to create, update and store, or delete the provisioned parameters as part of the subscriber data via Nudm_ParameterProvision_Create, Nudm_ParameterProvision_Update or Nudm_ParameterProvision_Delete Request message, the message includes the provisioned data and NEF reference ID and optionally MTC Provider Information.
	If the AF is not authorised to provision the parameters, then the NEF continues in step 6 indicating the reason to failure in Nnef_ParameterProvision_Create/Update/Delete Response message. Step 7 does not apply in this case.
NOTE 2:	For non-roaming case and no authorisation or validation by the UDM required and if the request is not associated with a 5G VN group, the NEF can directly forward the external parameter to the UDR via Nudr_DM_Update Request message. And in this case, the UDR responds to NEF via Nudr_DM_Update Response message.
3.	UDM may read from UDR, by means of Nudr_DM_Query, corresponding subscription information in order to validate required data updates and authorize these changes for this subscriber or Group for the corresponding AF.
4.	If the AF is authorised by the UDM to provision the parameters for this subscriber, the UDM resolves the GPSI to SUPI, and requests to create, update or delete the provisioned parameters as part of the subscriber data via Nudr_DM_Create/Update/Delete Request message, the message includes the provisioned data.
	If a new 5G VN group is created, the UDM shall assign a unique Internal Group ID for the 5G VN group and include the newly assigned Internal Group ID in the Nudr_DM_Create Request message. If the list of 5G VN group members is changed or if 5G VN group data has changed, the UDM updates the UE and/or Group subscription data according to the AF/NEF request.
	UDR stores the provisioned data as part of the UE and/or Group subscription data and responds with Nudr_DM_Create/Update/Delete Response message.
	When the 5G VN group data (as described in clause 4.15.6.3b) is updated, the UDR notifies to the subscribed PCF by sending Nudr_DM_Notify as defined in clause 4.16.12.2.
	If the AF is not authorised to provision the parameters, then the UDM continues in step 5 indicating the reason to failure in Nudm_ParameterProvision_Update Response message and step 7 is not executed.
	The UDM classifies the received parameters (i.e. Expected UE Behaviour parameters or Suggested Number of Downlink Packets or the 5G VN configuration parameters or Location Privacy Indication parameters or ECS Address Configuration Information), into AMF associated and SMF associated parameters. The UDM may use the AF ID received from the NEF in step 2 to relate the received parameter with a particular subscribed DNN and/or S-NSSAI. The UDM stores the SMF-Associated parameters under corresponding Session Management Subscription data type.
	Each parameter or parameter set may be associated with a validity time. The validity time is stored at the UDM/UDR and in each of the NFs, to which parameters are provisioned (e.g. in AMF or SMF). Upon expiration of the validity time, each node deletes the parameters autonomously without explicit signalling.
5.	UDM responds the request with Nudm_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.
6.	NEF responds the request with Nnef_ParameterProvision_Create/Update/Delete Response. If the procedure failed, the cause value indicates the reason.
7.	[Conditional this step occurs only after successful step 4] UDM notifies the subscribed Network Function (e.g., AMF) of the updated UE and/or Group subscription data via Nudm_SDM_Notification Notify message.
a)	If the NF is AMF, the UDM performs Nudm_SDM_Notification (SUPI or Internal Group Identifier, AMF-Associated Expected UE Behaviour parameters, Subscribed Periodic Registration Timer, subscribed Active Time, etc.) service operation. The AMF identifies whether there are overlapping parameter set(s) and merges the parameter set(s) in the Expected UE Behaviour, if necessary. The AMF uses the received parameters to derive the appropriate UE configuration of the NAS parameters and to derive Core Network assisted RAN parameters. The AMF may determine a Registration area based on parameters Stationary indication or Expected UE Moving Trajectory.
b)	If the NF is SMF, the UDM performs Nudm_SDM_Notification (SUPI or Internal Group Identifier, SMF-Associated Expected UE Behaviour parameter set, DNN/S-NSSAI, Suggested Number of Downlink Packets, etc.) service operation.
	The SMF stores the received parameters and associates them with a PDU Session based on the DNN and S-NSSAI included in the message from UDM. The SMF identifies whether there are overlapping parameter set(s) in the Expected UE behaviour and merges the parameter set(s), if necessary. The SMF may use the parameters as follows:
-	SMF configures the UPF accordingly. The SMF can use the Scheduled Communication Type parameter or Suggested Number of Downlink Packets parameter to configure the UPF with how many downlink packets to buffer. The SMF may use the parameter Communication duration time to determine to deactivate UP connection and to perform CN-initiated selective deactivation of UP connection of an existing PDU Session.
-	The SMF may derive SMF derived CN assisted RAN information for the PDU Session. The SMF provides the SMF derived CN assisted RAN information to the AMF as described in PDU Session establishment procedure or PDU Session modification procedure.
NOTE 3:	The NEF (in NOTE 1) or the UDM (in step 3) can also update the corresponding UDR data via Nudr_DM_Create/Delete as appropriate.
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[bookmark: _Toc68062001]4.15.6x.11	Time Synchronization exposure parameters
As described in TS 23.501 [2] clause 5.27.1.z, an AF may learn 5GS capabilities to support time synchronization based on parameters exposed by the NEF (Table 4.15.6.11-1) and AF may request to perform time synchronization distribution configuration by providing input parameters towards NEF.
[bookmark: _Toc20204204][bookmark: _Toc27894896][bookmark: _Toc36191976][bookmark: _Toc45193066][bookmark: _Toc47592698][bookmark: _Toc51834785][bookmark: _Toc68061977]4.15.X.1	General
Time synchronization exposure allows an AF to configure time synchronization in 5GS. Depending on the time distribution method to use for the service (e.g. (g)PTP or 5G clock sync), the AF may require retrieving 5GS time synchronization capabilities prior to sending the time synchronization service request. For (g)PTP operation, the Time synchronization service allows an AF to subscribe to the UE availability for time synchronization service.

Table 4.15.6.11-1: Description of Time Synchronization capabilities exposed NEF -> AF
	Time Synchronization Parameter
	Description

	Time synchronization distribution method
	Identifies the time synchronization distribution methods supported by 5GS.
Allowed values: IEEE Std 1588 [76] operation (i.e. as a Boundary Clock, peer-to-peer Transparent Clock, or end-to-end Transparent Clock) and transport protocol (Ethernet, UDP over IPv4, or UDP over IPv6), IEEE Std 802.1AS [75] operation, or Access Stratum-based 5G clock sync.

	(g)PTP grandmaster capable
	Indicates separately whether NW-TT supports acting as a gPTP or PTP PTP grandmaster.

	5G AS Clock quality
	Indicates the clock quality supported in case of Access Stratum-based 5G clock sync
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4.15.X.2	Time Synchronization activation, modification, and deactivation
This procedure is can be used by the AF to activate, modify or deactivate the (g)PTP instances in 5GS.
The AF may activate the time synchronization service using the Nnef_TimeSynchronization_create service operation. The service operation creates a time synchronization configuration based on the service parameters as indicated in the create request. The AF may update the time synchronization configuration using the Nnef_TimeSynchronization_update service operation. The AF may deactivate the time synchronization service using the Nnef_TimeSynchronization_delete service operation, which deletes the corresponding time synchnonization service configuration. The AF may subscribe for the updates on the state of the time synchronization configuration using the Nnef_TimeSynchronization_subscribe service operation. 

The Nnef_TimeSynchronization_create and Nnef_TimeSynchronization_update request may contain the parameters as described in Table 4.15.x.2-1.

Table 4.15.6.11x.2-21: Description of Time Synchronization service parameters input from AF -> NEF
	Time Synchronization Parameter
	Description

	Time synchronization distribution method
	Identifies the time synchronization distribution method requested by AF.
Allowed values: IEEE Std 1588 [76] operation (i.e. as a Boundary Clock, peer-to-peer Transparent Clock, or end-to-end Transparent Clock) and transport protocol (Ethernet, UDP over IPv4, or UDP over IPv6), IEEE Std 802.1AS [75] operation, or Access Stratum-based 5G clock sync.

	Grandmaster enabled
	Indicates whether AF requests 5GS to act as a grandmaster for PTP or gPTP (depending on the requested Time synchronization distribution method).
This is applicable for IEEE Std 1588 [76] or IEEE Std 802.1AS [75] operation.
[optional]

	Gandmaster priority
	Indicates a priority used as defaultDS.priority1 when generating Announce message when 5GS acts as (g)PTP GM.
[optional]

	Time Domain
	As defined in IEEE Std 1588 [76].
[optional]



The AF may use Nnef_ParameterProvision_Get EventExposure  operationservice as described in clause 4.15.3.2.x to learn 5GS capabilities for time synchronization serviceas in Table 4.15.6.11.1 to support time synchronization service. The Nnef_ TimeSynchronization_Capabilities_Notify service operation indicates the list of UE identities, User-plane Node ID, and the Subscription Correlation ID. The AF can use the Subscription Correlation ID and the user-plane node ID in the Nnef_TimeSynchronization_create  service operation to identify the target of the request. The NEF uses the Subscription Correlation ID and user-plane node ID to determine the list of UEs and list of AF-sessions to which the Nnef_TimeSynchronization_create service operation is targeted to. 
 
Editor's note:	5G AS Clock quality and Access Stratum-based 5G clock sync is FFS.
Editor's note:	How a clock accuracy parameter as well as other parameters for time synchronization can be supported is FFS.



Figure 4.15.x.3-1: Nnef_TimeSynchronization_Create, Subscribe and Notify operations

1.	The AF creates a time synchronization service configuration by invoking Nnef_TimeSynchronization_Create service operation. The request includes the parameters as described in table 4.15.6.11-2. The request contains a Subscription Correlation ID and user-plane node ID as a reference to the target of the UEs and AF-sessions.   
2.	The NEF authorizes the request. After successful authorization, the NEF responds with the Nnef_TimeSynchronization_Create response, including a reference to the time synchronization service configuration.

3-4.	The NEF uses the Subscription Correlation ID and user-plane node ID in Nnef_TimeSynchronization_Create to determine the target UEs and corresponding AF-sessions. The NEF uses the procedures described in clause K.2.2 in TS 23.501 [2] to configure and initialize the PTP instances in the DS-TT(s) and NW-TT. The NEF constructs a PMIC to each DS-TT/UE to activate the time synchronization service in DS-TT in respect to the service parameters in the request in Step 1. The NEF constructs PMIC(s) and UMIC to NW-TT to activate the time synchronization service in NW-TT in respect to the service parameters in the request in Step 1. 

The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request message as described in clause 4.16.5.2. Upon reception of responses from each DS-TT and NW-TT, the NEF determines the state of the time synchronization configuration. 
	The NEF maintains association between list of AF-sessions, corresponding time synchronization configuration, and Subscription Correlation ID and user-plane node ID as given in Step 1.
	The NEF constructs a PMIC to each DS-TT/UE to subscribe for the port management information changes in the DS-TT. The NEF constructs PMIC(s) and UMIC to NW-TT to subscribe for the port management and user-plane management information changes in NW-TT. 
5.	The AF subscribes for the changes in the time synchonization serfice configuration. The request contains a reference to the time synchronization service configuration as received in step 2.
6.	The NEF acknowledges the subscription.
7.	The NEF notifies the AF with the Nnef_TimeSynchronization_Notify service operation, containing the reference to the time synchronization service configuration and the current state of the time synchronization service configuration. 

8.	Upon a change in the PTP instance in the DS-TT or NW-TT, the DS-TT or NW-TT report the change via PMIC or UMIC to the NEF as described in clause K.2.2 in TS 23.501 [2]. 

Upon PDU Session Establishment as defined clause 4.3.2.2.1-1, Steps 4-7 in Figure 4.15.3.2.x-1 are repeated for the new PDU Session and the NEF may notify the AF for the UE availability for time synchronization event, optionally with the updated time synchronization capabilities, as described in Step 8 in Figure 4.15.3.2.x-1. 

As part of Step 7 in Figure 4.15.3.2.x-1 the NEF adds the new AF-session to the list of the AF sessions that are associated with the user-plane Node ID, the time synchronization capabilities, and the reference to the time synchronization capabilities (Subscription Correlation ID). 

If the NEF determines time synchronization service is active for the Subscription Correlation ID and user-plane node ID associated with the new AF-session, the NEF uses the procedures described in clause K.2.2 in TS 23.501 [2] to configure and initialize the PTP instances in the DS-TT of the new PDU Session.
9.	The NEF updates the state of the time synchronization configuration and may notify the AF with the Nnef_TimeSynchronization_Notify service operation, containing the reference to the time synchronization service configuration and the updated state of the time synchronization service configuration. 
 
---Next Change---

4.15.X.3	Reference time distribution activation, modification, and deactivation

The AF can use the procedure to activate, update or delete the 5G reference time distribution to a list of UEs.



Figure 4.15.x.4-1: Nnef_ReferenceTime_Create, Update, Get, Delete operations

1.	The AF activates, updates or deletes the 5G reference time distribution by sending Nnef_ReferenceTime_Create, Update, or Delete request. The request is targeted to a list of UE identifiers (SUPIs or GPSIs) or Groups of UEs identified by an External Group Identifier. If the request does not include UE identifiers, the request is targeted to any UE with a PDU Session using the DNN and S-NSSAI. The NEF uses the UDM service to map the GPSIs to SUPIs and to map the External Group Identifier to Internal Group Identifier.

If the request does not include UE identifiers, the request may include DNN and slicing information (S-NSSAI) or an AF-Service-Identifier. If the DNN and S-NSSAI are omitted in the request, the NEF uses the AF-Service-Identifier to determine the target DNN and slicing information (S-NSSAI). 

When the NEF processes the AF request the AF-Service-Identifier may be used to authorize the AF request.
 2.	(in the case of Nnef_ReferenceTime_Create, or Update): The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = Reference-time data, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI). The Reference-time data contains an indication that reference time distribution is active, and optionally the requested accuracy. 
	(in the case of Nnef_ReferenceTime_delete): The NEF deletes the AF request information in the UDR.
3.	NEF acknowledges the execution of Nnef_ReferenceTime _Create, Update or Delete to the requester that initiated the request. 
4.	The PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset = Reference-time data, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI) receive(s) a Nudr_DM_Notify notification of data change from the UDR.
5.	The PCF determines if existing PDU Sessions are potentially impacted by the AF request. For each of these PDU Sessions, PCF includes in the PCC rule(s) the indication that the 5G reference time is activated, optioally with the requested accuracy as received from the UDR. When a PCC rule is received from the PCF, the SMF may take appropriate actions to (re-)configure the reference time distribution indication to the RAN via AMF.
6.	The AF maý query the current settings for 5G reference time distribution by sending Nnef_ReferenceTime_Get request. The request is targeted to a list of UE identifiers (SUPIs or GPSIs) or Groups of UEs identified by an External Group Identifier. If the request does not include UE identifiers, the request is targeted to any UE with a PDU Session using the DNN and S-NSSAI. The NEF uses the UDM service to map the GPSIs to SUPIs and to map the External Group Identifier to Internal Group Identifier.
7.	The NEF queries the information in the UDR (Data Set = Application Data; Data Subset = Reference-time data, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or SUPI). 
8.	NEF responds to the execution of Nnef_ReferenceTime _Get, the response contains the current value(s) of reference time disctirbution as stored in the UDR.





[bookmark: _Toc68062358][bookmark: _Toc20204541][bookmark: _Toc27895240][bookmark: _Toc36192337][bookmark: _Toc45193450][bookmark: _Toc47593082][bookmark: _Toc51835169][bookmark: _Toc68062389]5.2.6	NEF Services
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The following table shows the NEF Services and Service Operations:
Table 5.2.6.1-1: NF Services provided by the NEF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF, NWDAF

	
	Unsubscribe
	
	AF, NWDAF

	
	Notify
	
	AF, NWDAF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_Trigger
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_BDTPNegotiation
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	
	AF

	Nnef_TrafficInfluence
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	
	Notify
	Subscribe/Notify
	AF

	
	AppRelocationInfo
	Subscribe/Notify
	AF

	Nnef_ChargeableParty
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_AFsessionWithQoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Revoke
	Request/Response
	AF

	Nnef_MSISDN-less_MO_SMS
	Notify
	Notify
	AF

	Nnef_ServiceParameter
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_APISupportCapability
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	Subscribe/Notify
	AF

	
	Notify
	Subscribe/Notify
	AF

	Nnef_NIDDConfiguration
	Create
	Request/Response
	AF

	
	TriggerNotify
	Subscribe/Notify
	AF

	
	UpdateNotify
	Subscribe/Notify
	AF

	
	Delete
	Request/Response
	AF

	Nnef_NIDD
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	
	GroupDeliveryNotify
	Notify
	AF

	Nnef_SMContext
	Create
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	
	DeleteNotify
	Subscribe/Notify
	SMF

	
	Delivery
	Request/Response
	SMF

	Nnef_AnalyticsExposure
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	
	Fetch
	Request/Response
	AF

	Nnef_UCMFProvisioning
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_ECRestriction
	Get
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_ApplyPolicy
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_Location
	LocationUpdateNotify
	Notify
	AF

	Nnef TimeSynchronization
	Update
	Request/Response
	AF

	
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	Subscribe/Notify
	AF

	
	Notify
	Subscribe/Notify
	AF

	Nnef ReferenceTime
	Update
	Request/Response
	AF

	
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF



---Next Change---
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This service is for allowing external party to provision of information which can be used for the UE in 5GS.
[bookmark: _Toc20204528][bookmark: _Toc27895227][bookmark: _Toc36192324][bookmark: _Toc45193437][bookmark: _Toc47593069][bookmark: _Toc51835156][bookmark: _Toc68062376]5.2.6.4.2	Nnef_ParameterProvision_Update service operation
Service operation name: Nnef_ParameterProvision_Update
Description: The consumer updates the UE related information (e.g., Expected UE Behaviour, time synchronization service, Network Configuration parameters, Location Privacy Indication parameters, ECS Address Configuration Information) or 5G VN Group related information (e.g. 5G VN group data, 5G VN membership management).
Inputs, Required: AF ID, Transaction Reference ID.
Inputs, Optional: GPSI, External Group ID at least one of the Expected UE Behaviour parameters or at least one of the Network Configuration parameters or time synchronization parameters or 5G VN related information or ECS Address Configuration Information, Validity Time or Location Privacy Indication parameters, MTC Provider Information.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Transaction specific parameters, if available.
[bookmark: _Toc20204529][bookmark: _Toc27895228][bookmark: _Toc36192325][bookmark: _Toc45193438][bookmark: _Toc47593070][bookmark: _Toc51835157][bookmark: _Toc68062377]5.2.6.4.3	Nnef_ParameterProvision_Create service operation
Service operation name: Nnef_ParameterProvision_Create
Description: The consumer creates a 5G VN group.
Inputs, Required: AF ID, Transaction Reference ID.
Inputs, Optional: GPSI, External Group ID for 5G VN group creation, External Group ID, 5G VN group related information (e.g., 5G VN group data, 5G VN membership management), MTC Provider Information.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Transaction specific parameters, if available.
[bookmark: _Toc20204530][bookmark: _Toc27895229][bookmark: _Toc36192326][bookmark: _Toc45193439][bookmark: _Toc47593071][bookmark: _Toc51835158][bookmark: _Toc68062378]5.2.6.4.4	Nnef_ParameterProvision_Delete service operation
Service operation name: Nnef_ParameterProvision_Delete
Description: The consumer deletes a 5G VN group.
Inputs, Required: AF ID, Transaction Reference ID.
Inputs, Optional: External Group ID.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
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Service operation name: Nnef_ParameterProvision_Get
Description: The consumer gets the UE related information (e.g. Expected UE Behaviour, Network Configuration parameters, ECS Address Configuration Information, time synchronization parameters).
Inputs, Required: GPSI, AF ID, requested information (e.g., Expected UE Behaviour, Network Configuration parameters, ECS Address Configuration Information, time synchronization parameters).
Inputs, Optional: None.
Outputs, Required: Requested data, Operation execution result indication.
Outputs, Optional: None.
---Next Change---


5.2.6.x	Nnef_TimeSynchronization service
[bookmark: _Toc20204542][bookmark: _Toc27895241][bookmark: _Toc36192338][bookmark: _Toc45193451][bookmark: _Toc47593083][bookmark: _Toc51835170][bookmark: _Toc68062390]5.2.6.x.1	General
Service description: This service provides:
-	Request authorization of NF Service Consumer requests.
-	NF Service Consumer request to create and update time synchronization configuration, and to activate and deactivate the time synchronization service as described in TS 23.501 [2], clause 5.27.1.8.
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Service operation name: Nnef_ TimeSynchronization_Create
Description: Authorize the request, create a time synchronization configuration and activate the time synchronization service with the configuration.
Inputs, Required: Reference to time synchronization capability set, user plane node ID, mandatory service parameters as described in Table 4.15.6.11-2.
Inputs, Optional: Optional service parameters as described in Table 4.15.6.11-2.
Outputs, Required: Operation execution result indication, in successful operation the time synchronization configuration id.
Outputs, Optional: None.
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Service operation name: Nnef_ TimeSynchronization_Update
Description: Authorize the request and forward the request to update the time synchronization configuration.
Inputs, Required: time synchronization configuration id.
Inputs, Optional: Same service parameters as in Nnef_TimeSynchronization _Create Input.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
[bookmark: _Toc20204545][bookmark: _Toc27895244][bookmark: _Toc36192341][bookmark: _Toc45193454][bookmark: _Toc47593086][bookmark: _Toc51835173][bookmark: _Toc68062393]5.2.6.x.4	Nnef_ TimeSynchronization_Delete operation
Service operation name: Nnef_TimeSynchronization_Delete
Description: Authorize the request, delete the time synchronization configuration, deactivate the corresponding time synchronization service.
Inputs, Required: time synchronization configuration id.
Inputs, Optional: None.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
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Service operation name: Nnef_TimeSynchronization_Subscribe
Description: Get the current configuration of the time synchronization service.
Inputs, Required: time synchronization configuration id, notification target address and notification correlation id.
Inputs, Optional: Report Type (can be either one-time reporting, periodic reporting or event based reporting).
Outputs, Required: Operation execution result indication
Outputs, Optional: None.

5.2.6.X.6	Nnef_TimeSynchronization_Unsubscribe operation
Service operation name: Nnef_TimeSynchronization_Unsubscribe
Description: The AF unsubscribes to receive notification about time sycnhronization for a UE or a DNN/S-NSSAI combination.
Inputs, Required: time synchronization configuration id, notification target address and notification correlation id.
Inputs, Optional: Report Type (can be either One-time report, Continuous report, or on Change)
Outputs, Required: Operation execution result indication
Outputs, Optional: None.

[bookmark: _Toc20204547][bookmark: _Toc27895246][bookmark: _Toc36192343][bookmark: _Toc45193456][bookmark: _Toc47593088][bookmark: _Toc51835175][bookmark: _Toc68062395]5.2.6.x.7	Nnef_ TimeSynchronization_Notify operation
Service operation name: Nnef_ TimeSynchronization_Notify
Description: Forward the notification for the time synchronization configuration
Known NF Service Consumers: AF.
Inputs, Required: Notification Correlation ID
Inputs, Optional: Current state of the time synchronization configuration
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

---Next Change---

5.2.6.Y	Nnef_ReferenceTime service
5.2.6.Y.1	General
Service description: This service provides:
-	Request authorization of NF Service Consumer requests.
-	NF Service Consumer request to activate, update, get or delete the 5G reference time distribution as described in TS 23.501 [2], clause 5.27.1.8.
5.2.6.Y.2	Nnef_ ReferenceTime_Create operation
Service operation name: Nnef_ ReferenceTime_Create
Description: Authorize the request, activate the 5G reference time distibution.
Inputs, Required: List of UE identities.
Inputs, Optional: DNN, S-NSSAI, requested accuracy
Outputs, Required: Operation execution result indication
Outputs, Optional: None.
5.2.6.Y.3	Nnef_ ReferenceTime_Update operation
Service operation name: Nnef_ ReferenceTime_Update
Description: Authorize the request and update the reference time distribution parameters (e.g. requested accuracy).
Inputs, Required: List of UE identities, reference time distribution parameters (e.g. requested accuracy).
Inputs, Optional: DNN, S-NSSAI 
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.

5.2.6.Y.4	Nnef_ ReferenceTime_Delete operation
Service operation name: Nnef_ ReferenceTime_Delete
Description: Authorize the request and deactivate the reference time distribution
Inputs, Required: List of UE identities
Inputs, Optional: DNN, S-NSSAI
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.
5.2.6.Y.5	Nnef_ ReferenceTime_Get operation
Service operation name: Nnef_ ReferenceTime_Get
Description: Authorize the request and query the status of the reference time distribution
Inputs, Required: List of UE identities
Inputs, Optional: DNN, S-NSSAI
Outputs, Required: Operation execution result indication.
Outputs, Optional: Status of the reference time distribution (active, optionally with requested accuracy or inactive).

---Next Change---
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The operations defined for Nudr_DM service use following set of parameters defined in this clause:
-	Data Set Identifier: uniquely identifies the requested set of data within the UDR (see clause 4.2.5).
-	Data Subset Identifier: it uniquely identifies the data subset within each Data Set Identifier. As specified in the procedures in clause 4, e.g. subscription data can consist of subsets particularised for specific procedures like mobility, session, etc.
-	Data Keys defined in Table 5.2.12.2.1-1
For Nudr_DM_Subscribe and Nudr_DM_Notify operations:
-	The Target of Event Reporting is made up of a Data Key and possibly a Data Sub Key both defined in Table 5.2.12.2.1-1. When a Data Sub Key is defined in the table but not present in the Nudr_DM_Subscribe this means that all values of the Data Sub Key are targeted.
-	The Data Set Identifier plus (if present) the (set of) Data Subset Identifier(s) corresponds to a (set of) Event ID(s) as defined in clause 4.15.1
An NF Service Consumer may include an indicator when it invokes Nudr_DM Query/Create/Update service operation to subscribe the changes of the data, to avoid a separate Nudr_DM_Subscribe service operation.
Depending on the use case, it is possible to use a Data Key and/or one or multiple Data sub keys to further identify the corresponding data, as defined in Table 5.2.12.2.1-1 below.
Table 5.2.12.2.1-1: Data keys
	Data Set
	Data Subset
	Data Key
	Data Sub Key

	
	Access and Mobility Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	SMF Selection Subscription data 
	SUPI
	Serving PLMN ID and optionally NID

	
	UE context in SMF data
	SUPI
	PDU Session ID or DNN

	Subscription Data (see clause 5.2.3.3.1)
	SMS Management Subscription data 
	SUPI
	Serving PLMN ID and optionally NID

	
	SMS Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Session Management Subscription data
	SUPI
	S-NSSAI

	
	
	
	DNN

	
	
	
	Serving PLMN ID and optionally NID

	
	Slice Selection Subscription data
	SUPI
	Serving PLMN ID and optionally NID

	
	Group Data
	Internal Group Identifier or
External Group Identifier
	-

	
	Identifier translation
	GPSI
	

	
	
	SUPI
	Application Port ID

	
	Intersystem continuity Context
	SUPI
	DNN

	
	LCS privacy
	SUPI
	-

	
	LCS mobile origination
	SUPI
	-

	
	UE reachability
	SUPI
	-

	
	Group Identifier Translation
	Internal Group Identifier or
External Group Identifier
	-

	
	UE context in SMSF data
	SUPI
	-

	
	V2X Subscription data
	SUPI
	-

	
	ProSe Subscription data
	SUPI
	-

	Application data
	Packet Flow Descriptions (PFDs)
	Application Identifier
	-

	
	AF traffic influence request information
	AF transaction internal ID
	

	
	(See clause 5.6.7 and clause 6.3.7.2 in TS 23.501 [2]).
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI
	

	
	Background Data Transfer
(NOTE 3)
	Internal Group Identifier or SUPI
	

	
	Service specific information (See clause 4.15.6.7)
	S-NSSAI and DNN
or
Internal Group Identifier or SUPI
	

	
	AM policy influence request information (See clause 4.15.6.9.3)
	AF transaction internal ID
	

	
	
	S-NSSAI and DNN
and/or
Internal Group Identifier or SUPI
	

	
	Time-Sync data
(See clause 4.15.3.2.x)
	DNN and S-NSSAI
Internal Group ID
SUPI
	-

	
	Reference-time data
(See clause 4.15.x.3)
	DNN and S-NSSAI
Internal Group ID
SUPI
	

	Policy Data
	UE context policy control data
(See clause 6.2.1.3 in TS 23.503 [20])
	SUPI
	

	
	PDU Session policy control data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 in TS 23.503 [20])
	
	DNN

	
	Policy Set Entry data
(See clause 6.2.1.3 in TS 23.503 [20])
	SUPI (for the UDR in HPLMN)
	

	
	
	PLMN ID (for the UDR in VPLMN)
	

	
	Remaining allowed Usage data
	SUPI
	S-NSSAI

	
	(See clause 6.2.1.3 in TS 23.503 [20])
	
	DNN

	
	Sponsored data connectivity profiles (See clause 6.2.1.6 in TS 23.503 [20])
	Sponsor Identity
	

	
	Background Data Transfer data
(See clause 6.2.1.6 in TS 23.503 [20])
	Background Data Transfer Reference ID. (NOTE 2)
	

	
	
	None. (NOTE 1)
	

	Exposure Data
	Access and Mobility Information
	SUPI or GPSI
	PDU Session ID or 

	(see clause 5.2.12.1)
	Session Management information
	SUPI or GPSI
	UE IP address or DNN

	NOTE 1:	Retrieval of the stored Background Data Transfer References for all ASP identifiers in the UDR requires Data Subset but no Data Key or Data Subkey(s).
NOTE 2:	Update of a Background Data Transfer Reference in the UDR requires a Data key to refer to a Background Data Transfer Reference as input data.
NOTE 3:	The Background Data Transfer includes the Background Data Reference ID and the ASP id that requests to apply the Background Data Reference ID to the UE(s). Furthermore, the Background Data Transfer includes the relevant information received from the AF as defined in clause 6.1.2.4, TS 23.503 [20].



The content of the UDR storage for (Data Set Id= Application Data, Data Subset Id = AF TrafficInfluence request information) is specified in TS 23.501 [2], clause 5.6.7, Table 5.6.7-1. This information is written by the NEF and read by the PCF(s). PCF(s) may also subscribe to changes onto this information.


---End of Changes---
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