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Abstract: This pCR proposed clarification for how a UE with multiple access should use the eEDGE feature.
1
Introduction
Today it is common that the UE in addition to 3GPP access also supports for example Wi-Fi that is not connected to 5GS via N3IWF. This allows all traffic not targeting the operator services to be offloaded via Wi-Fi connection whenever available. These types of UE’s usually route the traffic according to local policy/user preference for best performance and user experience. 

IMS is usually supported in the UE in a special way with special routing, IP stack configuration etc. so that IMS related applications is not possible to deploy as a standalone application working on any IP stack. 
To allow edge applications to be supported on smart phones without first be dependent on for example modifications in the operating system it is important to specify a solution that only require changes in the modem of the UE and in the application layer. 
When 3GPP access and direct WLAN access (not connected to 5GS via N3IWF) is supported then its common that the operating systems allows configuration of static IP routing, which allows overriding the usage of the default gateway for specific IP traffic. This may also be supported in the application layer without any modifications in the OS/IP Stack.
IP traffic targeting the EASDF or the EAS needs to be routed over the 3GPP access regardless of if there is a prioritized WLAN access enabled in the UE or not. If the operator uses NAT or CGNAT (Carrier-grade NAT) between the UE and the EASDF or EAS Server, then the UE needs information on these IP addresses to allow explicit routing of these IP packages regardless of the default routing rules in the UE.

An application in the UE may know what IP traffic that is for an EAS, for example, an application that implements the EDGE-1 and EDGE-4 interface as defined in 23.558 (in SA6). To allow appropriate routing when both WLAN and 3GPP access is supported in the UE then the application in the UE could for example configure static IP routing so all IP traffic for the EASDF, EAS and SA6 specific interfaces is always routed to the 3GPP access while all remaining IP traffic may, if available, continues to use the WLAN access. 
To allow the above we need to support that the application in the UE can distinguish between edge services and other traffic. This is the same as the question Q1.1 that was sent on the reflector before the meeting: “whether SMF shall be able to inform UE that the DNS configuration provided by the 5GC is for edge services?”

It is proposed to capture this and an Editor’s Note in the appendix C.

2
Proposal

It is proposed to add this new clause to Annex C (all new).

* * * Start of change (all new) * * * 

C.x
Considerations for UE’s with WLAN access not connected to 5GS
For UE’s that support additional connectivity, for example Wi-Fi, which is not connected to 5GS via N3IWF then additional considerations may be needed. These types of UE’s may route the traffic according to local policy/user preference for best performance and user experience. 
When both 3GPP access and WLAN access not connected to 5GS are supported in the UE, then the operating system in the UE may allow configuration of static IP routing, which allows overriding the usage of the default gateway for specific IP traffic. 
IP traffic from the UE targeting the DNS for EAS (re-)discovery, EASDF or the EAS needs to use 3GPP access regardless if there is a prioritized WLAN access enabled in the UE or not. If the operator uses NAT or CGNAT (Carrier-grade NAT) between the UE and the DNS Server, EASDF or EAS Server, then the UE needs information on these IP addresses to allow explicit routing of these IP packages regardless of the default routing rules in the UE. Usually it is possible to configure static IP routing from the application layer without any additional support by the OS or IP stack.
An edge application in the UE that utilizes an EAS may use a specific DNS server (EASDF) for EAS (re-)discovery and configure static IP routing for this DNS Server or EASDF and the resolved IP address of the EAS server. This allows all other DNS traffic or application traffic to be unaffected. In addition, if rediscovery of the EAS server is trigged as defined in 6.2.3.3 and the trigger is available in the application layer, then the UE application may discover new EAS directly without waiting for TCP Time-Out, DNS cache TTL to expire etc. which otherwise would add unnecessary delay in the low latency edge service.
Editor’s Note:
It is FFS how the UE becomes aware of which IP address that explicitly needs to be used as DNS for edge services to allow explicit routing of edge related traffic.
* * * End of change * * * 
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