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1ST CHANGE
4.16.5.1
SMF initiated SM Policy Association Modification

The SMF may initiate the SM Policy Association Modification procedure if a Policy Control Request Trigger is met.
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Figure 4.16.5.1-1: SMF initiated SM Policy Association Modification

For local breakout roaming, the interaction with HPLMN (e.g. step 2) is not used. In local breakout roaming, the V-PCF interacts with the UDR of the VPLMN.

1.
When a Policy Control Request Trigger condition is met the SMF requests to update (Npcf_SMPolicyControl_Update) the SM Policy Association and provides information on the conditions that have been met as specified in clause 5.2.5.4.5.


If the SMF is notified by NRF that the stored PCF instance is not reachable, it should query the NRF for PCF instances within the PCF set and select another instance (see clause 6.3.1.0 of TS 23.501 [2]).


The QoS constraints from the VPLMN are provided by the H-SMF to the H-PCF in the home routed roaming scenario as defined in clause 4.3.2.2.2.

2.
When an AF has subscribed to an event that is met due to the report from the SMF, the PCF reports the event to the AF by invoking the Npcf_PolicyAuthorization_Notify service operation.


When integration with TSN applies (see clause 5.28 in TS 23.501 [2]), the AF may provide a Port Management Information Container, MAC address reported for the PDU Session and related port number in response. If the SMF has reported that a manageable DS-TT port has been detected and no AF session exists for this PDU session yet, then the PCF informs a pre-configured TSN AF using the Npcf_PolicyAuthorization_Notify service operation of 5GS Bridge ID, the port number of the DS-TT port, and MAC address of the DS-TT Ethernet port or IP address for the PDU Session.


When the TSN AF receives the Npcf_PolicyAuthorization_Notify message over the pre-configured AF session, the TSN AF shall use the Npcf_PolicyAuthorization service described in clause 5.2.5.3 to request creation of a new AF session specific to the received MAC address of the DS-TT Ethernet port or IP address of the PDU Session. The TSN AF shall then use the Npcf_PolicyAuthorization service to subscribe for notifications for port and bridge management related events over the newly established AF session.


If the SMF has reported UE-DS-TT Residence Time or PMIC with port number or BMIC, then the PCF also provides these information elements to the TSN AF or stores them.


When integration with TSN applies (see clause 5.28 of TS 23.501 [2]), the TSN AF calculates the bridge delay for each port pair, i.e. composed of (DS-TT Ethernet port, NW-TT Ethernet port), using the UE-DS-TT Residence Time for all NW-TT Ethernet ports serving 5GS bridge indicated by the 5GS Bridge ID.

3.
If the PCF determines a change to policy counter status reporting is required, it may alter the subscribed list of policy counters using the Initial, Intermediate or Final Spending Limit Report Retrieval procedures as defined in clause 4.16.8.

4.
The PCF makes a policy decision as described in TS 23.503 [20]. The PCF may determine that updated or new policy information needs to be sent to the SMF.


If the SMF reported accumulated usage for the PDU session in step 1 the PCF deducts the value from the remaining allowed usage for the subscriber, DNN, and S-NSSAI in the UDR by invoking Nudr_DM_Update (SUPI, DNN, S-NSSAI, Policy Data, Remaining allowed Usage data, updated data) service operation.


If the SMF reported accumulated usage for a MK(s) in step 1 the PCF deducts the value from the remaining allowed usage for the MK in the UDR by invoking Nudr_DM_Update (SUPI, DNN, S-NSSAI, Policy Data, Remaining allowed Usage data, updated data (including MK(s))) service operation.


When new PCF instance is selected in step 1, the new PCF should invoke Nbsf_Management_Update service operation to update the binding information in BSF.


In the non-roaming case, the PCF may subscribe to Analytics from NWDAF as defined in TS 23.503 [20], clause 6.1.1.3.


In the home-routed roaming scenario, the H-PCF ensures that the QoS constraints provided by the VPLMN are taken into account as described in TS 23.503 [20].

5.
The PCF answers with a Npcf_SMPolicyControl_Update response with updated policy information about the PDU Session determined in step 4.

2nd CHANGE
F.1
5GS Bridge information reporting
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Figure F.1-1: 5GS Bridge information reporting

Identities of 5GS Bridge and UPF/NW-TT ports are pre-configured on the UPF based on deployment. The SMF requests the UPF/NW-TT to measure and report the clock drift between the TSN GM time and 5GS GM time for one or more TSN working domains.

1.
PDU Session Establishment as defined clause 4.3.2.2.1-1 is used to establish a PDU Session serving for TSC.


During this procedure, the SMF selects a UPF, which supports functions as defined in clause 5.28.1 of TS 23.501 [2], for the PDU Session.


During this procedure, the SMF receives the UE-DS-TT residence time, DS-TT MAC address for this PDU Session and port management capabilities from the DS-TT/UE in PDU Session Establishment request, and receives the allocated port number for DS-TT Ethernet port and Bridge ID in N4 Session Establishment Response message. The UPF allocates the port number for DS-TT, Bridge ID after receiving N4 Session Establishment Request message.

2.
The SMF sends the information received in step 1 to the TSN AF via PCF to establish/modify the 5GS Bridge. The Npcf_PolicyAuthorization_Notify message in step 2b is delivered via the pre-configured AF session as described in clause 4.16.5.1. The TSN AF stores the binding relationship between 5GS Bridge ID, MAC address of the DS-TT Ethernet port and also updates 5GS bridge delay as defined in clause 5.27.5 of TS 23.501 [2] for future configuration. The TSN AF requests creation of a new AF session associated with the MAC address of the DS-TT Ethernet port using the Npcf_PolicyAuthorization_Create operation (step 2c) and subscribes for TSN events over the newly created AF session using the Npcf_PolicyAuthorization_Subscribe operation (step 2d).


Using the 5GS Bridge ID received in step 2b the TSN AF subscribes with the NW-TT for receiving bridge management information changes for the 5GS bridge indicated by the 5GS Bridge ID as described in clause 5.28.3.1 of TS 23.501 [2].


After receiving a Bridge Management Information Container (BMIC) containing the NW-TT port numbers, the TSN AF subscribes with the NW-TT for receiving NW-TT port management information changes for the NW-TT port indicated by each of the NW-TT port numbers as described in clause 5.28.3.1 of TS 23.501 [2].


The TSN AF can use any PDU Session to subscribe with the NW-TT for bridge or port management information notifications. Similarly, the UPF can use any PDU Session to send bridge or port management information notifications.

3.
If supported according to the port management capabilities received from DS-TT, TSN AF retrieves txPropagationDelay and Traffic Class table from DS-TT. TSN AF also retrieves txPropagationDelay and Traffic Class table from NW-TT.

4.
If DS-TT supports neighbor discovery according to the port management capabilities received from DS-TT, then TSN AF:

-
provides DS-TT port neighbor discovery configuration to DS-TT to configure and activate the LLDP agent in DS-TT;

-
subscribes to receive Neighbor discovery information for each discovered neighbor of DS-TT (see Table 5.28.3.1-1 in TS 23.501 [2].


If DS-TT does not support neighbor discovery, then TSN AF:

-
provides DS-TT port neighbor discovery configuration to NW-TT to configure and activate the LLDP agent in NW-TT to perform neighbor discovery on behalf of DS-TT;

-
subscribes to receive Neighbor discovery information for each discovered neighbor of DS-TT from NW-TT (see Table 5.28.3.1-1 in TS 23.501 [2].


TSN AF:

-
writes NW-TT port neighbor discovery configuration to NW-TT to configure and activate the LLDP agent in NW-TT;

-
subscribes to receive Neighbor discovery information for each discovered neighbor of NW-TT (see Table 5.28.3.1-1 in TS 23.501 [2]).

5.
TSN AF receives notifications from DS-TT (If DS-TT supports neighbour discovery) and NW-TT on discovered neighbors of DS-TT and NW-TT.

6.
The TSN AF constructs the above received information as 5GS Bridge information and sends them to the CNC to register a new TSN Bridge or update an existing TSN Bridge.

3rd
 CHANGE
F.3
BMCA procedure (informative)
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Figure F.3-1: BMCA procedure

1.
PDU Session Establishment is performed as shown in F.1-1 step 1 and 2 for an Ethernet or IP type PDU Session to carry the BMIC.

2.
The TSN AF or PCF may subscribe to notifications for the PTP port state changes from UPF/NW-TT.

3.
The UPF/NW-TT receives the Announce message via User -plane from DS-TT connectivity established using PDU session, or via NW-TT port over N6.


As Announce message is a periodic message, after step 3, the UPF/NW-TT will receive Announce messages regularly.

4.
The NW-TT runs the BMCA algorithm in order to determine the PTP port state for the DS-TT port(s) and NW-TT port(s).


BMCA will be triggered after receiving the Announce message.

5.
If the BMCA procedure in NW-TT determines to use Announce message from the external grandmaster PTP instance, the UPF/NW-TT regenerates the Announce message based on the received Announce message for the Master PTP ports on the NW-TT and DS-TT(s) port for this PTP domain. The NW-TT/UPF forwards the regenerated Announce messages to the PDU session(s) related to the Master PTP ports on the DS-TT(s).

6.
If the TSN AF or PCF has subscribed for notifications for the PTP port state changes, the UPF/NW-TT reports any changes to the PTP port states to the TSN AF or PCF via BMIC.

7.
Based on the notification for the PTP port state changes, the TSN AF or PCF may request to modify the QoS Flow carrying the (g)PTP messages over user plane in order to be compliant with the IEEE Std 802.1AS [75] delay recommendation for carrying gPTP messages as in TS 23.501 [2], clause 5.27.1.6.
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