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1. Introduction

Requirements
From TR 23,757 key issue 4 conclusions:
-	Depending on the architecture configuration option used as per annex A.3, the AF may provide the media description e.g. using SDP information that includes IP filter information, Media/application bandwidth requirements, codec info, support for FEC or not etc.  to the NEF (using N33 in configuration 1 or 2) or MBSF (using xMB in configuration 3). The AF may alternatively provide information required to setup an MBS session with required QoS requirements to the NEF (using N33) only for the case of the architecture option with configuration 1.
-	The MB-SMF obtains QoS information and configures the MB-UPF accordingly.
-	If dynamic PCC is used, the MB-SMF obtains QoS information for MBS session in policy rules provided by the PCF, for MBS session QoS determination. The QoS information includes QoS parameters for 5GC Shared MBS traffic delivery method.
-	The MB-SMF may obtain MBS QoS information from the AF via the NEF/MBSF and PCF.

The agreed architecture in TS 23.247 also shows reference points between MBSF and PCF, and between NEF and PCF



Figure 5.1-2: 5G MBS system architecture in reference point representation

Discussion on Options to convey inputs for policy decisions to PCF
The PCF will require information about the MBS session as provided by the AF to NEF/MBSF for policy decisions related to the MBS session.

Potential ways to convey such information about MBS session from NEF/MBSF to PCF:
A. Similar to current PCC procedures using N5 interface and NpcfPolicyAuthorization service:
Via direct interface from NEF/MBSF to PCF and service offered by PCF.
B. Request to MB-SMF and forwarding from MB-SMF to PCF

A has the advantage that it will also work for updates that do not require any signalling between NEF/MBSF and PCF, and that it can offer more synergies for existing implementations. Also, the MB-SMF is not burdened with information it does not require.

Proposal 1: Use Option A: Apply a direct interface from NEF/MBSF to PCF and service offered by PCF to convey information about MBS session from NEF/MBSF to PCF

A can be combined with usage of predefined data about multicast session in the UDR or UDM for policy control, again similar to existing PCC procedures.

Proposal 2: PCF can retrieve input for policy decisions from database containing information about MBS session


Reuse of existing PCC Service?
From TS 23.502:

[bookmark: _Toc20204480][bookmark: _Toc27895179][bookmark: _Toc36192276][bookmark: _Toc45193389][bookmark: _Toc47593021][bookmark: _Toc51835108][bookmark: _Toc68017341]5.2.5.3	Npcf_PolicyAuthorization Service
[bookmark: _Toc20204481][bookmark: _Toc27895180][bookmark: _Toc36192277][bookmark: _Toc45193390][bookmark: _Toc47593022][bookmark: _Toc51835109][bookmark: _Toc68017342]5.2.5.3.1	General
Service description: This service is to authorise an AF request and to create policies as requested by the authorized AF for the PDU Session to which the AF session is bound. Additionally this service allows an AF to exchange Ethernet port management information with DS-TT and NW-TT. This service allows the NF consumer to subscribe/unsubscribe the notification of events, which are defined in clause 6.1.3.18 of TS 23.503 [20].
[bookmark: _Toc20204482][bookmark: _Toc27895181][bookmark: _Toc36192278][bookmark: _Toc45193391][bookmark: _Toc47593023][bookmark: _Toc51835110][bookmark: _Toc68017343]5.2.5.3.2	Npcf_PolicyAuthorization_Create service operation
Service operation name: Npcf_PolicyAuthorization_Create
Description: Authorize the request, and optionally determines and installs SM Policy Control Data according to the information provided by the NF Consumer or provides Ethernet Port Management Information Container for Ethernet ports on DS-TT or NW-TT.
Inputs, Required: UE (IP or MAC) address, identification of the application session context.
Inputs, Optional: UE identity if available, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, Application service provider, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.2.23 of TS 23.503 [20], QoS parameter(s) to be measured, Reporting frequency, Target of reporting as described in clause 6.1.3.21 of TS 23.503 [20], Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order).
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in TS 23.503 [20] clause 6.1.3.16, clause 6.1.3.10).
Outputs, Optional: The service information that can be accepted by the PCF.
[bookmark: _Toc20204483][bookmark: _Toc27895182][bookmark: _Toc36192279][bookmark: _Toc45193392][bookmark: _Toc47593024][bookmark: _Toc51835111][bookmark: _Toc68017344]5.2.5.3.3	Npcf_PolicyAuthorization_Update service operation
Service operation name: Npcf_PolicyAuthorization_Update
Description: Provides updated information to the PCF.
Inputs, Required: Identification of the application session context.
Inputs, Optional: Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, Application service provider, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.2.23 of TS 23.503 [20], QoS parameter(s) to be measured, Reporting frequency, Target of reporting as described in clause 6.1.3.21 of TS 23.503 [20].
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in TS 23.503 [20] clause 6.1.3.16).
Outputs, Optional: The service information that can be accepted by the PCF.
Provides updated application level information and communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.
[bookmark: _Toc20204484][bookmark: _Toc27895183][bookmark: _Toc36192280][bookmark: _Toc45193393][bookmark: _Toc47593025][bookmark: _Toc51835112][bookmark: _Toc68017345]5.2.5.3.4	Npcf_PolicyAuthorization_Delete service operation
Service operation name: Npcf_PolicyAuthorization_Delete
Description: Provides means for the NF Consumer to delete the context of application level session information.
Inputs, Required: Identification of the application session context.
Inputs, Optional: None.
Outputs, Required: None.
Outputs, Optional: None.
[bookmark: _Toc20204485][bookmark: _Toc27895184][bookmark: _Toc36192281][bookmark: _Toc45193394][bookmark: _Toc47593026][bookmark: _Toc51835113][bookmark: _Toc68017346]5.2.5.3.5	Npcf_PolicyAuthorization_Notify service operation
Service operation name: Npcf_PolicyAuthorization_Notify
Description: provided by the PCF to notify NF consumers of the subscribed events.
Inputs, Required: Event ID.
The events that can be subscribed are defined in clause 6.1.3.18 of TS 23.503 [20].
Inputs, Optional: Event information (defined on a per Event ID basis) are defined in clause 6.1.3.18 of TS 23.503 [20], Notification Correlation Information (information to identify the application session).
Notification Correlation Information is mandatory except in the case of the Manageable Ethernet Port detected event if no AF session exists between the PCF and the AF.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Port Management Information Container, MAC address and related port number, information of the detected bridge, information of the detected port(s) in a bridge.
[bookmark: _Toc20204486][bookmark: _Toc27895185][bookmark: _Toc36192282][bookmark: _Toc45193395][bookmark: _Toc47593027][bookmark: _Toc51835114][bookmark: _Toc68017347]5.2.5.3.6	Npcf_PolicyAuthorization_Subscribe service operation
Service operation name: Npcf_PolicyAuthorization_Subscribe
Description: provided by the PCF for NF consumers to explicitly subscribe the notification of events.
Inputs, Required: (Set of) Event ID(s) as specified in Npcf_PolicyAuthorization_Notify service operation, target of PCF event reporting (defined below), NF ID, Event Reporting Information defined in Table 4.15.1-1 (only the Event Reporting mode and the immediate reporting flag when applicable), Notification Target Address (+ Notification Correlation ID).
The target of PCF event reporting the subscription for an individual AF session: An UE IP address (IPv4 address or IPv6 prefix) optionally together with a (DNN, S-NSSAI) or with a UE ID (SUPI or GPSI).
Inputs, Optional: Event Filter, Subscription Correlation ID (in the case of modification of the event subscription).
Outputs, Required: When the subscription is accepted: Subscription Correlation ID.
Outputs, Optional: None.
[bookmark: _Toc20204487][bookmark: _Toc27895186][bookmark: _Toc36192283][bookmark: _Toc45193396][bookmark: _Toc47593028][bookmark: _Toc51835115][bookmark: _Toc68017348]5.2.5.3.7	Npcf_PolicyAuthorization_Unsubscribe service operation
Service operation name: Npcf_PolicyAuthorization_Unsubscribe
Description: Enable NF consumers to explicitly unsubscribe the notification of PCF events related to Npcf_PolicyAuthorization_Subscribe operation.
Inputs, Required: Subscription Correlation.
Inputs, Optional: None.
Outputs, Required: Success or Failure.
Outputs, Optional: None.


[bookmark: _Hlk68634718]While the yellow highlighted parts of the NpcfPolicyAuthorization service could be reused, other parameters seem not suitable. Most importantly, the service relates to a PDU session and has corresponding mandatory input parameters-

[bookmark: _Hlk68634793]Proposal 3: Define new NpcfMbsPolicyAuthorization service with as much similarity as possible to existing NpcfPolicyAuthorization service



2. Text Proposal
It is proposed to agree the following changes for TR 23.757.


[bookmark: _Toc66391758][bookmark: _Toc66709159]7.1.1	Configuration for MBS
[bookmark: _Toc70079053][bookmark: _Toc70929998]7.1.1.1	Initial MBS session configuration
The configuration steps for MBS Session are used by the AF to start the MBS Session towards 5GC and consist of TMGI allocation and MBS session start procedures, and they apply to both multicast and broadcast communications unless otherwise stated. MBS session establishment/activation procedure may follow the MBS session configuration procedure per its service type (multicast or broadcast service) to reserve resources towards NG-RAN.



Figure 7.1.1.1-1: Configuration for MBS Session
Editor´s note:	MBSTF could optionally be in the user plane and the call flow should be updated to also cover that possibility.
Editor's note:	The services and messages used in this procedure are FFS.
Steps 1 to 5 are optional and only applicable if TMGI is used as MBS Session ID and required to be pre-allocated.
1.	AF sends Allocate TMGI Request () message to NEF/MBSF to request allocation of a TMGI to identify a new MBS session.
NOTE 1:	Depending on the configuration, MB-SMF may receive requests from AF directly, or via NEF, or via MBSF, or via NEF and MBSF.
2. AF checks authorization of AF.
3.	NEF/MBSF discovers and selects an MB-SMF using NRF or based on local configuration.
4. NEF/MBSF, and then sends an Allocate TMGI Request () message to the MB-SMF.	
45.	MB-SMF allocates a TMGI and returns the TMGI to the NEF/MBSF.
56.	The NEF or MBSF responds to the AF by sending an Allocate TMGI Response (TMGI) message.
67.	The AF may perform a Service Announcement towards UEs. The AF informs UEs about MBS Session information with MBS Session ID, e.g., TMGI, source specific multicast address, and possibly other information e.g., MBS service area, session description information, etc.
The MBS service area information can be Cell ID list, TAI list, geographical area information or civic address information. Amongst them, Cell ID list and TAI list shall only be used by AFs who reside in trust domain, and when the AFs are aware of such information.
	The UE needs to be aware if the service is broadcast or multicast to decide if JOIN is to be performed.
Editor's note:	How to do service announcements requires SA WG4 /WG6 coordination.
78.	AF of content provider may provide contents description for an MBS session (possibly providing information for a previously allocated TMGI; e.g. service type of either multicast service or broadcast service) to NEF. If step 1-4 has not been executed before, the AF may provide a source specific multicast address or it may request that the network allocates an identifier for the MBS session (i.e., TMGI) and its service type of either multicast service or broadcast service. MBS information may further include media description, QoS requirements, UE authorization information (e.g. a GPSI or an External Group Id or a list of UE IDs to identify UEs authorized to join the multicast service), MBS service area (see step 6 for detail) identifying the service scope. start and end time of MBS.
If geographical area information or civic address information was provided by the AF as MBS service area, NEF/MBSF translates the MBS service area to Cell ID list or TAI list.
Editor's note:	What other information is to be sent by AF is FFS.
NEF/MBSF checks authorization of content provider.
9.	[Optional] NEF/MBSF may select MB-PCF and provide service description of multicast session to MB-PCF. The MB-PCF may reply indicating whether service information is acceptable.
10.	[Conditional on step 8] The MB-PCF registers at the BSF that it handles the multicast session. It provides an identifier that the policy association is for multicast and the multicast group ID, its own PCF ID and optionally its PCF set ID.
811.	NEF/MBSF discovers MB-SMF candidates and selects MB-SMF as ingress control node, possibly based on location area.
912.	NEF/MBSF requests MB-SMF to reserve ingress resources for a MBS distribution session and provides MBS Session ID or request allocation, and indicate its service type (either multicast service or broadcast service). It also indicates if the allocation of an ingress transport address is requested.
	The MBS service area is provided by NEF/MBSF to the MB-SMF if provided by the AF in step 7.
	If source specific IP multicast address was provided as Multicast group ID, MB-SMF allocates TMGI.
1013.	[Conditional] If not yet described in its NF profile, MB-SMF updates NF profile to at NRF with the serving MBS Session ID.
14.	[Optional] The MB-SMF uses the BSF Discovery service to discover the MB-PCF serving the multicast group. It indicates that it searches a PCF handling a multicast session and provides the multicast group ID.
15.	[Conditional on step 14] The BSF provides the stored PCF ID and optional PCF set ID for the multicast group ID.
1116.	[Optional] The MB-SMF sends SM MBS Policy Association Request to MB-PCF with the MBS Session ID, AF Identifier, and the QoS requirements.
12.	[Optional] The MB-PCF registers at the BSF that it handles the multicast session. It provides an identifier that the policy association is for multicast and the MBS Session ID, it own PCF ID and optionally its PCF set ID.
17.	[Optional] The MB-PCF may retrieve policy information about the multicast session from the UDR.
1318.	[Optional] The MB-PCF responds with SM MBS Policy Association Response with policies for the MBS Session ID.
	In addition, determines whether the request is authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF/MBSF and/or retrieved from the UDR and determines whether this QoS is allowed (according to the PCF configuration for this Application), and notifies the result to the MB-SMF. The PCF notifies the MB-SMF whether the transmission resources corresponding to the QoS request are established or not.
	If the request is not authorized, the required QoS is not allowed, or transmission resources are not established, MB-SMF responds to the NEF in step 16 21 with a Result value indicating the failure cause, and NEF further notifies AF in step 1724.
1419.	MB-SMF selects the MB-UPF and requests it to reserve user plane ingress resources. If multicast transport of the MBS data towards RAN nodes is to be used, the MB-SMF also request the MB-UPF to reserve for the outgoing data a tunnel endpoint and the related identifiers (source IP address, source specific multicast address and GTP Tunnel ID) and to forward data received at the user plane ingress resource using that tunnel endpoint.
	If ingress address is not requested, the MB-SMF configure MB-UPF to handle the multicast data distribution and request the MB-UPF to join the multicast tree towards the content provider. MB-UPF can also join the distribution tree of the content provider in the subsequent procedures e.g., session establishment procedure.
1520.	If requested, MB-UPF selects an ingress address (IP address and port) and a tunnel endpoint for the outgoing data and provides it to MB-SMF.
1621.	MB-SMF indicates the possibly allocated ingress address to the NEF/MBSF. MB-SMF may include TMGI if it is allocated in step 9. It also indicates the success or failure of reserving transmission resources.
22.	[Optional] The NEF/MBSF may decide to use an MBSFT. NEF/MBSF provides the possibly received ingress address towards the MBSFT as destination for outgoing media and may requests the MBSFT to reserve user plane ingress resources.
23.[Conditional on step 22]	If requested, MBSFT selects an ingress address (IP address and port) and provides it to NEF/MBSF.
1724.	The NEF/MBSF-C indicates the possibly allocated ingress address and other parameters (e.g. TMGI) to the AF.
1825.	Same as step 6. The AF may also perform a service announcement at this stage.
[bookmark: _Toc70079054][bookmark: _Toc70929999]7.1.1.2	Update of MBS session configuration


Figure 7.1.1.2-1: Updated Multicast group configuration via NEF
1.	AF of content provider may provide to a NEF/MBSF updated information about for a multicast group (identified by multicast group ID which may be IP multicast address). Multicast information may further include media type information (e.g., audio, video…), QoS requirements, UE authorization information, service area, and start and end time of MBS.
2.	NEF/MBSF checks authorization of content provider.
3.	NEF/MBSF establishes or updates a MBS policy Association to MB-PCF and provides updates for the multicast policy input as received from the AF..
4.	The MB-PCF replies to the NEF/MBSF and indicates whether the received policy input was accepted.
5.	The NEF/MBSF replies to the AF and indicates whether the received policy input was accepted.
6.	Based on the input received in step 5, the MB-PCF may provide updated policy rules to the MB-SMF. The MB-SMF stores and enforces those updated policies. s.
7.	The MB-SMF may provide updated configuration to the MB-UPF based on the updated policy rules.
7.1.1.23	removal of MBS session configuration
The removal of configuration steps for MBS Session are used by the AF to stop the MBS Session towards 5GC and consist of TMGI de-allocation and session stop procedures, and they apply to both multicast and broadcast communications unless otherwise stated. MBS session release/deactivation procedure may follow removal of the MBS session configuration to release the reserved resources toward NG-RAN.


Figure 7.1.1.23-1: Removal of configuration for MBS Session
Editor´s note:	MBSTF could optionally be in the user plane and the call flow should be updated and aligned with the MBS session configuration procedure.
Editor's note:	The services and messages used in this procedure are FFS.
Editor's note:	Additional interaction between AF/NEF and PCF are FFS.
1.	AF of content provider may request stop contents for the MBS session (MBS Session ID) to NEF.
2.	NEF/MBSF requests MB-SMF to release ingress resources for the MBS distribution session.
3/4.	MB-SMF requests the MB-UPF to release user plane ingress resources.
5.	[Optional] The MB-SMF sends MBS Policy Association Termination Request to PCF.
6.	[Optional] The PCF de-registers at the BSF that it handles the multicast session.
7.	[Optional] The PCF responds with MBS Policy Association Termination Response.
8.	[Conditional] If MB-SMF configured the profile with an MBS session ID when the MBS session was configured, the MB-SMF updates its NF profile at NRF to release the MBS Session ID.
9.	MB-SMF responds to the NEF/MBSF.
10.	The NEF/MBSF responds to the AF.
11/12.	[Optional] AF requests NEF/MBSF to de-allocate TMGI(s), and NEF/MBSF forwards request to MB-SMF
NOTE:	Depending on the configuration, MB-SMF may receive requests from AF directly, or via NEF, or via MBSF, or via NEF and MBSF.
13/14.	The MB-SMF responds to the NEF or MBSF and to the AF by sending a de-allocate TMGI Response message.
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