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	UE can be registered at two different AMFs belonging to two different PLMNs for 3GPP access and non-3GPP access. It is possible that UE can be served by two different AMF belonging to same PLMN in the temporary situation when it is moved from EPC while the UE has PDU Sessions associated with non-3GPP access to 5GS.
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In order to support the scenario above, it is proposed to introduce the following enhancements:
· For AAA-S triggered network slice-specific re-authentication and re-authorization procedure: the NSSAAF selects only 3GPP access AMF based on Allowed NSSAI allocated by each AMF and sends the request to the AMF.If NSSAAF receives the successful NSSAA result, it will not inform the non-3GPP acess AMF. But in case NSSAAF receives the unsuccessful NSSAA result it will inform the non-3GPP access AMF which is needed to update the allowed list by removing the S-NSSAI for which result is failed
· For AAA-S triggered revocation procedure: the NSSAAF notifies Revoke Auth event to each AMF received from UDM.
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***** First Change *****
4.2.9.3
AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure
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Figure 4.2.9.3-1: AAA Server initiated Network Slice-Specific Re-authentication and Re-authorization procedure

1.
The AAA-S requests the re-authentication and re-authorization for the Network Slice specified by the S-NSSAI in the AAA protocol Re-Auth Request message, for the UE identified by the GPSI in this message. This message is sent to a AAA-P, if the AAA-P is used (e.g. the AAA Server belongs to a third party), otherwise it is sent directly to the NSSAAF.

2.
The AAA-P, if present, relays the request to the NSSAAF.

3a-3b.
NSSAAF gets AMF ID from UDM using Nudm_UECM_Get with the GPSI in the received AAA message. If NSSAAF receives two different AMF address then it select 3GPP access AMF based on Allowed NSSAI allocated by each AMF and sends the request to the AMF.
3c.
The NSSAAF provides an acknowledgement to the AAA protocol Re-Auth Request message. If the AMF is not registered in UDM the procedure is stopped here.

4.
If the AMF is registered in UDM, the NSSAAF notifies the AMF to re-authenticate/re-authorize the S-NSSAI for the UE using Nnssaaf_NSSAA_Re-AuthNotification with the GPSI and S-NSSAI in the received AAA message. The callback URI of the notification for the AMF is derived via NRF as specified in TS 29.501 [62].
5.
If the UE is registered with the S-NSSAI in the Mapping Of Allowed NSSAI, the AMF triggers the Network Slice-Specific Authentication and Authorization procedure defined in clause 4.2.9.1. If the S-NSSAI is included in the Allowed NSSAI for 3GPP access and non-3GPP access, AMF selects an access type to perform NSSAA based on network policies. If the S-NSSAI is only included in the Allowed NSSAI of non-3GPP access and UE is CM-IDLE in non-3GPP access, the AMF marks the S-NSSAI as pending. In this case, when UE becomes CM-CONNECTED in non-3GPP access, the AMF initiates NSSAA if needed. If the S-NSSAI provided by AAA-S in step 1 is included in Allowed NSSAIs allocated by different serving AMF of the UE then NSSAAF selects 3GPP access AMF to perform NSSAA in step 4.When the NSSAAF receives the successful result of NSSAA, it does not notify the result to non-3GPP access AMF.In case of unsuccessful result, NSSAAF notifies to non-3GPP access AMF to update the allowed NSSAI by removing the S-NSSAI for which the result is failed.
      If the UE is registered but the S-NSSAI is not in the Mapping Of Allowed NSSAI, the AMF removes any status of the corresponding S-NSSAI subject to Network Slice-Specific Authentication and Authorization in the UE context it may have kept, so that an NSSAA is executed next time the UE requests to register with the S-NSSAI.
4.2.9.4
AAA Server triggered Slice-Specific Authorization Revocation
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Figure 4.2.9.4-1: AAA Server-initiated Network Slice-Specific Authorization Revocation procedure

1.
The AAA-S requests the revocation of authorization for the Network Slice specified by the S-NSSAI in the AAA protocol Revoke Auth Request message, for the UE identified by the GPSI in this message. This message is sent to AAA-P if it is used.

2.
The AAA-P, if present, relays the request to the NSSAAF.

3a-3b.
The NSSAAF gets AMF ID from UDM using Nudm_UECM_Get with the GPSI in the received AAA message.

3c.
The NSSAAF provides an acknowledgement to the AAA protocol Re-Auth Request message. If the AMF is not registered in UDM the procedure is stopped here.

4.
If the AMF is registered in UDM, the NSSAAF notifies the AMF to revoke the S-NSSAI authorization for the UE using Nnssaaf_NSSAA_RevocationNotification with the GPSI and S-NSSAI in the received AAA message. The callback URI of the notification for the AMF is derived via NRF as specified in TS 29.501 [62]. If two different AMF addresses are received in step 3a-3b and the S-NSSAI is included in each Allowed NSSAI allocated by different AMFs, the NSSAAF notifies Revoke Auth event to each AMFs.
5.
If the UE is registered with the S-NSSAI in the Mapping Of Allowed NSSAI, the AMF updates the UE configuration to revoke the S-NSSAI from the current Allowed NSSAI, for any Access Type for which Network Slice Specific Authentication and Authorization had been successfully run on this S-NSSAI. The UE Configuration Update may include a request to Register if the AMF needs to be re-allocated. The AMF provides a new Allowed NSSAI to the UE by removing the S-NSSAI for which authorization has been revoked. The AMF provides new rejected NSSAIs to the UE including the S-NSSAI for which authorization has been revoked. If no S-NSSAI is left in Allowed NSSAI for an access after the revocation, and a Default NSSAI exists that requires no Network Slice Specific Authentication or for which a Network Slice Specific Authentication did not previously fail over this access, then the AMF may provide a new Allowed NSSAI to the UE containing the Default NSSAI. If no S-NSSAI is left in Allowed NSSAI for an access after the revocation, and no Default NSSAI can be provided to the UE in the Allowed NSSAI or a previous Network Slice Specific Authentication failed for the Default NSSAI over this access, then the AMF shall execute the Network-initiated Deregistration procedure for the access as described in clause 4.2.2.3.3, and it shall include in the explicit De-Registration Request message the list of Rejected S-NSSAIs, each of them with the appropriate rejection cause value. If there are PDU session(s) established that are associated with the revoked S-NSSAI, the AMF shall initiate the PDU Session Release procedure as specified in clause 4.3.4 to release the PDU sessions with the appropriate cause value.

If the UE is registered but the S-NSSAI is not in the Mapping Of Allowed NSSAI, the AMF removes any status it may have kept of the corresponding S-NSSAI subject to Network Slice-Specific Authentication and Authorization in the UE context.

***** End of Change *****
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