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Abstract: This contribution proposes to remove the ENs in clause 6.2.3.
1. Introduction/Discussion
There are two ENs in clause 6.2.3 as following:
	Editor's note:	The following C-DNS/L-DNS description will be moved to other more generic clause in future meeting since it applies to all connectivity models.

	Editor's note:	The following Session Break Out model descriptions will be moved to other more generic clause in future.


On the first EN, this contribution proposes to move C-DNS/L-DNS description to clause 6.1 since the DNS deployment is general for the whole TS.
On the second EN, since the following description on session breakout is mainly related to EAS discovery, it's proposed to remove the EN without changing texts. Clause 4.2 has already an general description of session breakout model.
2. Text Proposal
It is proposed to capture the following changes vs. TS 23.548.
[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc66367626][bookmark: _Toc66367689][bookmark: _Toc69743746][bookmark: _Toc70656379][bookmark: _Toc69743759][bookmark: _Toc69743906]3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc66367627][bookmark: _Toc66367690][bookmark: _Toc69743747][bookmark: _Toc70656380]3.1	Terms
For the purposes of the present document, the terms given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
Central DNS resolver/server: a DNS resolver/server centrally deployed by the 5GC operator or 3rd party and is responsible for resolving the UE DNS queries into suitable Edge Application Server (EAS) IP address(es).
Edge Application Server: An Application Server resident in the Edge Hosting Environment.
Edge Hosting Environment: An environment providing support required for Edge Application Server's execution.
Local part of DN: The set of network entities of a DN that are deployed locally. The local access to the DN provides access to the local part of DN.
Local DNS resolvers/servers: a DNS resolver/server that may be locally deployed by 5GC operator or 3rd parties within the Local DN, and is responsible for resolving UE DNS queries into suitable EAS IP address(es) within the local DN. The L-DNS resolvers/servers may or may not have connectivity with C-DNS depending on the deployment.
[bookmark: _Toc66367628][bookmark: _Toc66367691][bookmark: _Toc69743748][bookmark: _Toc70656381]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].
C-DNS	Central DNS
C-NEF	Central NEF
C-PSA UPF	Central PSA UPF
EAS	Edge Application Server
EASDF	Edge Application Server Discovery Function
EHE	Edge Hosting Environment
L-DN	Local part of DN
L-DNS	Local DNS
L-NEF	Local NEF
L-PSA UPF	Local PSA UPF
* * * * Second change * * * *
6.2	EAS Discovery and Re-discovery
[bookmark: _Toc66367637][bookmark: _Toc66367700][bookmark: _Toc69743760][bookmark: _Toc69743907]6.2.1	General
Editor's note:	This clause describes general parts including e.g. privacy considerations, which DNS properties that are enabling DNS based Edge AS Discovery, recommendations/limitations for cases that OS/user overrides DNS setting.
In Edge Computing deployment, an application service may be served by multiple Edge Application Servers typically deployed in different sites. These multiple Edge Application Servers that host service may use a single IP address (anycast address) or different IP addresses. To start an Edge Application Service, the UE needs to know the IP address(es) of the Application Server(s) serving the Service. The UE may do a discovery to get the IP address(es) of a suitable Edge Application Server (e.g. the closest one), so that the traffic can be locally routed to the Edge Application Server, and service latency, traffic routing path and user service experience can be optimized.
EAS Discovery is the procedure by which a UE discovers the IP address(es) of a suitable Edge Application Server(s) using Domain Name System (DNS). EAS Re-discovery is the EAS Discovery procedure that takes place when the previously discovered Edge Application Server cannot be used or may have become non-optimal (e.g. at edge relocation).
DNS server may be deployed in different locations in the network as Central DNS (C-DNS) resolver/server or as Local DNS (L-DNS) resolver/server.
NOTE 1:	The C-DNS server and/or L-DNS resolvers/servers can use an anycast address.
NOTE 2:	The C-DNS server or L-DNS resolvers/servers can contact any other DNS servers for recursive queries, which is out of scope of this specification.
NOTE 31:	This specification describes the discovery procedure based on 5GS NFs as to ensure the UE is served by the application service closest to the UE’s point of attachment. However, this does not exclude other upper layer solution that can be adopted by operator or service provider, like the EAS Discovery procedure defined in TS 23.558 [5], or other alternatives shown in Annex A and Annex B. How those other solutions work, or whether they are able to guarantee the closest application service for the UE, is out of the scope of this specification.
In order to provide a translation of the FQDN of an EAS into the address of an EAS as topologically close as possible to the UE, the Domain Name System may use following information:
- 	The source IP address of the incoming DNS Query, and/or,
-	a EDNS Client Subnet (ECS) option (as defined in RFC 7871 [6]).
NOTE 42:	UE IP address can be subject to privacy restrictions, which means that it is not to be sent to Authoritative DNS / DNS Resolvers outside the network operator within ECS option or as Source IP address of the DNS Query. UE source IP address can be protected by using NAT mechanism.
If the UE applications want to discover/access EAS by using the mechanisms defined in this TS, the DNS queries generated by the UE shall be sent to the EASDF as DNS resolver indicated by the SMF.

* * * * Third change * * * *
[bookmark: _Toc66367642][bookmark: _Toc66367705][bookmark: _Toc69743766][bookmark: _Toc69743913]6.2.3	EAS (Re-)discovery over Session Breakout Connectivity Model
[bookmark: _Toc66367643][bookmark: _Toc66367706][bookmark: _Toc69743767][bookmark: _Toc69743914]6.2.3.1	General
This clause describes the EAS discovery and re-discovery procedures for PDU Session with Session Breakout connectivity model.
Editor's note:	The following C-DNS/L-DNS description will be moved to other more generic clause in future meeting since it applies to all connectivity models.
Central DNS (C-DNS) server is centrally deployed by MNO or 3rd party and is responsible for resolving the UE DNS queries into suitable Edge Application Server (EAS) IP address(es).
Local DNS (L-DNS) resolvers/servers may be locally deployed by MNO or 3rd parties within the Local DN, and is responsible for resolving UE DNS queries into suitable EAS IP address(es) within the local DN. The L-DNS resolvers/servers may or may not have connectivity with C-DNS depending on the deployment.
NOTE 1:	The C-DNS server and/or L-DNS resolvers/servers can use an anycast address.
NOTE 2:	The C-DNS server or L-DNS resolvers/servers can contact any other DNS servers for recursive queries, which is out of scope of this specification.
Editor's note:	The following Session Break Out model descriptions will be moved to other more generic clause in future.
The following Session breakout models are defined:
-	Dynamic Session Breakout: ULCL/BP/Local PSA (and their associated traffic filters and forwarding rules) are inserted based on DNS Response provided by the EASDF.
-	Pre-established Session Breakout: ULCL/BP/Local PSA (and their associated traffic filters and forwarding rules) are inserted without dependency on the UE sending out DNS queries or data traffic. They are typically inserted based on local configuration or per AF request.

* * * * End of changes * * * *
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