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Abstract of the contribution: This contribution provides a solution for how the UE determines the DNN and/or S-NSSAI for the associated PDU session of a Multicast session. 
1	Introduction
This contribution proposes a way forward to close the following editor’s note:
Editor's note:	Whether an explicit indication of establishing a PDU Session associated with multicast session(s) is required is FFS. For example, an S-NSSAI or DNN supporting multicast services may be used instead.
One issue with having no indication, even in the case of use of a DNN/S-NSSAI combo, is that this would require all SMFs for that DNN or S-NSSAI to support MBS, or to define S-NSSAIs specific to 5MBS which may increase configuration complexity. There may be cases where some UEs are accessing the same DNN and/or S-NSSAI needed MBS session, and some UE which may only be accessing that DNN and S-NSSAI for unicast only. 
However, even with support of an explicit MBS indication the UE needs to include a DNN and S-NSSAI in the PDU Session establishment request. It is not clear how a UE maps an MBS service or session to a specific DNN/S-NSSAI combo for the associated PDU Session. 
We propose the following approach:
· The PCF maintains policies for PDU session association with an MBS session ID, identified by an MBS Association ID.
· The PCF configures the UE with URSP rules of which DNN and/or S-NSSAI combo to use for a specific MBS Association ID. 
· During initial MBS session configuration the PCF determines the MBS Association ID to use, and this is provided to MB-SMF. The MB-SMF provides the MBS Association ID to the AF via NEF/MBSF.
· The AF provides the MBS Association ID to UE via service announcement. (The UE may also be preconfigured with the MBS Association ID).
· When the UE initiates PDU Session establishment procedure for a PDU session that may be associated with an MBS session for which the UE knows the MBS Association ID, the UE uses the corresponding DNN and/or S-NSSAI combo for that MBS Association ID as configured in URSP rules.   

2	Text proposal
It is proposed to capture the following changes in TS 23.247:
[bookmark: _Hlk67396857][bookmark: _Toc31011464][bookmark: _Toc43297622][bookmark: _Toc43733319][bookmark: _Toc43733559]>>>>BEGINNING OF CHANGES<<<<
[bookmark: _Toc70079053][bookmark: _Toc70929998]7.1.1.1	Initial MBS session configuration
The configuration steps for MBS Session are used by the AF to start the MBS Session towards 5GC and consist of TMGI allocation and MBS session start procedures, and they apply to both multicast and broadcast communications unless otherwise stated. MBS session establishment/activation procedure may follow the MBS session configuration procedure per its service type (multicast or broadcast service) to reserve resources towards NG-RAN.


Figure 7.1.1.1-1: Configuration for MBS Session
Editor´s note:	MBSTF could optionally be in the user plane and the call flow should be updated to also cover that possibility.
Editor's note:	The services and messages used in this procedure are FFS.
Steps 1 to 5 are optional and only applicable if TMGI is used as MBS Session ID and required to be pre-allocated.
1.	AF sends Allocate TMGI Request () message to NEF/MBSF to request allocation of a TMGI to identify a new MBS session.
NOTE 1:	Depending on the configuration, MB-SMF may receive requests from AF directly, or via NEF, or via MBSF, or via NEF and MBSF.
2. AF checks authorization of AF.
3.	NEF/MBSF discovers and selects an MB-SMF using NRF or based on local configuration, and then sends an Allocate TMGI Request () message to the MB-SMF.	
4.	MB-SMF allocates a TMGI and returns the TMGI to the NEF/MBSF.
5.	The NEF or MBSF responds to the AF by sending an Allocate TMGI Response (TMGI) message.
6.	The AF may perform a Service Announcement towards UEs. The AF informs UEs about MBS Session information with MBS Session ID, e.g., TMGI, source specific multicast address, and possibly other information e.g., MBS service area, session description information, etc.
The MBS service area information can be Cell ID list, TAI list, geographical area information or civic address information. Amongst them, Cell ID list and TAI list shall only be used by AFs who reside in trust domain, and when the AFs are aware of such information.
	The UE needs to be aware if the service is broadcast or multicast to decide if JOIN is to be performed.
Editor's note:	How to do service announcements requires SA WG4 /WG6 coordination.
7.	AF of content provider may provide contents for an MBS session (possibly providing information for a previously allocated TMGI; e.g. service type of either multicast service or broadcast service) to NEF. If step 1-4 has not been executed before, the AF may provide a source specific multicast address or it may request that the network allocates an identifier for the MBS session (i.e., TMGI) and its service type of either multicast service or broadcast service. MBS information may further include QoS requirements, UE authorization information (e.g. a GPSI or an External Group Id or a UE ID to identify UEs authorized to join the multicast service), MBS service area (see step 6 for detail) identifying the service scope.
If geographical area information or civic address information was provided by the AF as MBS service area, NEF/MBSF translates the MBS service area to Cell ID list or TAI list.
Editor's note:	What other information is to be sent by AF is FFS.
NEF/MBSF checks authorization of content provider.
8.	NEF/MBSF discovers MB-SMF candidates and selects MB-SMF as ingress control node, possibly based on location area.
9.	NEF/MBSF requests MB-SMF to reserve ingress resources for a MBS distribution session and provides MBS Session ID or request allocation, and indicate its service type (either multicast service or broadcast service). It also indicates if the allocation of an ingress transport address is requested.
	The MBS service area is provided by NEF/MBSF to the MB-SMF if provided by the AF in step 7.
10.	MB-SMF updates NF profile to NRF with the serving MBS Session ID.
11.	[Optional] The MB-SMF sends SM MBS Policy Association Request to MB-PCF with the MBS Session ID, AF Identifier, and the QoS requirements.
12.	[Optional] The MB-PCF registers at the BSF that it handles the multicast session. It provides an identifier that the policy association is for multicast and the MBS Session ID, it own PCF ID and optionally its PCF set ID.
13.	[Optional] The MB-PCF responds with SM MBS Policy Association Response with policies for the MBS Session ID.
	In addition, the MB-PCF determines whether the request is authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration for this Application), and notifies the result to the MB-SMF. The PCF notifies the MB-SMF whether the transmission resources corresponding to the QoS request are established or not.
For multicast, the MB-PCF also provides an MBS Association ID that identifies the required characteristics of the associated PDU Session. 
	If the request is not authorized, the required QoS is not allowed, or transmission resources are not established, MB-SMF responds to the NEF in step 16 with a Result value indicating the failure cause, and NEF further notifies AF in step 17.
14.	MB-SMF selects the MB-UPF and requests it to reserve user plane ingress resources. If multicast transport of the MBS data towards RAN nodes is to be used, the MB-SMF also request the MB-UPF to reserve for the outgoing data a tunnel endpoint and the related identifiers (source IP address, source specific multicast address and GTP Tunnel ID) and to forward data received at the user plane ingress resource using that tunnel endpoint.
	If ingress address is not requested, the MB-SMF configure MB-UPF to handle the multicast data distribution and request the MB-UPF to join the multicast tree towards the content provider. MB-UPF can also join the distribution tree of the content provider in the subsequent procedures e.g., session establishment procedure.
15.	If requested, MB-UPF selects an ingress address (IP address and port) and a tunnel endpoint for the outgoing data and provides it to MB-SMF.
16.	MB-SMF indicates the possibly allocated ingress address to the NEF/MBSF. MB-SMF may include TMGI if it is allocated in step 9 and MBS Association ID if received in step 13. It also indicates the success or failure of reserving transmission resources.
17.	The NEF/MBSF-C indicates the possibly allocated ingress address and other parameters (e.g. TMGI, MBS Association ID) to the AF.
18.	Same as step 6. The AF may also perform a service announcement at this stage.

>>>>NEXT CHANGE<<<<


[bookmark: _Toc66391763][bookmark: _Toc70079059][bookmark: _Toc70930004]7.2.1.2	Establishment of a PDU Session that can be associated with multicast session(s)
A PDU Session associated with multicast session(s) is established using the procedures as specified in TS 23.502 [6] clause 4.3.2.2 with the following differences:
-	In step 1, in the NAS Message to the AMF, the UE includes an indication of establishing a PDU Session associated with multicast session(s). The UE may be preconfigured or have received an MBS Association ID from the AF (e.g. via service announcement). The UE may also have been configured via URSP with a DNN and/or S-NSSAI to use for an MBS Association ID. In that case, the UE includes corresponding DNN and/or S-NSSAI as configured via URSP.;
	
Editor's note:	Whether an explicit indication of establishing a PDU Session associated with multicast session(s) is required is FFS. For example, an S-NSSAI or DNN supporting multicast services may be used instead.
-	In step 2, based on the indication of establishing a PDU Session associated with multicast session(s), the AMF selects an SMF capable of handling multicast sessions based on locally configured data or a corresponding SMF capability stored in the NRF. For indirect discovery, the AMF requests the SCP to select an SMF capable of handling multicast sessions.


>>>>END OF CHANGES<<<<
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