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Abstract: This discussion paper describes additional authorization functionality in support of MPS for DTS, and associated support in normative clauses in TS 23.401, TS 23.203, TS 23.501, and TS 23.503.
1. Introduction

MPS, including MPS for Data Transport Service (DTS), is supported for UEs with an MPS subscription and for UEs without an MPS subscription. In the latter case, the UE does not have an MPS subscription, in which case the MPS for DTS AF performs authorization of the Service User through means that are not in scope of 3GPP (e.g., using Service User credentials not associated with the UE). 

MPS for DTS is supported in the EPS and 5GS.
For UEs with an MPS subscription in the 3GPP network, authorization for MPS for DTS makes use of the MPS subscription stored in the HSS, UDM, or UDR. For MPS for DTS, the solution checks for the presence of any MPS subscription data. When a subscription exists, MPS for DTS is authorized and the Service User is allowed to perform the MPS for DTS invocation/revocation request. 

Rel-17 already supports the case where the AF performs authorizations. However, the AF may only have the UE IP address available so we are adding that it may query the network to get UE Identifiers (e.g., IMSI/SUPI, MISDN/GPSI). For the EPS, the AF can get UE identities from the PCRF. For the 5GS, the AF can get UE identifiers from for example the BSF. The CRs listed in clause 2 add this step to the existing normative MPS for DTS clauses. 
We are also adding that the PCF/PCRF can perform authorization using an MPS subscription in the SPR/UDR, which is based on existing 3GPP functionality. Therefore, the CRs listed in clause 2 are needed to indicate that either the AF or the PCRF can perform the request authorization. 
Based on the above, the following use cases would be added for MPS for DTS invocation/revocation request: 

1. AF authorizes the MPS for DTS request for UEs that have a subscription in the network. In this case, the AF needs UE IDs to check with the network systems that have a MPS subscription. Once the AF has authorized the invocation/revocation request it interacts with the PCF/PCRF for the MPS for DTS QoS modifications. This interaction between the AF and the PCRF/PCF is the same as the case where the AF performs authorization for a Service User that does not have an MPS subscription.

2. Allowing the PCRF/PCF to authorize an MPS subscribed UE via existing methods i.e., an MPS subscription in the SPR/UDR. This is as per existing 3GPP functionality.

Since the PCRF/PCF is used for QoS modifications in either of the above cases, for MPS for DTS we still need to indicate to the PCF/PCRF whether a request needs to be authorized or not. If the AF performed the authorization, the PCRF/PCF does not need to authorize the request again.

2. Proposals
:
	CR
	TS
	Clause
	Proposed modification

	
	23.401
	4.3.18.3a
	Clarification that either the AF or the PCRF can perform the request authorization. 
Indication that the AF may request UE IDs from the PCRF.

	
	23.203
	6.1.11.5
	More detailed explanation of the interactions between the AF and PCRF. 
Indication that the AF may request UE IDs from the PCRF.

	
	23.501
	5.16.5
	Clarification that either the AF or the PCF can perform the request authorization. 
Indication that the AF may request UE IDs from the network (e.g., from the BSF).

	
	23.503
	6.1.3.11
	More detailed explanation of the interactions between the AF and PCF.
Indication that the AF may request UE IDs from the network (e.g., from the BSF).
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