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1. Discussion
For a normal UE, the traffic routing and corresponding PDU session management is governed by the UE Route Selection Policy (URSP).  The URSP is used by the UE to determine how to route outgoing traffic, including to an existing PDU Session, or to be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session.
However, when the UE starts to use a ProSe UE-to-Network Relay to access the service, i.e. when the UE becomes a Remote UE, additional considerations apply to the PDU session management, depending on the type of relay architecture used.
1.1	Layer-2 UE-to-Network Relay and PDU Session handling 
As shown in the below quoted Figure 1, when the Remote UE access the 5GS via a Layer 2 UE-to-Network Relay, based on architecture described in solution#7 (clause 6.7)  of TR 23.752, it maintains the end-to-end bearer with the NG-RAN, and therefore from PDU session perspective (the PDU layer), it is not different from accessing the 5GS via a Uu connection directly. 


Figure 1: User Plane Stack for L2 UE-to-Network Relay UE
In this sense, the existing PDU session management logic can be maintained, since the handling of the additional PC5 hop for the end-to-end bearer is contained within the AS layer only.  
Observation 1: For Remote UE, no URSP handling logic change is needed for the use of ProSe Layer-2 UE-to-Network Relay. 
Additionally, from ProSe Layer-2 UE-to-Network Relay perspective, it does not have any visibility of the end-to-end PDU session of the Remote UE. Therefore, the URSP handling logic does not apply to the Layer-2 UE-to-Network Relay.  
Observation 2: For ProSe Layer-2 UE-to-Network Relay, URSP handling logic does not apply to the relayed end-to-end bearers. 
In order to control the PC5 connection between the Remote UE and the ProSe Layer-2 UE-to-Network Relay, the ProSe Policy should be used to control the corresponding communication parameters. This includes the Relay Discovery and the PC5 unicast link establishment. But, these are not visible at the PDU layer level, and therefore, should be handled by the AS layer. 
Observation 3: For Remote UE and the ProSe Layer-2 UE-to-Network Relay, ProSe Policy controls the PC5 link operation, including Relay Discovery, and the unicast Layer 2 link establishment and management. 
 
1.2	Layer-3 UE-to-Network Relay and PDU Session handling 

When the Remote UE make use of the Layer-3 UE-to-Network Relay to access the service, there are two possible options, as shown in the following Figure 2, and Figure 3.  



Figure 2: User plane protocol stack for Layer-3 UE-to-Network Relay



Figure 3: User plane protocol stacks for Layer-3 UE-to-Network Relay with N3IWF support
From the two figures, it is clear that when Layer-3 UE-to-Network Relay architecture is used, the PDU Layer of the Remote UE may be either terminated on the UE-to-Network Relay (Figure 2), or terminate on the UPF via N3IWF (Figure 3).  
For the former case (as shown in Figure 2), the traffic of the application is routed outside of a PDU session of the Remote UE. The PDU Session used to further forwarding the traffic belongs to the Layer-3 UE-to-Network Relay, and has no relationship with the Remote UE. In this case, the treatment of the Remote UE's traffic is similar to that of the Non-seamless WLAN Offloading (NWSO). Therefore, for the Remote UE, the URSP handling can also follow the NWSO case, i.e. to defined a new indicator in the RSD of the URSP rules for the use of such option.   
When N3IWF is supported (as shown in Figure 3), the Remote UE can also establish a PDU session with its own UPF via the N3IWF. In this option, the Remote UE's end-to-end PDU layer terminates on the UPF. Therefore, the application layer's traffic is still sent within the PDU session and should be managed by the URSP. Obviously, this would only happen when the above option is not used, i.e. when the indicator allowing traffic to be sent outside of the PDU session is not set.
Observation 4: For Remote UE, when using ProSe Layer-3 UE-to-Network Relay, the URSP rule with a new RSD indicator is used to control if a PDU session is to be established (via N3IWF) for the routing of the application traffic. 
Additionally, the current URSP rule RSD only indicates the following access types "3GPP or non-3GPP or Multi-Access". This obviously does not address the differentiation of a direct Uu connection for the Remote UE and an indirection connection via ProSe Layer-3 UE-to-Network Relay and N3IWF.
Therefore, a new access type value needs to be added so that the URSP rule could help the UE to determine whether a PDU session via the ProSe Layer-3 UE-to-Network Relay and N3IWF should be used. 
Observation 5: For Remote UE, when using ProSe Layer-3 UE-to-Network Relay, the "Access Type preference" URSP rule with a new RSD indicator is used to control if a PDU session is to be established (via N3IWF) for the routing of the application traffic. 
Similar to the Layer-2 UE-to-Network Relay case, there is no Application Layer interaction on the UE-to-Network Relay for the relayed traffic. Therefore, the URSP logic does not apply. Instead, ProSe Policy and location configurations are used by the Layer-3 UE-to-Network Relay to determine the corresponding PDU session parameters to use based on the requested Relay Service Code (and optionally additional information) from the Remote UE. 
Observation 6: ProSe Layer-3 UE-to-Network Relay does not use URSP for handling the relayed traffic, and instead ProSe Policy and local configurations are used to determine the PDU session parameters for the relayed traffic. 

1.3	Overall Remote UE traffic handling operation and specification impacts

In summary, for the Remote UE to access the service via ProSe UE-to-Network, the following procedures and logic apply:
(1) 	Applications' traffic on the Remote UE is handled by URSP rules (with consideration of local configurations), following the description of TS 23.503 clause 6.1.2.2.1 and 6.6.2.3. 
The URSP rules defined in TS 23.503 clause 6.6.2.1 has no change to the Traffic Descriptors. The RSD is however, enhanced to include:
- a new "ProSe Layer 3 UE-to-Network Relay Offload indication"
- Within the “Access Type Preference”, to add a new type of “ProSe Layer-3 UE-to-Network Relay” (besides existing “3GPP”, “non-3GPP”, and “multi-access”). 
(2) 	If an Applications matches the URSP rule, corresponding RSDs will be used to evaluate the existing PDU sessions or establish a new PDU sessions, or determine to offload outside of a PDU session. 
2.a) 	In this case, if the selected RSD is set with the "ProSe Layer 3 UE-to-Network Relay Offload indication", the Remote UE will route the traffic to the ProSe Layer-3 UE-to-Network Relay connection without establishing a PDU session, when such connection is available. When this "ProSe Layer 3 UE-to-Network Relay Offload indication" is set, no other component shall be included in this RSD. 
This can trigger the Remote UE to start UE-to-Network Relay discovery if it is not yet started. The discovery and establishment of the connection with the ProSe Layer-3 UE-to-Network Relay is controlled by the ProSe Policy (pre-)configured on the Remote UE.  
2.b)	If the matched URSP rule contains both a RSD with ''Non-Seamless Offload indication" and a RSD with "ProSe Layer 3 UE-to-Network Relay Offload indication", whether to offload the traffic to non-3GPP access or the ProSe Layer-3 UE-to-Network Relay connection depends on the priority of the RSDs, and the availability of the connections, as specified in the clause 6.6.2.3 of TS 23.503.  
2.c)	If the selected RSD does not contain the "ProSe Layer 3 UE-to-Network Relay Offload indication" or, "Non-Seamless Offload indication", the Remote UE shall use a PDU session to route the corresponding application traffic. 
	When the “Access Type Preference” is set to "ProSe Layer-3 UE-to-Network Relay", or when only ProSe Layer-3 UE-to-Network Relay connection is available, the Remote UE shall establishment a PDU session via the N3IWF based on the parameters provided in the corresponding RSD. 
	If configured in the ProSe Policy, the Remote UE may attempt the discovery of a Relay Service Code corresponds to ProSe Layer-3 UE-to-Network Relay with N3IWF support in the discovery procedure. 
(3) If the Remote UE has a ProSe Layer-2 UE-to-Network Relay connection available, it will be treated as the "3GPP" access type. The URSP handling as defined in TS 23.503 applies. The selection between the direct Uu connection and the indirect connection via a ProSe Layer-2 UE-to-Network Relay is controlled by the ProSe Policy.  

For the ProSe Layer-3 UE-to-Network Relay and ProSe Layer-2 UE-to-Network Relay, the URSP handling does not apply to the relayed traffic from the Remote UE. 
For the ProSe Layer-3 UE-to-Network Relay, the PDU session established for relaying the Remote UE's traffic is controlled by the ProSe Policy.    

2. Text Proposal
It is proposed to add the description of section 1.3 to TS 23.304.
>>>>Start Changes<<<<
[bookmark: _Toc517047936][bookmark: _Toc45003212][bookmark: _Toc61540557]6.5.x	Remote UE traffic handling for UE-to-Network Relay support 
For the Remote UE to access the service via ProSe UE-to-Network Relay, the following apply:
-	The application traffic on the Remote UE is managed by URSP rules (with consideration of local configurations), following the procedure defined in clause 6.1.2.2.1 and 6.6.2.3 of TS 23.503 [9]. The URSP rules defined in clause 6.6.2.1 of TS 23.503 [3] applies for the Remote UE, with RSD enhanced to include:
- a new "ProSe Layer 3 UE-to-Network Relay Offload indication";
- within the “Access Type Preference”, a new access type of “ProSe Layer-3 UE-to-Network Relay” (besides existing “3GPP”, “non-3GPP”, and “multi-access”). 
- 	If an aplication or application traffic matches a URSP rule, corresponding RSDs shall be used to evaluate the existing PDU sessions, or establish a new PDU session, or determine to offload outside of a PDU session. 
- 	In this case, if the selected RSD is set with the "ProSe Layer 3 UE-to-Network Relay Offload indication", the Remote UE will route the traffic to the ProSe Layer-3 UE-to-Network Relay connection without establishing a PDU session, when such connection is available. When this "ProSe Layer 3 UE-to-Network Relay Offload indication" is set, no other component shall be included in this RSD. 
This may trigger the Remote UE to start UE-to-Network Relay discovery if it is not yet started. The discovery and establishment of the connection with the ProSe Layer-3 UE-to-Network Relay is controlled by the ProSe Policy (pre-) configured on the Remote UE.  
-	If the matched URSP rule contains both a RSD with ''Non-Seamless Offload indication" and a RSD with "ProSe Layer 3 UE-to-Network Relay Offload indication", whether to offload the traffic to non-3GPP access or the ProSe Layer-3 UE-to-Network Relay connection depends on the priority of the RSDs, and the availability of the connections, as specified in the clause 6.6.2.3 of TS 23.503 [9].  
- 	If the selected RSD does not contain the "ProSe Layer 3 UE-to-Network Relay Offload indication" or, "Non-Seamless Offload indication", the Remote UE shall use a PDU session to route the corresponding application traffic. 
When the “Access Type Preference” is set to "ProSe Layer-3 UE-to-Network Relay", or when only ProSe Layer-3 UE-to-Network Relay connection is available, the Remote UE shall establishment a PDU session via the N3IWF based on the parameters provided in the corresponding RSD. 
If configured in the ProSe Policy, the Remote UE may attempt the discovery of a Relay Service Code corresponds to ProSe Layer-3 UE-to-Network Relay with N3IWF support in the discovery procedure. 
-	 If the Remote UE has a ProSe Layer-2 UE-to-Network Relay connection available, it will be treated as the "3GPP" access type. The URSP handling as defined in TS 23.503 [9] applies. The selection between the direct Uu connection and the indirect connection via a ProSe Layer-2 UE-to-Network Relay is controlled by the ProSe Policy.  
For the ProSe Layer-3 UE-to-Network Relay and ProSe Layer-2 UE-to-Network Relay, the URSP handling does not apply to the relayed traffic from the Remote UE. 
For the ProSe Layer-3 UE-to-Network Relay, the PDU session established for relaying the Remote UE's traffic is controlled by the ProSe Policy.    





>>>>End Changes<<<<
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