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* * * Start of Change * * *
5.2.6.2
Nnef_EventExposure service
5.2.6.2.1
General

See clause 4.15.3.1 and clause 4.15.2a.

In order to support the NWDAF to collect data from the AF via the NEF, the Event IDs associated with available data to be collected from the AF are defined in clause 5.2.19.2.1, which can be subscribed by the NWDAF. The Event filters for the specific Event IDs as defined in clause 5.2.19.2.1 can also be used for collecting data from the AF via the NEF.
5.2.6.2.2
Nnef_EventExposure_Subscribe operation

Service operation name: Nnef_EventExposure_Subscribe
Description: the consumer subscribes to receive an event, or if the event is already defined in NEF, then the subscription is updated.

Inputs, Required: (Set of) Event ID(s) as specified in clause 4.15.3.1 or Npcf_PolicyAuthorization_Notify and Naf_EventExposure_Subscribe service operation, Target of Event Reporting (GPSI, SUPI, External Group Identifier,  Internal Group Identifier, UE IP address (IPv4 address or IPv6 prefix), UE MAC address, AF-Service-Identifier, a combination of DNN and S-NSSAI, or QoS Flow detection information (e.g. Traffic Description Information)), Event Reporting Information defined in Table 4.15.1-1, Notification Target Address (+ Notification Correlation ID), MTC Provider Information.

Inputs, Optional: Event Filter, (set of) Application Identifier(s), Subscription Correlation ID (in the case of modification of the event subscription), Expiry time.

Outputs, Required: When the subscription is accepted: Subscription Correlation ID, Expiry time (required if the subscription can be expired based on the operator's policy).
Outputs, Optional: First corresponding event report is included, if available (see clause 4.15.1).
5.2.6.2.3
Nnef_EventExposure_Unsubscribe service operation

Service operation name: Nnef_EventExposure_Unsubscribe
Description: the NF consumer deletes an event if already defined in NEF.

Inputs, Required: Subscription Correlation ID.

Outputs, Required: Operation execution result indication.

5.2.6.2.4
Nnef_EventExposure_Notify service operation

Service operation name: Nnef_EventExposure_Notify
Description: NEF reports the event to the consumer that has previously subscribed.

Inputs, Required: Event ID, Notification Correlation Information, time stamp.

Inputs, Optional: Event information (defined on a per Event ID basis).

Outputs, Required: Operation execution result indication.
* * * Second Change * * *

5.2.5.4.5
Npcf_SMPolicyControl_Update service operation

Service operation name: Npcf_SMPolicyControl_Update.

Description: The NF Service Consumer can request the update of the SM Policy Association to receive updated Policy information for the PDU Session.

Inputs, Required: SM Policy Association ID.

Inputs, Optional: Information on the Policy Control Request Trigger condition, as defined in clause 6.1.3.5 of TS 23.503 [20], that has been met such as Access Type, (new or removed) IPv4 address and/or IPv6 network prefix, User Location Information, UE Time Zone, Serving Network, RAT type, Session AMBR, or subscribed default QoS information, DN Authorization Profile Index, 5GS bridge information [user-plane Node ID, DS-TT MAC address, port number of DS-TT port, UE-DS-TT Residence Time], Port Management Information Container and the related port number, MA PDU Request indication, MA PDU Network-Upgrade Allowed indication, ATSSS capabilities of the MA PDU Session, QoS constraints from the VPLMN (see clause 4.3.2.2.2), list of NWDAF instance Ids used by AMF, SMF and UPF and corresponding Analytics ID(s), (PSA) UPF ID, (PSA) UPF address.
W-5GAN specific PDU session information provided by the SMF is specified in TS 23.316 [53].

Outputs, Required: Success or not.

Outputs, Optional: Policy information for the PDU Session as defined in clause 5.2.5.4.1.

See clause 4.16.5.1 for the usage of this service operation.

NOTE:
When this service operation is invoked by SMF, race conditions apply, which are defined in TS 29.513 [47].
* * * Third Change * * *

5.2.13.2.4
Nbsf_Management_Discovery service operation
Service Operation name: Nbsf_Management discovery

Description: Discovers the PCF, PCF set and UPF selected for the tuple (UE address(es), SUPI, GPSI, DNN, S-NSSAI).
Inputs, Required: UE address (i.e. IP address or MAC address), Discovering NF (PCF or UPF), DNN [Conditional], S-NSSAI [Conditional].
NOTE:
For TSN scenarios the UE address contains the DS-TT port MAC address.

Inputs, Optional: SUPI, GPSI.
Outputs, Required: PCF address(es), PCF instance ID [Conditional, if available] and PCF Set ID [Conditional, if available], level of Binding [Conditional, if available] (see clause 6.3.1.0 of TS 23.501 [2]), UPF address, UPF ID.
Outputs, Optional: None.
5.2.13.2.5
Nbsf_Management_Update service operation

Service Operation name: Nbsf_Management_Update

Description: Replaces the list of UE address(es) for a PDU Session or replace PCF id or PCF address(es) for a PDU Session or for a UE..

NOTE 1:
For example, PCF-2 may update its PCF id when level of binding is NF Instance and PCF-1 fails and PCF-2 is the new NF Instance handling the PDU Session or the UE.

Inputs, Required: Binding Identifier for the PDU Session.

UE address can contain IP address/prefix or Ethernet address as defined in TS 23.501 [2].

NOTE 2:
For TSN scenarios the UE address contains the DS-TT port MAC address.

Inputs, Optional: UE address(es), PCF id, PCF address(es), UPF ID, UPF address.
Outputs, Required: Result indication.

Outputs, Optional: None.
* * * End of Changes * * *
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