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	Reason for change:
	It is to refect the UE configuration in the conclusions for “Remote provisioning for SNPN credentials (Component 2 of KI#4)” in clause 8.4.1 of TR23.700-07, Onboarding configuration is introduced to User Plane Remote Provisioning for SNPN credentials.
[bookmark: _GoBack]In addition to S2-2102980, some more reason for changes are given:
1. There is conflict on clause structure. 
2. Current spec describe that SMF shall send the PVS address to UE during remote provisioning. However, 3rd party may verify the UE to decide whether the PVS address can be sent or not. 

	
	

	Summary of change:
	Introduce the UE configuration for UP Remote Provisioning.
In addition to S2-2102980, some more changes are given:
1. Reorganize the structure.
2. It is proposed that the SMF may trigger a secondary authentication before sending the PVS FQDN and/or PVS IP address(es) to ensure the UE has right to access the PVS.
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	Other comments:
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***** Start of changes *****
5.30.2.X.4	Remote Provisioning of UEs in Onboarding Network
5.30.2.X.4.2	Onboarding configuration for the UE
In order to enable UP Remote Provisioning of SNPN credentials for a UE, UE Configuration Data for UP Remote Provisioning are either pre-configured on the UE or provided by the ON-SNPN as described in clause 5.30.2.X.4.3. UE Configuration Data for UP Remote Provisioning provided by the ON-SNPN take precedence over corresponding configuration data stored in the UE.
UE Configuration Data for UP Remote Provisioning consist of PVS IP address or PVS FQDN.
If the UE does not have any PVS IP address or PVS FQDN after the establishment of the restricted PDU Session used for onboarding, the UE may construct an FQDN for PVS discovery as defined in TS 23.003 [19].
The UE Configuration Data for UP Remote Provisioning may be stored in the ME. 
 The UE Configuration Data for UP Remote Provisioning (i.e. PVS IP address or PVS FQDN) may be locally configured in the SMF of ON-SNPN and may be provided to the UE during the establishment of the restricted PDU Session as part of Protocol Configuration Options (PCO) in the PDU Session Establishment Response.

Editor’s Note: How the ON-SNPN obtains the PVS IP address or PVS FQDN for UP Remote Provisioning is FFS.

***** Second changes *****
5.30.2.X.4.3	User Plane Remote Provisioning of UEs when Onboarding Network is a ON-SNPN
In case Onboarding Services are provided using a restricted PDU Session for remote provisioning of UE via User Plane, the AMF selects an SMF used for Onboarding Services using the SMF discovery and selection functionality as described in clause 6.3.2. The AMF Onboarding Configuration Data may contain S-NSSAI(s) and DNN(s) used for Onboarding to select an SMF used for Onboarding Services or may contain a configured SMF for the DNN used for Onboarding.
When a UPF is selected for Onboarding Services, the UPF selection function described in clause 6.3.3 for normal services is applied considering the DNN used for Onboarding.
The SMF or the PCF may store S-NSSAI and DNN information used for Onboarding. Onboarding Configuration Data available to PCF (for details see TS 23.503 [45]) and/or SMF may include PVS FQDN and PVS IP address(es).
When the UE registered for Onboarding successfully completes the user plane remote provisioning of SNPN credentials via the Onboarding Network, then the UE should deregister from the Onboarding Network.
Initial QoS parameters used for establishing Onboarding Services are configured in the SMF when dynamic PCC is not used.
Dynamic PCC may be used for a PDU session that is established for Onboarding Services as described in TS 23.503 [45]).
The QoS Flows of a PDU Session associated with the restricted DNN shall be dedicated to Onboarding Services. The SMF may configure PDR and FAR including PVS and DNS server IP addresses for the UPF to block any traffic that is not from or to PVS and DNS server addresses.
If the UE is registered for Onboarding, the network should apply S-NSSAI and DNN used for Onboarding for the PDU Session Establishment request from the UE.
The UE Configuration Data for UP Remote Provisioning (i.e. PVS IP address or PVS FQDN) may be locally configured in the SMF of ON-SNPN and may be provided to the UE during the establishment of the restricted PDU Session as part of Protocol Configuration Options (PCO) in the PDU Session Establishment Response.
Editor’s Note: How the ON-SNPN obtains the PVS IP address or PVS FQDN for UP Remote Provisioning is FFS.
***** Third changes *****
5.30.2.X.4.4	User Plane Remote Provisioning of UEs when Onboarding Network is a PLMN
[bookmark: _Hlk69290771]Onboarding Services for a UE may be provided via PLMN using a PDU Session  for a DNN/S-NSSAI used for remote provisioning. Subscription of such a UE shall contain the DNN/S-NSSAI used for remote provisioning. 
The AMF selects an SMF used for remote provisioning using the SMF discovery and selection functionality as described in clause 6.3.2, considering the DNN/S-NSSAI used for remote provisioning provided by the UE or the default DNN/S-NSSAI provided by UDM. 
The UPF selection function described in clause 6.3.3 is applied, considering the DNN/S-NSSAI used for remote provisioning. 
The SMF may be configured with one or more PVS FQDN and/or PVS IP address(es) per DNN/S-NSSAI used for remote provisioning. The SMF may send the PVS FQDN and/or PVS IP address(es) associated to the DNN/S-NSSAI of the PDU Session to the UE via PCO during PDU Session establishment procedure.The SMF may trigger a secondary authentication before sending the PVS FQDN and/or PVS IP address(es) to ensure the UE has right to access the PVS.
***** Fourth changes *****
5.30.2.X.4.5	Control Plane Remote Provisioning of UEs
Editor’s Note:	If to be supported, this clause should specify the control plane remote provisioning procedures of UEs.
***** End of changes *****

