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1. Discussion
New proposal for release 18
Service monitoring for vertical application
Background:
As the white paper from 5G-ACIA <5G for Connected Industries and Automation>. 
Vertical have strong requirement to monitor the service performance for industrial applications as below. This can be supported in both PNI-NPN and SNPN, which serve the vertical.
“Challenge 8: Transparency of 5G connection in the radio access and core network The existing cellular networks (2G, 3G, 4G) possess no standardized method by which industrial applications can access diagnostic information on wireless communication in the cell, on Internet connectivity in the connected backbone, etc. 5G must however offer transparent diagnostic information on the connectivity, the level of service, the E2E performance, etc. and expose this information to third parties.  This is essential for real-time monitoring of the network performance and for efficient root-cause analysis in the event of connectivity problems.”
Justification:
· Service Performance monitoring (e.g. delay, PLR for service) on a flow level can enable operator/vertical to perform an accurate troubleshooting if problem or low efficiency happens in the network for specific service, e.g. remote controlling, video camera. 
· Operator/Vertical can analysis and even forecast the service performance based on the Service Performance monitoring. Further actions can be done based on analysis and forecasting. 
Potential Objective:
· Enhance the control plane and user plane to support Service Performance monitoring on a flow level.

Adaption of 5G to existing Campus network
Background:
Currently, vertical campus network has its own architecture and features. E.g. authentication method and policy.
Take authentication as example, campus network may support EAP based authentication, MAC based authentication (mostly for IoT device without input like keyboard), Portal based authentication(mostly for guest who come to campus), etc. Take Policy as example, campus network may have an overall VLAN configuration for the whole campus network. 
Justification:
In case 5G network become part of campus, the adaptions to existing campus network is a key requirement. The impact to existing campus network should be minimized. This is applicable to PNI-NPN and SNPN.
Potential Objective:
· Enhance the 5GC to adapt the authentication method and policy in existing campus network. 
2. Proposal
Proposal: Consider the new proposal in NPN R18 in clause 1.
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