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[bookmark: _Toc517082226]* * * * 1st change * * * *
[bookmark: _Toc68061741]4.3.6.3	Notification of User Plane Management Events
The SMF may send a notification to the AF if the AF had subscribed to user plane management event notifications as described in clause 4.3.6.2 and in TS 23.501 [2] clause 5.6.7. The following are the examples of such events:
-	A PDU Session Anchor identified in the AF subscription request has been established or released.
-	A DNAI has changed.
-	The SMF has received a request for AF notification and the on-going PDU Session meets the conditions to notify the AF.
-	Ethernet PDU Session Anchor Relocation as defined in clause 4.3.5.8.
The SMF uses notification reporting information received from PCF to issue the notification either via an NEF (2a, 2b and 4a, 4b) or directly to the AF (2c and 4c).
The following flow depicts the sequence of events:



Figure 4.3.6.3-1: Notification of user plane management event
1.	A condition for an AF notification has been met as described above. The SMF sends notification to the NF that is subscribed for SMF notifications. Further processing of the SMF notification depends on the receiving NF, as shown in steps 2a and 2c.
2a.	If early notification via NEF is requested by the AF, the SMF notifies the NEF of the target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify service operation. The target DNAI list is determined based on the supported DNAI list of the SMF/I-SMF
2b.	When the NEF receives Nsmf_EventExposure_Notify, the NEF performs information mapping (e.g. AF Transaction Internal ID provided in Notification Correlation ID to AF Transaction ID, SUPI to GPSI, etc.) as applicable according to TS 23.501 [2], clause 5.6.7, and triggers the appropriate Nnef_TrafficInfluence_Notify message. In this case, step 2c is not applicable.
2c.	If early direct notification is requested by the AF, the SMF notifies the AF of the target DNAI list of the PDU Session by invoking Nsmf_EventExposure_Notify service operation. The target DNAI list is determined based on the supported DNAI list of the SMF/I-SMF.
2d.	The AF selects one target DNAI and replies to Nnef_TrafficInfluence_Notify by invoking Nnef_TrafficInfluence_AppRelocationInfo service operation either immediately or after any required application relocation in the target DNAI is completed. The AF may include the target DNAI and N6 traffic routing details corresponding to the target DNAI and /or the 'uplink buffering' indication to indicate that buffering of uplink traffic to the target DNAI is needed. AF may reply in negative e.g. if the AF determines that the application relocation cannot be completed successfully and/or on time.
NOTE 1:	The maximum time the new PSA is to buffer UL data relates to the maximum delay between steps 4a-4c and step 4f/4g of Figure 4.3.6.3-1. SMF local policies can control this maximum time.
NOTE 2:	The traffic being buffered is the traffic associated with the PCC rule that has requested the notification.
2e.	When the NEF receives Nnef_TrafficInfluence_AppRelocationInfo, the NEF triggers the appropriate Nsmf_EventExposure_AppRelocationInfo message.	
2f.	The AF selects one target DNAI and replies to Nsmf_EventExposure_Notify by invoking Nsmf_EventExposure_AppRelocationInfo service operation either immediately or after any required application relocation in the target DNAI is completed. The AF may include target DNAI and N6 traffic routing details corresponding to the target DNAI and /or the uplink buffering' indication. Buffering of uplink traffic to the target DNAI is needed when positive reponsed is received if the 'uplink buffering' indication was not set. AF may reply in negative e.g. if the AF determines that the application relocation cannot be completed successfully on time.
3.	The SMF enforces the change of DNAI or addition, change, or removal of a UPF. This may correspond to the mechanisms described in Figure 4.3.5.6-1 or in Figure 4.3.5.7-1.
	If the runtime coordination between 5GC and AF is enabled based on local configuration, according to the indication of "AF acknowledgment to be expected" included in AF subscription to SMF events, the SMF may wait for a response from the AF to the early notification before this step. The SMF does not perform this step until it receives a positive response from the AF, as described in TS 23.501 [2] clause 5.6.7.
4a.	If late notification via NEF is requested by the AF, the SMF notifies the NEF of the target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify service operation.
	If the runtime coordination between 5GC and AF is enabled based on local configuration, according to the indication of "AF acknowledgment to be expected" included in AF subscription to SMF events, the SMF may send late notification and wait for a positive response from the AF before activating the new UP path, as described in TS 23.501 [2] clause 5.6.7.
4b.	When the NEF receives Nsmf_EventExposure_Notify, the NEF performs information mapping (e.g. AF Transaction Internal ID provided in Notification Correlation ID to AF Transaction ID, SUPI to GPSI, etc.) as applicable according to TS 23.501 [2], clause 5.6.7, and triggers the appropriate Nnef_EventExposure_Notify message. In this case, step 4c is not applicable.
4c.	If late direct notification is requested by the AF, the SMF notifies the AF of the target DNAI of the PDU Session by invoking Nsmf_EventExposure_Notify service operation.
4d.	When the AF receives either the Nnef_EventExposure_Notify message or the Nsmf_EventExposure_Notify message, the AF checks whether it can serve the target DNAI. If the AF instance change is needed, the AF determines the proper target AF for the target DNAI and performs the AF migration.
NOTE 1:	The determination of the target AF for the target DNAI and the AF migration to the target AF are out of the scope of this release.
4e.	The AF replies to Nnef_TrafficInfluence_Notify by invoking Nnef_TrafficInfluence_AppRelocationInfo service operation either immediately or after any required application relocation in the target DNAI is completed. AF includes N6 traffic routing details corresponding to the target DNAI. AF may reply in negative e.g. if the AF determines that the application relocation cannot be completed successfully on time. If the AF instance change happens in step 4d, the AF includes the indication of AF change, target AF ID and notification target address of the target AF in the Nnef_TrafficInfluence_AppRelocationInfo message. Nnef_TrafficInfluence_AppRelocationInfo with positive response may indicate that buffering of uplink traffic to the target DNAI is no more needed.	           
4f.	When the NEF receives Nnef_TrafficInfluence_AppRelocationInfo, the NEF triggers the appropriate Nsmf_EventExposure_AppRelocationInfo message.	
4g.	The AF replies to Nsmf_EventExposure_Notify by invoking Nsmf_EventExposure_AppRelocationInfo service operation either immediately or after any required application relocation in the target DNAI is completed. AF includes N6 traffic routing details corresponding to the target DNAI. AF may reply in negative e.g. if the AF determines that the application relocation cannot be completed successfully on time. If the AF instance change happens in step 4d, the AF includes the indication of AF change, target AF ID and notification target address of the target AF in the Nsmf_TrafficInfluence_AppRelocationInfo message. Nsmf_EventExposure_AppRelocationInfo with positive response may indicate that buffering of uplink traffic to the target DNAI is no more needed.	           

* * * * 2nd changes * * * *
[bookmark: _Toc20204548][bookmark: _Toc27895247][bookmark: _Toc36192344][bookmark: _Toc45193457][bookmark: _Toc47593089][bookmark: _Toc51835176][bookmark: _Toc68062396]5.2.6.7.6	Nnef_TrafficInfluence_AppRelocationInfo operation
Service operation name: Nnef_TrafficInfluence_AppRelocationInfo
Description: Forward the acknowledgement to the notification of UP path management event report to SMF.
Inputs, Required: Notification Correlation Information, cause code.
Cause code indicates whether the acknowledgement is a positive response or a negative response.
Inputs, Optional: target DNAI, N6 traffic routing information as described in TS 23.501 [2], clause 5.6.7, Indication of AF change, target AF ID, notification target address of target AF, Indication that buffering of uplink traffic should start.
Outputs, Required: None.
Outputs, Optional: None.
See clause 4.3.6.3 for details on usage of this service operation for example for the usage of the Indication that buffering of uplink traffic should start.
* * * * 3rd change * * * *

[bookmark: _Toc45193558][bookmark: _Toc47593190][bookmark: _Toc51835277][bookmark: _Toc59101103]5.2.8.3	Nsmf_EventExposure Service
[bookmark: _Toc20204644][bookmark: _Toc27895351][bookmark: _Toc36192454][bookmark: _Toc45193559][bookmark: _Toc47593191][bookmark: _Toc51835278][bookmark: _Toc59101104]5.2.8.3.1	General
Service description: This service provides events related to PDU Sessions towards consumer NF. The service operations exposed by this service allow other NFs to subscribe and get notified of events happening on PDU Sessions. The following are the key functionalities of this NF service.
-	Allow consumer NFs to Subscribe and unsubscribe for an Event ID on PDU Session(s);
-	Allow the NWDAF to collect data for network data analytics as specified in TS 23.288 [50];
-	Notifying events on the PDU Session to the subscribed NFs; and
-	Allow consumer NFs to acknowledge or respond to an event notification.
The following events can be subscribed by a NF consumer (Event ID is defined in clause 4.15.1):
-	UE IP address / Prefix allocation/change: The event notification may contain a new UE IP address / Prefix or an indication of which UE IP address / Prefix has been released.
-	PDU Session Establishment and/or PDU Session Release.
	The event notification may contain following information:
-	PDU Session Type.
-	DNN.
-	UE IP address/Prefix.
-	UP path change: a notification corresponding to this event is sent when the UE IP address / Prefix and / or DNAI and /or the N6 traffic routing information has changed.
	The event notification may contain following information:
-	the type of notification ("EARLY" or "LATE").
-	for both the source and target UP path between the UE and the DN, the corresponding information is provided when it has changed:
-	DNAI list supported by the SMF/I-SMF.
-	UE IP address / Prefix.
-	N6 traffic routing information.
NOTE 1:	UP path change notification, DNAI and N6 traffic routing information are further described in TS 23.501 [2] clause 5.6.7.
-	QoS Monitoring for URLLC: the event notification may contain the QoS Monitoring report as described in clause 5.33.3.2 of TS 23.501 [2].
-	Change of Access Type; The event notification contains the new Access Type for the PDU Session.
-	PLMN change; The event notification contains the new PLMN Identifier for the PDU Session.
-	Downlink data delivery status. The event notification contains the status of downlink data buffering in the core network including:
-	First downlink packet per source of the downlink IP traffic in extended buffering and Estimated maximum wait time.
-	First downlink packet per source of the downlink IP traffic discarded.
-	First downlink packet per source of the downlink IP traffic transmitted after previous buffering and/or discarding of corresponding packet(s).
-	QFI allocation: The event notification is sent when a new QoS flow is established within a PDU session and contains:
-	If the Target of Event Reporting is a PDU session, both the allocated QFI and either one of the following (Application Identifier or IP Packet Filter Set or Ethernet Packet Filter Set). The DNN, S-NSSAI corresponding to the PDU session are also sent.
-	If the Target of Event Reporting is a SUPI, both the allocated QFI and either one of the following (Application Identifier or IP Packet Filter Set or Ethernet Packet Filter Set) for each PDU session ID established for this SUPI. The DNN, S-NSSAI corresponding to each PDU session are also sent.
-	If the Target of Event Reporting is an Internal-Group-Id or any UE, multiple instances of the tuple (allocated QFI and either one of the following (Application Identifier or IP Packet Filter Set or Ethernet Packet Filter Set). PDU session ID, SUPI). The DNN, S-NSSAI corresponding to each PDU session are also sent.
When the consumer NF is the NWDAF, the event QFI allocation is used to collect data for Observed Service Experience analytics and UE communication analytics as specified in TS 23.288 [50].
Event Filters are used to specify the conditions to match for notifying the events (i.e. "List of Parameter values to match"). If there are no conditions to match for a specific Event ID, then the Event Filter is not provided. The following table provides as an example how the conditions to match for event reporting can be specified for various Event IDs for SMF exposure.
Table 5.2.8.3.1-1: Example of Event Filters for SMF exposure events
	Event ID for SMF exposure
	Event Filter (List of Parameter Values to Match)

	DNAI Change
	None

	PDU Session Release
	None

	PDU Session Establishment
	

	QoS Monitoring for URLLC
	None

	QFI allocation
	<Parameter Type = DNN, Value = DNN1>
<Parameter Type = S-NSSAI, Value = S-NSSAI1>

	QFI allocation
	<Parameter Type = Application Identifier, Value = Application Identifier1>



The target of SMF event reporting may correspond to a PDU Session ID, an UE ID (SUPI) an Internal Group Identifier or an indication that any UE is targeted (e.g. on a specific DNN).
When acknowledgment is expected the SMF also provides Notification Correlation Information to the consumer NF in the event notification.
The consumer NF may provide the following event-specific information when acknowledging an event notification:
-	For UP path change event:
-	Target DNAI
-	N6 traffic routing information related to the target DNAI.
NOTE 2:	Acknowledgement to a UP path change event notification is further described in TS 23.501 [2] clause 5.6.7.

* * * * End of all changes * * * *
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