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<<< First change >>>
5.15.11.1	Maximum number of UEs per network slice admission control
The NSACF controls (i.e. increase or decrease) the current number of UEs registered for a network slice so that it does not exceed the maximum number of UEs allowed to register with that network slice. The NSACF also maintains a list of UE IDs registered with a network slice that is subject to NSAC. When the current number of UEs registered with a network slice is to be increased, the NSACF first checks whether the UE Identity is already in the list of UEs registered with that network slice and if not, it checks whether the maximum number of UEs per network slice for that network slice has already been reached.
The AMF triggers a request to NSACF for maximum number of UEs per network slice admission control when the UE's registration status for a network slice subject to NSAC may change, i.e. during the UE Registration procedure in clause 4.2.2.2.2 in TS 23.502 [3], UE Deregistration procedure in clause 4.2.2.3 in TS 23.502 [3], Network Slice-Specific Authentication and Authorisation procedure in clause 4.2.9.2 in TS 23.502 [3], AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure in clause 4.2.9.3 in TS 23.502 [3], and AAA Server triggered Slice-Specific Authorization Revocation in clause 4.2.9.4 in TS 23.502 [3].
[bookmark: _GoBack]During UE mobility, the Mobility Registration or Handover can trigger the serving AMF change. When there are multiple NSACF instances for one S-NSSAI, the source AMF provides NSACF instance(s) ID corresponding to Allowed NSSAI to target AMF, and target AMF decides whether previous NSACF instance(s) can be used and may select new NSACF instance(s) if necessary, as described in clause 6.3.22. If target AMF reselect a new NSACF instance for the S-NSSAI of the Allowed NSSAI, the old AMF should be notified about this change and triggers an update procedure towards the old NSACF instance serving the S-NSSAI to indicate that the UE should be removed, and the target AMF triggers an update procedure towards the new NSACF instance to indicate the UE should be added. If target AMF decides to use the same NSACF instance, the update procedure is not needed. 
<<< Second change >>>
[bookmark: _Toc68015999]6.3.22	NSACF discovery and selection
Multiple instances of NSACF may be deployed in a network for one S-NSSAI. The maximum number of the UE/PDU session are configured by OAM.
The NF consumers shall utilise the NRF to discover NSACF instance(s) unless NSACF information is available by other means, e.g. locally configured in NF consumers.
If the NSACF NF consumer is the AMF, the NSACF selection function in the AMF selects an NSACF instance based on the available NSACF instances, which are obtained from the NRF or locally configured in the AMF. The AMF can decide whether the NSACF instance which received from other AMFs can be used based on NRF query or local configuration.
The following factors may be considered by the NF consumer for NSACF selection:
-	S-NSSAI(s).
-	NSACF Serving Area information
Editor's note:	The definition of NSACF Serving Area information is FFS.
-	NSACF service capabilities:
-	Support monitoring and controlling the number of registered UEs per network slice for the network slice that is subject to NSAC.
-	Support monitoring and controlling the number of established PDU Sessions per network slice for the network slice that is subject to NSAC.
In the case of delegated discovery and selection in SCP, the NSACF NF consumer shall send all available factors to the SCP.
[bookmark: _Toc11137165][bookmark: _Toc5026447]
<<< End of changes >>>

