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---------------------------------------------------   First Change (all new text)   ---------------------------------------------------------
6.2.x	User consent for data collection
6.2.x.1	General
Based on local policy or regulations, to protect the privacy of user data, a user consent can be required before the data collection for some or all of these user data, which includes UE level data from UE or application or NFs. 
It is network operator's responsibility to collect and manage the user consent information, it is stored in the UDR as subscription information. The user consent information can be either provided by a service provider via the NEF or directly configured by the network operator. The "User Consent related Data Tracking (UCDT)" service in UDM/UDR supports managing the user consent information and tracking the distribution and usage of any user related information that may be subject to user consent. 
NOTE: 	Which data and data processing require prior user consent is not defined by 3GPP specifiations, due to the multitude of different legislations and regulatory environments.
When NWDAF needs to do data colletion for some UE level data, e.g. triggered by UE data specific analytics, the NWDAF shall check user consent information from the UDM before the data collection. When checking user consent information from the UDM, the NWDAF shall explicit indicate to the UDM the purpose for the user data collection (e.g. "data analytics") and possibly indicate the specific analytics ID(s) for which the user consent is requested.
User consent may also be updated or revoked at any time. If the user consent is updated/revoked, the NWDAF may, based on operator policies and legal requirements, need to stop data collection and delete any collected data related to the specific UE. 
Editor’s Note: Whether a new NF other than the UDM is introduced to manage the user consent information and track the distribution and usage of any user related information is FFS and should be aligned with SA3 work.
Editor's Note:	The security issues related to user consent revocation is FFS and should be aligned with SA3 work.
Editor's Note:	Whether data should not be deleted in case of Lawful Interception and how to indicate this to the UCDT and/or Data Consumer is FFS and should be aligned with SA3-LI.
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