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Abstract of the contribution: This contribution removes the Editor’s Notes in clause 6.2.2.4 “Procedure for EAS Discovery with Dynamic PSA Distribution”
1 Discussion
In last meeting, the “Procedure for EAS Discovery with Dynamic PSA Distribution” was agreed. Editor’s Note capture issues for further study:
Editor’s Note: whether EASDF can be used as DNS resolver for a PDU Session with Distributed anchor connectivity model is FFS. 
Different applications may have different needs with regards to level of distribution of the break out point. When SMF decides to re-anchor the PDU session using the procedure in clause 6.2.2.4, it may select a distributed PSA when there are other UPFs that are deployed further out in the network but not selected e.g. if the application QoE will not really improve by selecting a PSA even closer to the UE. 
To be able to re-anchor the new PDU Session even further out in the network using again the procedure in clause 6.2.2.4, the following needs to be considered: 
-   SMF needs to select an EASDF for the new PDU Session and provide it to the UE as the DNS for the session. The new PDU Session has a distributed UPF PSA. The EASDF selected shall have user plane connectivity with the UPF PSA over N6, and it may or may not be distributed.
-   The DNS resolution shall convey user location information that refers to a candidate PSA further out in the network (when it can trigger PDU Session re-anchoring) or refers to current PSA (when it shall not trigger re-anchoring). SMF instructions to EASDF shall allow to properly handle the Queries for each case.
Most of the above considerations relate to deployment and system configuration (e.g. the DNS handling instructions need to support this scenario), but no other enhancements are needed to use EASDF with Distributed anchor, and so the proposal is to support this option.
2 Proposal
The proposal is to update TS 23.548 v0.2.0 as follows:

****************************** First Change ************************************
[bookmark: _Toc70656398]6.2.2.4	Procedure for EAS Discovery with Dynamic PSA Distribution
5GC supports an EAS Discovery procedure that allows that at PDU session establishment the SMF selects a central PSA, regardless if a local PSA is available to the SMF and then, it allows to dynamically re-anchor the PDU Session and transition to a Distributed Anchor Point model when needed. This is applicable to PDU Sessions type SSC#2.
Editor's note:	Whether and how the dynamic re-anchoring is applicable to PDU Sessions type SSC mode 3 is FFS.
This procedure relies on EASDF capability to influence the DNS Query of an Edge Application so that the EAS Discovery considers a candidate UE topological location of a PSA further out in the network than current PSA. The PDU Session re-anchoring to the edge is performed as part of the EAS Discovery procedure.
This procedure requires that the DNS settings provided to the UE for the PDU Session are respected.


Figure 6.2.2.4-1 Application Server Discovery with Dynamic PSA distribution using EASDF
The EAS Discovery procedure with Dynamic PSA distribution using EASDF is described in Figure 6.2.2.4.-1.
The procedure is as follows:
1.	PDU session establishment, allocation of an EASDF and sending rules to the EASDF. Steps 1-14 in the procedure 6.2.3.2.2-1 for EAS Discovery Procedure with EASDF for Session breakout Connectivity are applied. If Dynamic PSA distribution applies to the PDU Session, the SMF may have selected a central PSA at PDU session establishment, regardless of whether a local PSA is available:
Editor's note:	Whether step 14 is the correct step is FFS, depending on the progress for procedure in clause 6.2.3.2.2.
	The UE sends a DNS Query message for an FQDN to the EASDF via central PSA. The EASDF checks the DNS Query against the DNS handling Rules in the DNS Context and reports to SMF and/or forwards to DNS for resolution as instructed by these rules. For resolution, it applies Option A or option B in the procedure 6.2.3.2.2-1 or sends the DNS query to a pre-configured DNS server/resolver if none of them applies. When the DNS Response is received, EASDF checks it against the DNS context matching conditions for reporting. If applicable, it reports to SMF the selected EAS and handles the DNS response as instructed by SMF DNS handling rules.
	When no DNS response is sent to the UE, the UE is expected to restart the DNS request over the new PDU Session).
For further details see clause 6.2.3.2.2.
2.	SMF determines that the central UPF (PSA) needs to be changed to an Edge UPF (L-PSA) and it triggers one of the procedures to change the PSA of the PDU Session to a distributed anchor:
-	Change of SSC mode 2 PDU Session Anchor with different PDU Sessions as in clause 4.3.5.1 of TS 23.502 [3]. The procedure applies with the following differences:
	In step 2, the DNS context for the session is removed from EASDF as part of the PDU Session Release procedure (in step 12 of the PDU Session release procedure in TS 23.502 [3] in 4.3.4.2).
	In step 3, SMF selects and provisions the DNS settings for the new PDU session as required by the procedure for EAS Discovery on Distributed anchor as described in clause 6.2.2.2.
If the new PDU Session shall be possible to be re-anchored even further out in the network triggered by DNS resolution of some other application, the establishment of the new PDU Session includes the actions described above in step 1 in 6.2.2.4-1.
NOTE 1:	When new DNS settings do not involve EASDF, new DNS Query will not trigger re-anchoring of the PDU Session to a L-PSA deployed even further out in the network. When an EASDF is selected for the new PDU session, the information to DNS of the UE topological location needs to refer to the new PSA for the FQDNs that shouldn’t trigger a new re-anchoring, (e.g. if EASDF is deployed far from the new PSA, an ECS may need to be inserted).
Editor's note:	Whether EASDF can be used as DNS resolver for a PDU Session with Distributed anchor connectivity model is FFS.
To remove the Session context in EASDF, SMF invokes Neasdf_DNSContext_Delete Request/Response.
NOTE 2:	Dynamic re-anchoring to an edge PSA implies that the UE IP address is changed from a UE IP address corresponding to the old (central) PSA to a UE IP address corresponding to the new (edge) PSA for all applications on the PDU session.
NOTE 3:	Further re-anchoring (to a central UPF) can be triggered if activity is monitored e.g. if EC application traffic ceases. In that case, EASDF is provided again in the DNS settings for the PDU Session. New EAS Discovery will go to EASDF and be handled as described in Step 1.
3.	A new (re)discovery procedure is triggered for the application over the new PSA. (Re)discovery follows the EAS (re)Discovery procedure for distributed anchor connectivity model as in clauses 6.2.2.2. and 6.2.2.3.
4.	Application traffic starts via the PDU Session Edge PSA to the EAS selected in Step 43.
****************************** End Change ************************************
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