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Abstract of the contribution: This contribution proposes UUAA-SM procedure based on TR 23.754 conclusions.
Proposal

It is proposed to add the following to TS 23.256.

* * * First Change * * * *
5.2.3
UUAA At PDN Connection/PDU Session Establishment (UUAA-SM)

An UAV uses PDU Sessions or PDN Connections for communication with the USS and for C2 communication with a networked UAV-C. A networked UAV-C is a  UE which  uses existing procedures for establishing PDU Session or PDN Connection for communication with the USS, and the procedures described in this clause do not apply to a networked UAV-C.

This clause describes procedure that applies both for 5GS and EPS, where PDU Session refers to 5GS and PDN Connection refers to EPS.

PDU Session/PDN Connection for UAV communication shall only be established after a UAV has been authenticated and authorized by the USS, as described in clause 5.2.2 and clause 5.2.3. 

An UAV may use either:

-
a common PDU Session/PDN Connection for communication with the USS and C2 communication with the UAV-C, or 

-
separate PDU Sessions/PDN Connections for communication with the USS and C2 communication with the UAV-C respectively. 

If a common PDU Session/PDN Connection is used, the UAV may establish the PDU Session/PDN Connection and enable the C2 communication during the same procedure, or the UAV may establish the PDU Session/PDN Connection for communication with the USS first and then later enable the C2 communication using the PDU Session/bearer modification procedure. In both cases, UAV – UAV-C pairing authorization shall be successfully performed before the C2 communication is enabled as described in clause 5.2.3 and clause 5.2.5.

The UAV shall indicate that the PDU Session/PDN Connection is for the UAV communication and/or C2 communication in the PDU Session Establishment/PDN Connectivity request.
Editor's note:
How the UAVs indicate UAV communication and/or C2 communication, e.g. with an explicit indication or DNN/S-NSSAI combination, is FFS.

During the establishment or modification procedure of the PDU Session/PDN connection for C2 communication, the USS shall provide the 3GPP system with following information:

-
traffic filters for enabling C2 communication.

-
QoS requirements for C2 communication

Editor's note:
How the USS provides C2 QoS requirement through UAS-NF is FFS and may need coordination with SA6.



When a UE requests a PDU Session for UAS service, the serving SMF triggers the UUAA-SM procedure if it determines that UUAA is required for the UE. 
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Figure 5.2.3-1: UUAA in PDU Session Establishment procedure (UUAA-SM)

1.
The UE sends PDU Session Establishment Request for UAS service as described in Step 1 in Figure 4.3.2.2.1-1 in TS 23.502 [3]. The UE shall use a well-known DNN for UAS service in the PDU Session Establishment Request. If the UAV has the CAA-Level UAV ID, the UE shall provide it in the PDU Session Establishment Request. The UE may also provide the USS address if available, and an UUAA Aviation Payload containing application layer information that is transparent to 3GPP system in the request message.
2.
Step 2 as in Figure 4.3.2.2.1-1 in TS 23.502 [3].
3.
The AMF sends Nsmf_PDUSession_CreateSMContext Request to the SMF as described in Step 3 in Figure 4.3.2.2.1-1 in TS 23.502 [3]. If AMF has valid UUAA result from previous UUAA-MM procedure, the AMF should include a UUAA result indication in the request.
4.
Step 4-5 as in Figure 4.3.2.2.1-1 in TS 23.502 [3].
5.
The serving SMF determines whether to trigger UUAA procedure. The serving SMF shall trigger UUAA procedure if the UAV:

-
has Aerial UE Subscription Information, and
-
has provided CAA-Level UAV ID in the PDU Session Establishment Request, and

-
does not have a valid UUAA result from previous procedures (e.g., during Registration procedure).

If the SMF determines that UUAA procedure is required, UUAA-SM procedure in Step 4 - 10 are performed. Otherwise, Step 4 - 10 are skipped.

6.
The SMF sends Authentication Request to the UAS NF. The SMF shall include the GPSI and CAA-Level UAV ID in the request and may optionally include the USS address and the UUAA Aviation Payload if received from the UE.
7.
The UAS NF resolves the USS address as described in Clause 4.4.2 and invoke the API provided by the USS to forward the Authentication Request to the USS. The request shall include the GPSI and CAA-Level UAV ID in the request and may optionally include the UUAA Aviation Payload.

8.
Multiple round-trip messages as required by the authentication method used by the USS are exchanged between the UE and the USS. The 3GPP network (e.g., AMF, SMF and UAS NF) forward the messages between the UE and the USS.
9.
The USS sends a final Authentication Response to the UAS NF. The final Authentication Response shall include the GPSI, a UUAA result (success or failure) and a final Authentication Message indicating the UUAA result.  The final Authentication Response may optionally include a new assigned CAA-Level UAV ID and a payload delivering configuration information to the UAV (e.g., security info to be used to secure communications with USS).
10.
The UAS NF forwards the final Authentication Response to the SMF. The SMF stores the UUAA result and optionally the new CAA-Level UAV ID in the UE context. If the UUAA is not successful, the SMF shall reject the establishment of the PDU Session with an appropriate cause and the rest of the procedure is not performed.
11.
Step 6-10 as in Figure 4.3.2.2.1-1 in TS 23.502 [3].
12. The SMF sends Namf_Communication_N1N2MessageTransfer to the AMF. The contained N1 PDU Session Establishment Accept message shall include the final Authentication Message and optionally the new CAA-Level UAV ID and payload.
13.
Step 12-21 as in Figure 4.3.2.2.1-1 in TS 23.502 [3].
* * * End of Change * * * *
�Doesn't fit here anymore. It should be captured in revocation clause.
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