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Abstract: This contribution adds the Layer-3 UE-to-Network Relay high level functions and features into TS 23.304.
1.	Introduction
Based on the KI#3 conclusion of TR 23.752, this contribution added Layer-3 UE-to-Network Relay high level functions and features into TS 23.304 as clause 5.4.1.
2.	Proposal
It is proposed to capture the following changes into TS 23.304.
* * * * First change * * * *
[bookmark: _Toc517047937]5.4.1	Layer-3 UE-to-Network Relay 
5.4.1.1	General
The Layer-3 UE-to-Network Relay shall provide generic function that can relay any IP, Ethernet or Unstructured traffic:
-	For IP traffic over PC5 reference point, the Layer-3 UE-to-Network Relay uses IP type PDU Session towards 5GC.
-	For Ethernet traffic over PC5 reference point, the Layer-3 UE-to-Network Relay can use Ethernet type PDU Session or IP type PDU Session towards 5GC.
-	For Unstructured traffic over PC5 reference point, the Layer-3 UE-to-Network Relay can use Unstructured type PDU Session or IP type PDU Session (i.e. IP encapsulation/de-capsulation by Layer-3 UE-to-Network Relay) towards 5GC.
The type of traffic supported over PC5 reference point is indicated by the Layer-3 UE-to-Network Relay e.g. using the corresponding RSC. The Layer-3 UE-to-Network Relay determines the PDU Session Type based on, e.g. ProSe policy/parameters, URSP rule, RSC, etc.
NOTE 1:	How the Layer-3 UE-to-Network Relay determines PDU session type should be evaluated independent from other part of this solution while considering other PDU session parameters, e.g. DNN, SSC mode.
IP type PDU Session and Ethernet type PDU Session can be used to support more than one Remote UEs while Unstructured type PDU Session can be used to support only one Remote UE.
NOTE 2:	The maximum number of PDU Sessions can affect the maximum number of Remote UEs that the UE-to-Network Relay can support.
NOTE 3: Support of non-unicast mode communication (i.e. one-to-many communication/broadcast or multicast) between network and Layer-3 UE-to-Network Relay UE and between Layer-3 UE-to-Network Relay and Remote UE(s) is not supported in this release of the specification.
5.4.1.2	Layer-3 UE-to-Network Relay with N3IWF support 
To support Remote UE services with end-to-end confidentiality and IP address preservation requirements, the Layer-3 UE-to-Network Relay with N3IWF shall provide access to the 5GC for the Remote UE via N3IWF using the features defined in clause 4.2.8 and clause 5.30.2.7 of TS 23.501 [4].   
RSC is used to determine whether Layer-3 UE-to-Network relay provides secure N3IWF access. The corresponding RSC are provisioned to the authorized Remote UE and Layer-3 UE-to-Network Relay. 
For the Layer-3 UE-to-Network Relay provisioned with N3IWF supported RSC(s), the corresponding PDU session parameters (e.g. S-NSSAI) to support N3IWF access are provisioned as part of Layer-3 UE-to-Network Relay Policy/parameters for supporting Layer-3 UE-to-Network Relay via N3IWF. When a Remote UE connects with the corresponding RSC, the Layer-3 UE-to-Network Relay determines the corresponding PDU session parameters based on the requested RSC. 
NOTE:	The Layer-3 UE-to-Network Relay only includes N3IWF supported RSC in discovery message when the corresponding PDU session parameters (e.g. S-NSSAI) are authorized to be use in the accessed network. A Layer-3 UE-to-Network Relay may include both N3IWF supported RSC and normal RSC in the discovery message. 
A Remote UE determines if N3IWF access via a Layer-3 UE-to-Network Relay is required for an application's traffic based on the URSP, as specified in TS 23.503 [9]. 
Selection of the N3IWF follows the regulatory rules of the country where it is located, and when required by the regulations the Remote UE only selects a N3IWF within the local country. QoS differentiation can be provided on per-IPsec Child Security Association basis. N3IWF determines the IPsec child SAs as defined in TS 23.502 [8] clause 4.12. The N3IWF is preconfigured to allocate different IPsec child SAs for QoS Flows with different QoS profiles.
NOTE:	In case the Remote UE and Relay UE registered to different PLMNs, there need to be SLA established to govern the QoS handling, e.g. when the RSC is configured. The SLA can include the mapping between the DSCP markings for the IPsec child SAs with the Remote UE and the corresponding QoS, and N3IWF IP address(es). The non-alteration of the DSCP field between N3IWF and the Relay UE's UPF is also assumed to be governed by an SLA and by transport-level arrangements that are outside of 3GPP scope. The packet detection filters at the Relay UE's UPF can be based on the N3IWF IP address and the DSCP markings.
The 5GC to which the Layer-3 UE-to-Network Relay registers and the 5GC to which the Remote UE registers may be the same or different.
* * * * End of changes * * * *
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