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* * * Start of Changes * * * 
[bookmark: _Toc68001467][bookmark: _Toc58920852][bookmark: _Toc58920901]5	Network Data Analytics Functional Description
[bookmark: _Toc68001468]5.1	General
The NWDAF provides analytics to 5GC NFs, and OAM as defined in clause 7. An NWDAF can be decomposed into:
-	Analytics logical function (AnLF): An NWDAF containing the Analytics logical function, denoted as NWDAF(AnLF), can perform inference, derive analytics information (i.e. derives statistics and/or predictions based on Analytics Consumer request) and expose analytics service i.e. Nnwdaf_AnalyticsSubscription or Nnwdaf_AnalyticsInfo.
-	Model Training logical function (MTLF): An NWDAF containing the Model Training logical function, denoted as NWDAF(MTLF), trains ML models and exposes new training services (e.g. providing trained model) as defined in clause 7.
NOTE 1:	NWDAF can contain Model Training logical function, Analytics logical function, or both. An NWDAF contains both logical functions and is denoted as NWDAF, unless explicitly mentioned as NWDAF(AnLF) and NWDAF(MTLF).
NOTE 2:	Pre-trained ML model storage and provisioning to NWDAF is out of the scope of 3GPP.
NOTE 3:	Sharing of models or model meta data is limited to single vendor environments in this Release of the specification.
Analytics information are either statistical information of the past events, or predictive information.
Different NWDAF instances may be present in the 5GC, with possible specializations per type of analytics. The capabilities of a NWDAF instance are described in the NWDAF profile stored in the NRF. 
To guarantee the accuracy of analytics output, based on the UE abnormal behaviour analytics from other NWDAF including abnormal UE list and the observed time window, the NWDAF is to detect and delete the input data from the abnormal UE(s), and then generate a new model and/or analytics outputs without the input data related to abnormal UE list during the observed time window, and then send/update the outputs to the subscribed NWDAF consumer. If the outputs has been sent to the consumer and the re-generation will take a long time, the NWDAF may inform the consumer with a lower probability assertion for the analytics output.
In order to support NFs to discover and select an NWDAF instance containing MLTF, AnLF, or both, that is able to provide the required service (e.g. analytics exposure or ML model provisioning) for the required type of analytics, each NWDAF instance should provide the list of supported Analytics ID(s) (possibly per supported service) when registering to the NRF, in addition to other NRF registration elements of the NF profile. NFs requiring the discovery of an NWDAF instance that provides support for some specific service(s) for a specific type of analytics may query the NRF for NWDAFs supporting the required service(s) and the required Analytics ID(s).
The consumers i.e. 5GC NFs and OAM decide how to use the data analytics provided by NWDAF.
The interactions between 5GC NF(s) and the NWDAF take place within a PLMN.
The NWDAF has no knowledge about NF application logic. The NWDAF may use subscription data but only for statistical purpose.
The NWDAF architecture allows for arranging multiple NWDAF instances in a hierarchy/tree with a flexible number of layers/branches. The number and organisation of the hierarchy layers, as well as the capabilities of each NWDAF instance remain deployment choices.
In a hierarchical deployments, NWDAFs may provide data collection exposure capability for generating analytics based on the data collected by other NWDAFs, when DCCF, MFAF are not present in the network.

* * * Next Changes * * * 
6.1X	Analytics improvement based on analytics interactions between Mulitple NWDAFs
6.1X.1 		General
When multiple NWDAFs exist, not all of them need to be able to provide the same type of analytics results and some specific NWDAF instance(s) could support certain types of analytics, which are identified by analytics IDs. 
One NWDAF may provide UE abnormal behaviour analytics, which may be useful for other NWDAF(s) to improve analytics generation for other analytics ID(s).

6.1X.2 Procedure for analytics improvement based on UE abnormal behaviour analytics interactions between NWDAFs 



1. The consumer sends an analytics subscription/request (Analytics ID X, Analytics Filter information = Area of Interest, Analytics target period, Analytic reporting information= Max duration of reporting) to NWDAF 1, which is responsible for the certain analytics ID X.
2a.  To guarantee the accuracy of analytics output for the Analytics ID X, the NWDAF1 may need to obtain this analytics output based on the input data without the one from abnormal UE(s). The NWDAF1 subscribes/requests (Analytics ID= UE abnormal behaviour, Analytics Filter information = Area of Interest, Analytics target period) to NWDAF 2, which is responsible for analytics ID “UE abnormal behaviour”, by invoking invoking Nnwdaf_AnalyticsInfo_Request or Nnwdaf_AnalyticsSubscription_Subscribe.
2b. The NWDAF 2 performs the procedure for UE Abnormal Behaviour identification and analytics generation, and then it provides the abnormal UE list and the observed time window to the NWDAF 1, indicating the time window of the abnormal behaviour analytics
3. According to Analytic reporting information in step 1, if the NWDAF1 need to provide an analytics result for analytics ID X before the Max duration of reporting ends, the NWDAF1 may train the model and obtain an analytics output, based on related data of all UEs in the AOI, before obtaining the abnormal UE list from the NWDAF2 in step 2b.
4. The NWDAF1 provides the analytics output and optional related probability assertion to the consumer, by invoking Nnwdaf_AnalyticsInfo_Response or Nnwaf_AnalyticsSubscription_Notify.
5. After training model and obtaining the UE Abnormal Behaviour analytics successfully, the NWDAF2 provides the abnormal UE list and the observed time window to the NWDAF 1, indicating the time window of the abnormal behaviour analytics.
6. Before a new model is trained and a new analytic result is generated, the NWDAF1 may send Nnwaf_AnalyticsSubscription_Notify with a lower probability assertion for the analytics output sent in step 4 based on the abnormal UE list and the observed time window.
7. The NWDAF1 trains a new model and generates a new analytics output for analytics ID X, based on the data without the one from the abnormal UE(s) and the observed time window.  
8. The NWDAF1 provides the updated analytics output and/or corresponding validity period to the consumer.

* * *End of Changes * * * 
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