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[bookmark: _Toc517082226]* * * * First change * * * *
4.16.4	SM Policy Association Establishment


Figure 4.16.4-1: SM Policy Association Establishment
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the V-PCF is not involved. In the local breakout roaming case, the H-PCF is not involved. In the home routed roaming case, the V-PCF is not involved and the H-PCF interacts with the H-SMF.
This procedure is used in UE requests a PDU Session Establishment as explained in clause 4.3.2.2.1, for non-roaming and local breakout roaming. For home-routed roaming, as explained in clause 4.3.2.2.2.
For local breakout roaming, the interaction with HPLMN (e.g. step 3) is not used. In local breakout roaming, the V-PCF interacts with the UDR of the VPLMN.
1.	The SMF determines that the PCC authorization is required and requests to establish an SM Policy Association with the PCF by invoking Npcf_SMPolicyControl_Create operation (see clause 5.2.5.4.2). The SMF includes the following information: SUPI, PDU Session id, PDU Session Type, S-NSSAI, NSI ID (if available), DNN, GPSI (if available), Access Type, AMF instance identifier and if available, the IPv4 address and/or IPv6 network prefix, PEI, User Location Information, UE Time Zone, Serving Network, RAT type, Charging Characteristics, Session AMBR, default QoS information, Trace Requirements, Internal Group Identifier (see TS 23.501 [2], clause 5.9.7).
	The SMF provides Trace Requirements to the PCF when it has received Trace Requirements and	it has selected a different PCF than the one received from the AMF.
2.	If the PCF does not have the subscriber's subscription related information, it sends a request to the UDR by invoking Nudr_DM_Query (SUPI, DNN, S-NSSAI, Policy Data, PDU Session policy control data, Accumulated Usage data) service in order to receive the information related to the PDU Session. The PCF may request notifications from the UDR on changes in the subscription information by invoking Nudr_DM_Subscribe (Policy Data, SUPI, DNN, S-NSSAI, Notification Target Address (+ Notification Correlation Id), Event Reporting Information (continuous reporting), PDU Session policy control data, Accumulated Usage data) service.
3.	If the PCF determines that the policy decision depends on the status of the policy counters available at the CHF and such reporting is not established for the subscriber, the PCF initiates an Initial Spending Limit Report Retrieval as defined in clause 4.16.8.2. If policy counter status reporting is already established for the subscriber, and the PCF determines that the status of additional policy counters are required, the PCF initiates an Intermediate Spending Limit Report Retrieval as defined in clause 4.16.8.3.
4.	The PCF makes the authorization and the policy decision.
5.	The PCF answers with a Npcf_SMPolicyControl_Create response; in its response the PCF may provide policy information defined in clause 5.2.5.4 (and in TS 23.503 [20]). The SMF enforces the decision. The SMF implicitly subscribes to changes in the policy decisions.
NOTE:	After this step the PCF can subscribe to SMF events associated with the PDU Session.
 
* * * * Second change * * * *
5.2.5.4.2	Npcf_SMPolicyControl_Create service operation
Service operation name: Npcf_SMPolicyControl_Create
Description: The NF Service Consumer can request the creation of a SM Policy Association and provide relevant parameters about the PDU Session to the PCF.
Inputs, Required: SUPI (or PEI in the case of emergency PDU Session without SUPI), PDU Session id, DNN and S-NSSAI.
Inputs, Optional: Information provided by the SMF as defined in clause 6.2.1.2 of TS 23.503 [20], such as Access Type, the IPv4 address and/or IPv6 prefix, PEI, GPSI, User Location Information, UE Time Zone, Serving Network, RAT type, Charging Characteristics information, Session AMBR, subscribed default QoS information, Trace Requirements and Internal Group Identifier (see TS 23.501 [2], clause 5.9.7), NSI ID, DN Authorization Profile Index.
NOTE:	If SMF receives the DN authorized Session AMBR from the DN-AAA at PDU session establishment, it includes the DN authorized Session AMBR within the Session-AMBR, instead of the subscribed Session AMBR received from the UDM, in the request.
Outputs, Required: SM Policy Association ID defined in TS 29.512 [48].
Outputs, Optional: Policy information for the PDU Session as defined in clause 5.2.5.4.1.
See clause 4.16.4 for the detail usage of this service operation.
* * * * Third change * * * *
5.2.11.2.2	Nnwdaf_EventsSubscription_Subscribe service operation
Service operation name: Nnwdaf_EventsSubscription_Subscribe
Description: Subscribes to NWDAF event with specific parameters.
Inputs Required: S-NSSAI, (Set of) Event ID(s) defined in clause 5.2.11.2.1, Notification Target Address (+ Notification Correlation ID), Event Reporting Information defined in Table 4.15.1-1.
Inputs, Optional: Event Filter(s) associated with each Event ID (e.g. Load Level Threshold value), Subscription Correlation ID (in the case of modification of the event subscription), NSI ID related to the S-NSSAI.
	NOTE: NSI ID is only applicable when the consumer is NSSF.
Outputs Required: When the subscription is accepted: Subscription Correlation ID (required for management of this subscription).
Outputs, Optional: None.
Notification Target Address (+ Notification Correlation ID) is used to correlate Notifications sent by NWDAF with this subscription.
* * * * Forth change * * * *
5.2.11.2.4	Nnwdaf_EventsSubscription_Notify service operation
Service operation name: Nnwdaf_EventsSubscription_Notify
Description: NWDAF notifies the consumer instance of the event that has subscribed to the specific NWDAF service. Depending upon type of subscription this notification is either on a periodic basis or triggered whenever a threshold is crossed.
Inputs Required: Event ID, Notification Target Address (+ Notification Correlation ID), S-NSSAI, Load level information of Network Slice instance.
Inputs, Optional: NSI ID related to the S-NSSAI.
NOTE: NSI ID is only applicable when the consumer is NSSF.
Outputs Required: None.
Outputs, Optional: None.
* * * * End of changes * * * *
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