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	Reason for change:
	According to the current descriptions of clause 4.2.11, if for all the S-NSSAI(s) requested by the UE the NSACF returned the maximum number of UEs per network slice has been reached, it is FFS whether the AMF rejects the UE request for registration.
According to the 23.501, the default Subscribed S-NSSAIs are expected to serve the UE when no Requested S-NSSAI can be permitted.
	If an S-NSSAI is marked as default, then the network is expected to serve the UE with a related applicable Network Slice instance when the UE does not send any permitted S-NSSAI to the network in a Registration Request message as part of the Requested NSSAI.



Therefore, in order to ensure the UE could access to services even if the maximum number of UEs per network slice UE requests to access has been reached, it is proposed that the AMF can allow UE to access the Default Subscribed S-NSSAIs. This can improve the possibility of successful registration. 
This is similar with the current mechanism of NSSAA as defined per Rel-16.In order to ensure access to services even when Network Slice-specific Authentication and Authorization fails, the AMF can allow UE to access the Default Subscribed S-NSSAIs. More detailed descriptions are captured in the TS 24.501. For example: 

	[bookmark: _Toc59215381][bookmark: _Toc51949161][bookmark: _Toc51948069][bookmark: _Toc45286800][bookmark: _Toc36657136][bookmark: _Toc36212959][bookmark: _Toc27746777][bookmark: _Toc20232675]5.5.1.2.4	Initial registration accepted by the network
If the UE indicated the support for network slice-specific authentication and authorization, and if:
a)	the UE did not include the requested NSSAI in the REGISTRATION REQUEST message or none of the S-NSSAIs in the requested NSSAI in the REGISTRATION REQUEST message are allowed; and
[bookmark: _Hlk33437180]b)	one or more subscribed S-NSSAIs marked as default are not subject to network slice-specific authentication and authorization or the network slice-specific authentication and authorization procedure has been successfully performed for one or more subscribed S-NSSAIs marked as default;
the AMF shall in the REGISTRATION ACCEPT message include:
a)	pending NSSAI containing one or more subscribed S-NSSAIs marked as default for which network slice-specific authentication and authorization will be performed or is ongoing (if any) and one or more S-NSSAIs from the pending NSSAI which the AMF provided to the UE during the previous registration procedure for which network slice-specific authentication and authorization will be performed or is ongoing (if any);
b)	allowed NSSAI containing S-NSSAI(s) for the current PLMN each of which corresponds to a subscribed S-NSSAI marked as default which are not subject to network slice-specific authentication and authorization or for which the network slice-specific authentication and authorization has been successfully performed; and
c)	allowed NSSAI containing one or more subscribed S-NSSAIs marked as default, as the mapped S-NSSAI(s) for the allowed NSSAI in roaming scenarios, which are not subject to network slice-specific authentication and authorization or for which the network slice-specific authentication and authorization has been successfully performed.




	
	

	Summary of change:
	If for all the S-NSSAI(s) the NSACF returned the maximum number of UEs per network slice has been reached, the AMF shall include in the Registration Accept message an Allowed NSSAI including the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs.
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* * * * start of 1st change * * * *
[bookmark: _Toc68061707]4.2.11	Network Slice Admission Control Function (NSACF) procedures
[bookmark: _Toc68061708]4.2.11.1	General
The Network Slice Admission Control Function procedures are performed for an S-NSSAI which is subject to Network Slice Admission Control (NSAC) as described in TS 23.501 [2].
Editor's note:	It is FFS how the NSAC works in the roaming case.
[bookmark: _Toc68061709]4.2.11.2	Number of UEs per network slice availability check and update procedure
The number of UEs per network slice availability check and update procedure is to update (i.e. increase or decrease) the number of UEs registered with a S-NSSAI which is subject to NSAC. The AMF is configured with the information indicating which network slice is subject to NSAC.


Figure 4.2.11.2-1: Number of UEs per network slice availability check and update procedure
1.	The AMF triggers the Number of UEs per network slice availability check and update procedure to update the number of UEs registered with a network slice when a network slice subject to NSAC is included or removed from the Allowed NSSAI for a UE. The procedure is triggered in the following cases:
-	At UE Registration procedure, as per clause 4.2.2.2.2:
-	before the Registration Accept in step 21 if the EAC mode is active; or
-	after the Registration Accept message if the EAC mode is not active;
-	At UE Deregistration procedure, as per clause 4.2.2.3, after the Deregistration procedure is completed;
-	At UE Configuration Update procedure (which may result from NSSAA procedure):
-	before the UE Configuration Update message if the EAC mode is active; or
-	after the UE Configuration Update message if the EAC mode is not active;
NOTE:	Depending on the deployment, there may be different NSACF for different S-NSSAI subject to NSAC, and hence, during the registration, AMF triggers the Number of UEs per network slice availability check and update procedure to multiple NSACF.
Editor's note:	If one S-NSSAI the number of the UE/PDU session is managed by several different NSACF, it is FFS how to assure the AMF reaches the same NSACF and how to coordinate the number of UE among the NSACF(s)
2.	If the S-NSSAI is verified that it can be included in the Allowed NSSAI, and the S-NSSAI is subject to NSAC, the AMF sends Nnsacf_NumberOfUEsPerSliceAvailabilityCheckAndUpdate_Request message to the NSACF. The AMF includes in the message the UE ID, the S-NSSAI(s) for which the number of UEs registered per network slice update is required and the update flag which indicates whether the number of UEs registered with the S-NSSAI(s) is to be increased when the UE has gained registration to network slice(s) subject to NSAC or the number of UEs registered with the S-NSSAI(s) is to be decreased when the UE has deregistered from S-NSSAI(s) or could not renew its registration to an S-NSSAI subject to NSAC.
3.	The NSACF updates the current number of UEs registered for the S-NSSAI, i.e. increases or decrease the number of UEs registered per network slice based on the information provided by the AMF in the update flag parameter.
	If the update flag parameter from the AMF indicates increase and the NSACF finds the UE ID is already in the list of UEs registered with the network slice, the number of the UEs registered with the network slice is not increased as the UE has already been counted as registered with the network slice. If the UE ID is not in the list of UE IDs registered with the network slice and the maximum number of UEs registered with the network slice has not been reached yet, the NSACF adds the UE ID in the list of UEs registered with the network slice and increases the current number of the UEs registered with the network slice. If the UE ID is not in the list of UEs registered with that S-NSSAI and the maximum number of UEs per network slice for that S-NSSAI has already been reached, then the NSACF returns a result parameter indicating that the maximum number of UEs registered with the network slice has been reached.
	If the update flag parameter from the AMF indicates decrease, the NSACF removes the UE ID from the list of UEs registered with the network slice for each of the S-NSSAI(s) indicated in the request from the AMF and also the NSACF decreases the number of UEs per network slice that is maintained by the NSACF for each of these network slices.
4.	The NSACF returns the Nnsacf_NumberOfUEsPerSliceAvailabilityCheckAndUpdate_Response in which the NSACF includes the S-NSSAI(s) for which the maximum number of UEs per network slice has already been reached along with a result parameter indicating that the maximum number of UEs registered with the network slice has been reached.
	If for all the S-NSSAI(s) the NSACF returned the maximum number of UEs per network slice has been reached, the AMF rejects the UE request for registration. In the Registration Reject message the AMF includes the rejected S-NSSAI(s) in the rejected NSSAI parameter, a reject cause set to 'maximum number of UEs per network slice reached' for each S-NSSAI and optionally a back-off timer.
Editor's note:	It is FFS whether the AMF shall send the Registration Reject message when for all the S-NSSAI(s) that the UE requested to register for and were subject to NSAC the NSACF returned the maximum number of UEs per network slice has been reached.
	Otherwise, tThe AMF returns Registration Accept message in which the AMF includes the Allowed NSSAI and rejected S-NSSAI(s) in the rejected NSSAI list for which the NSACF has indicated that the maximum number of UEs per network slice has been reached, a reject cause set to 'maximum number of UEs per network slice reached' for each rejected S-NSSAI and optionally a back-off timer. If for all the S-NSSAI(s) provided in step 2 the NSACF returned the maximum number of UEs per network slice has been reached and if one or more subscribed S-NSSAIs are marked as default in the subscription data, the AMF can decide to include these Default Subscribed S-NSSAIs in the Allowed NSSAI. Otherwise, the AMF rejects the UE request for registration. In the Registration Reject message the AMF includes the rejected S-NSSAI(s) in the rejected NSSAI parameter, a reject cause set to 'maximum number of UEs per network slice reached' for each S-NSSAI and optionally a back-off timer.
NOTE:	It is recommended that at least one of the Subscribed S-NSSAIs marked as default S-NSSAI is not subject to Network Slice Admission Control, in order to ensure the UE is able to access to services even when maximum number of UEs per network slice UE requests to access has been reached.
Editor's note:	It is FFS whether and how to restrict the signalling sent from the AMFs to the NSACF in case the maximum number of UEs has been reached for prolonged time.
* * * * end of 1st change * * * *
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