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FIRST CHANGE (all text is new)
[bookmark: _Toc27894663][bookmark: _Toc36191730][bookmark: _Toc45192816][bookmark: _Toc47592448][bookmark: _Toc51834529][bookmark: _Toc59100355]4.3.2.X	Support of L2TP
L2TP may be used between between UPF and the DN via N6 to carry traffic of a PDU Session, as defined in TS 23.501 [2]. The corresponding high level end to end signalling flow is described in this clause and further refined in TS 29.561 [63]. For the procedure described below, it is a prerequisite that the UE is already registered to the 5GC, and both SMF and UPF support the L2TP feature. 
NOTE 1:	The scenario where the UE sends actual PPP frames/signaling towards the LAC, which involves back and forth message exchanges between the UE and LAC, for example for LCP Negotiation, is not in scope.
NOTE 2:	The UE does not need to be aware of the L2TP procedure 

 
Figure 4.3.2.X: Support of L2TP
1.	This step is the same as step 1 in clause 4.3.2.2.1 or step 1 in clause 4.3.2.2.2
	The PDU session establishment may include in the PCO information authentication information for PAP and/or CHAP, 
2. 	The SMF may determine that an L2TP session is required for the PDU session based on local configuration (e.g. related with DNN/S-NSSAI). The SMF may retrieve the L2TP Tunnel parameters from the DN-AAA server, as described clause 4.3.2.3, or be configured locally with L2TP Tunnel parameters.
	The L2TP Tunnel parameters may include include information such as the LNS addressing information (e.g. IP address or hostname), as defined in TS 29.561 [63].
3.	This step is the same as step 8 in clause 4.3.2.2.1 with the following additions: 
If L2TP is required for the PDU session, the SMF selects a UPF supporting L2TP 
4. 	This step is the same as step 10a in clause 4.3.2.2.1 with the following additions:
The SMF requests the UPF to setup an L2TP session towards the L2TP server (LNS). 
The SMF may send to the UPF as part of N4 signaling, L2TP Tunnel Information and L2TP Session Information to setup a L2TP session.
The L2TP Session Information includes specific information related to the PDU Session, e.g. a Calling Number which may be set to UE's SUPI, the Called Number for the L2TP Session which may be configured to contain the DNN, PAP/CHAP related parameters if included by the UE in PCO in step 1 etc. This information is defined in TS 29.561 [63]. 
5.	If needed the UPF may decide to setup a new L2TP Tunnel, as described in TS 29.561 [63].
	If the UPF decides to use an already existing L2TP Tunnel for the requested PDU Session from the SMF, it directly proceeds with step 5 below.
6.	The UPF proceeds with L2TP Session setup towards the LNS, as described in TS 29.561 [63].
If the SMF has requested the UPF to allocate the UE IP address in step 4, the UPF may retrieve the UE IP address from the LNS.
 7.	This step is the same as step 10b in clause 4.3.2.2.1 with the following additions:
The status of the L2TP Session setup is sent by the UPF to the SMF in a N4 Session Establishment Response. This may indicate information provided by the LNS Server for the UE such as the DNS server address, …
8.	This step is the same as steps 11 – 13 in clause 4.3.2.2.1.

NEXT CHANGE (2)

[bookmark: _Toc68061810]4.11.0a.5	PDN Connection Establishment
During establishment of non-emergency PDN connection in the EPC, the UE and the SMF+PGW-C exchange information via PCO as described in TS 23.501 [2] clause 5.15.7. If the SMF+PGW-C supports more than one S-NSSAI and the APN is valid for more than one S-NSSAI, before the SMF+PGW-C provides an S-NSSAI to the UE, the SMF+PGW-C should check such that the selected S-NSSAI is among the UE's subscribed S-NSSAIs, and that the S-NSSAI is not subject to Network Slice-Specific Authentication and Authorization, by retrieving the Subscribed S-NSSAI from UDM using the Nudm_SDM_Get service operation (the SMF+PGW-C discovers and selects a UDM as described in TS 23.501 [2] clause 6.3.8). If the SMF+PGW-C is in a VPLMN, the SMF+PGW-C uses the Nnssf_NSSelection_Get service operation to retrieve a mapping of the Subscribed S-NSSAIs to Serving PLMN S-NSSAI values. If the S-NSSAIs supported by the SMF+PGW-C are all subject to NSSAA, then the SMF+PGW-C should reject the PDN connection establishment.
During establishment of non-emergency PDN connection in the EPC, if PGW-C+SMF is selected for a UE that has 5GS subscription, the SMF may be configured to obtain the subscribed IP index from UDM as part of subscription data using the Nudm_SDM_Get service operation (the PGW-C+SMF discovers and selects a UDM as described in TS 23.501 [2] clause 6.3.8).
During establishment of non-emergency PDN connection in the EPC, if SMF+PGW-C is selected for a UE that has 5GS subscription but does not support 5GC NAS and is accessing via EPC/E-UTRAN and if the SMF+PGW-C supports more than one S-NSSAI and the APN is valid for more than one S-NSSAI, the SMF+PGW-C+PGW-C may proceed as specified in first paragraph of this clause or select any S-NSSAI associated with the APN of the PDN connection. The SMF+PGW-C shall not provide any 5GS related parameters to the UE.
NOTE:	The SMF+PGW-C knows that the UE does not support 5GS NAS if the UE does not provide PDU Session ID in PCO (see TS 23.501 [2] clause 5.15.7).
During establishment of emergency PDN connection:
-	The SMF+PGW-C is to be derived from the emergency APN or to be statically configured in the Emergency Configuration Data in MME.
-	5GC interworking support with N26 or without N26 is determined based on UE's 5G NAS capability and local configuration (in the Emergency Configuration Data in MME).
-	The S-NSSAI configured for the emergency APN in SMF+PGW-C is not sent to the UE by the SMF+PGW-C. One S-NSSAI is configured for the emergency APN.
During establishment of non-emergency PDN connection and emergency PDN connection, if SMF+PGW-C is selected for a UE that does not support 5GC NAS, the SMF+PGW-C creates unique PDU Session ID for each PDN connection of the UE.
The unique PDU Session ID can be created based on the EPS Bearer IDs assigned by the MME for the PDN Connections associated with the UE and not be in the range of PDU Session ID values that can be created by a 5GC NAS capable UE.
When the SMF+PGW-C establishes the PDN connection successfully, the SMF+PGW-C provides the ID of the PCF ID selected for the PDN connection in the UDM using the Nudm_UECM_Registration service operation.
A SMF+PGW-C may support L2TP as described in clause 4.3.2.X. In this case step 1 and Step 7 of Figure 4.3.2.X-1 correspond to a PDN Connection establishment and a SMF+PGW-C replaces the SMF in that Figure.

END OF CHANGES
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