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1	Overall description
SA2 tanks GSMA FSAG for their LS on "Prevention of attacks on sliced core network". SA2 relies on the security expertise of 3GPP SA3 for the analysis of the issue in your LS. However, for the following aspects in your LS SA2 would like to provide the following answers: 
Is it allowed to have two slices with the same SST (the SD is after all optional and not a conditional element)?
SA2 answer: If a network slice is identified only by the SST field of the S-NSSAI, there is only one network slice in the PLMN identified by such SST value. If network slice is identified by both the SST and the SD fields, such network slices can share the same SST value but must have a different SD value. 

Is every slice-id which has a SD automatically non-standard? Even if it has a standard SST value?
SA2 answer: Yes, a standardized S-NSSAI is comprised only of an SST value. The Standardised SST values are defined in clause 5.15 of TS 23.501. The values of SST 0-127 are reserved for standardization. all other SST values are operator specific. Any S-NSSAI with a SD field is non-standard even if the SST field is one of the standardised values.
2	Actions
To GSMA FSAG 
ACTION: 	Please take the above information into account

3	Dates of next TSG SA WG 2 meetings
the upcoming SA2 meetings can be found in the SA2 Meetings calendar 
