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	[bookmark: _Hlk55138113]Reason for change:
	In the SA2#143E meeting the new feature for Network Slice Admission Control (NSAC) for maximum number of registered UEs was documented in TS 23.501.

The new introduced clause "5.15.11 Network Slice Admission Control Function" incorrectly describes in the title that the clause is about a a new Function, although clause 5.15.11 is meant to describe the procedure as such.

Further, in clause 5.15.11.1 it is described that the NSAC procedure is performed during "… Network Slice-Specific Authentication and Authorisation procedure in clause 4.2.9.2 in TS 23.502 [3], AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure in clause 4.2.9.3 in TS 23.502 [3], and AAA Server triggered Slice-Specific Authorization Revocation in clause 4.2.9.4 in TS 23.502 [3]". This is wrong, as the various NSSAA procedures are independent from the NSAC procedure. Only if the result of NSSAA procedure impacts the UE registration to the S-NSSAI, then the NSAC procedure is performed during the UCU procedure.


	
	

	Summary of change:
	It is proposed to update the description of the NSAC procedure.
Further, the case of S-NSSAI subject to both NSSAA and NSAC is clarified that first the result of the NSSAA procedure may trigger the AMF to perform the NSAC procedure with the NSACF.

	
	

	Consequences if not approved:
	Incorrect description of the NSAC procedure.
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[bookmark: _Toc19105783][bookmark: _Toc27821199]***** FIRST CHANGE *****
[bookmark: _Toc68015637]5.15.11	Network Slice Admission Control Function
An S-NSSAI can be a subject to Network Slice Admission Control (NSAC). The NSAC allows the use of the S-NSSAI resources up to a maximum number of registered UEs and/or a maximum number of established PDU Sessions in the S-NSSAI. If the maximum number of registered UEs and/or established PDU Sessions in the S-NSSAI are reached, then new UEs or PDU Sessions are rejected.
The NSAC is monitored and controlled by Tthe Network Slice Admission Control Function (NSACF). monitors and controls the number of registered UEs per network slice for the network slices that are subject to Network Slice Admission Control (NSAC).
The NSACF and AMF are configured via the OAM system that an S-NSSAI is subject to NSAC. The NSACF is configured with the maximum number of registered UEs and/or established PDU Sessions per network slice which are allowed to be served by each network slicethe S-NSSAI that is subject to NSAC.

***** NEXT CHANGE *****
[bookmark: _Toc68015638]5.15.11.1	NSAC for Mmaximum number of registered UEs per network slice admission control
The NSACF controls (i.e. increase or decrease) the current number of UEs registered for with a network slice so that it the current number of UEs does not exceed the maximum number of UEs allowed to register with that network slice. The NSACF also maintains a list of UE IDs registered with a network slice that is subject to NSAC. When the current number of UEs registered with a network slice is to be increased, the NSACF first checks whether the UE Identity is already in the list of UEs registered with that network slice and if not, it checks whether the maximum number of UEs per network slice for that network slice has already been reached.
The AMF triggers sends a request to NSACF the UE registers with or deregisters from the S-NSSAI for maximum number of UEs per network slice admission control when the UE's registration status for a network slice subject to NSAC may change, i.e. during the UE Registration procedure in clause 4.2.2.2.2 in TS 23.502 [3], UE Deregistration procedure in clause 4.2.2.3 in TS 23.502 [3], or UE Configuration Update procedure in clause 4.2.4.2Network Slice-Specific Authentication and Authorisation procedure in clause 4.2.9.2 in TS 23.502 [3], AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure in clause 4.2.9.3 in TS 23.502 [3], and AAA Server triggered Slice-Specific Authorization Revocation in clause 4.2.9.4 in TS 23.502 [3].
If a UE requests registration to S-NSSAI which is subject to both NSSAA and NSAC, the AMF first considers the result of the NSSAA procedure. If the NSSAA procedure is successful (i.e. the EAP result is 'Success'), the AMF requests the NSACF for NSAC. If the NSACF accepts the UE to register with the S-NSSAI, the AMF includes the S-NSSAI in the Allowed NSSAI. If the NSACF rejects the UE to register with the S-NSSAI, the AMF includes the S-NSSAI in the list of Rejected S-NSSAIs with an appropriate cause value. Then the AMF sends UE Configuration Update Command to the UE with the updated Allowed NSSAI or list of Rejected S-NSSAIs. If a UE is removed from the Allowed NSSAI due to NSSAA failure, then the AMF triggers NSAC procedure to deregister the UE in the NSACF.
***** END of CHANGE *****




