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	Reason for change:
	It is to refect the UE configuration in the conclusions for “Remote provisioning for SNPN credentials (Component 2 of KI#4)” in clause 8.4.1 of TR23.700-07, Onboarding configuration is introduced to User Plane Remote Provisioning for SNPN credentials.
Additionally, as discuessed in S2-2102838:
· An ON may be configured with multiple PVSs’ information. But different UEs may have different requirement for credential. E.g. UE A wants SNPN K’ credential, UE B wants SNPN Q’s credential, UE C wants SNPN R’s credential. Different credentials may be provisioned by different PVSs. 
· Provisioning all the PVSs’ information to the UE make the UE to blind attempt and it is inefficient since at most only one PVS is valid for the UE but the UE may need to try all the PVS and receiving failure time by time. E.g. the UE A may happen to try PVS_2 and PVS_3 before PVS_1. 
· In order to provide correct PVS information the UE, the ON needs the index from the UE, i.e. the ID of the SNPN of which the credential is required by the UE. The SNPN ID is preconfigured on the UE or provide by the user.
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***** Start of changes *****
5.30.2.X.4	Remote Provisioning of UEs in Onboarding Network
5.30.2.X.4.2	Onboarding configuration for the UE
Editor’s Note:	This clause should include the configuration data in the UE for UP provisioning.
In order to enable UP Remote Provisioning of SNPN credentials for a UE, Configuration data for UP Remote Provisioning are either pre-configured on the UE or provided by the ONN. Configuration data for UP Remote Provisioning provided by the ONN take precedence over corresponding configuration data stored in the UE. 
Configuration data for UP Remote Provisioning (i.e., PVS address information including PVS IP address information or PVS FQDN) may be stored in the ME or on the UICC. 
Additionally, the UE may be preconfigured with the PLMN ID and the NID of the SNPN of which the credential is required by the UE. The PLMN ID and the NID of the SNPN may also be by provided to the UE by the User. 
The SMF in the ONN may store the Configuration data for UP Remote Provisioning (i.e. PVS IP address and/or PVS FQDN), which is associated with a list of SNPN ID (i.e. PLMN ID and the NID). If the UE wants to download a SNPN’s credential, during the PDU session setup procedure, it provides the SNPN ID to the SMF. The SMF provides PVS IP address and/or PVS FQDN to the UE. If there are multiple PVSs’ IP addresses and FQDNs, the SMF use the SNPN ID provided by the UE to determine the PVS IP address and/or PVS FQDN for the UE.


***** End of changes *****
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