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Abstract of the contribution: Discuss the open questions for the restricted PDU sessions and PVS configuration for SNPN.
1. Discussion 
1.1 PDU Session restriction W.R.T the usage of PVS FQDN
The restricted PDU session is configured to block any traffic that is not from or to PVS IP address. The PVS information configured for the UE may include FQDN or PVS IP address. In case the UE use the PVS FQDN, it will trigger DNS inquiry with data header as the DNS IP address. The DNS inquiry PDU will be blocked by the restricted PDU session and cause failure.
Observation1: restricted PDU session allowing traffic with PVS IP address only will block the DNS inquiry traffic when the UE use the PVS FQDN. 
Proposa1: The restricted PDU session shall allow the traffic with DNS IP address as well as PVS IP address.

1.2 Restricted PDU session is mandated or optional for an ON
For the case of O-SNPN, if there is no PVS information configured on the O-SNPN, it should allow to setup normal PDU session without traffic restriction for an Onboarding UE. Otherwise, the UE cannot use the PVS information preconfigured on the UE.
Proposal2: If there is PVS information configured on the O-SNPN, the O-SNPN should setup a restricted PDU session with traffic restriction for an Onboarding UE. But if there is no PVS information configured on the O-SNPN, it should allow to setup a normal PDU session without traffic restriction for an Onboarding UE.
For the case of O-PLMN, the UE is in normal registration, in principle, the UE is allowed to use any established PDU session to execute the remote UP provisioning. According to the operator policy, the O-PLMN may restrict some traffic of the UE, but this kind of traffic restriction is as the legacy, not dedicated for the remote UP provisioning. 
Proposal3: In principle, the O-PLMN will not restrict the traffic in a PDU session for the remote UP provisioning only. But according to operator policy, it may restrict some traffic of the UE, but it is as the legacy and not dedicated for the remote UP provisioning.
1.3 How the ON obtain PVS information (i.e. FQDN and/or IP address of PVS)
Option1: Locally configured on the ON
· Option1.1: Locally configured PVS information in one entity only, e.g. when there is PCC, Locally configured PVS information in PCF. When there is no PCC, locally configured PVS information in SMF.
· Option1.2: Locally configured on PCF and SMF and PCF, but the one in PCF take precedence.
Option2: Provided by external entity, e.g. AF or DCS. The one from external take precedence on the locally preconfigured one.
For option1.2, the basic idea is the PCF needs PVS information to setup PCC rules to restrict traffic in the PDU session of an Onboading UE and the SMF needs to configure the UE the PVS information and configure PDR to restrict traffic in the PDU session of an Onboading UE. However, there is risk of misalignment to pre-configured the same information in two places and it is hard to say the PVS information in PCF is more accurate than the one in the SMF because the PVS information in both of them are preconfigured. Unless, the PVS information in the PCF is updated by the external entity, the one from external take precedence on the locally preconfigured one. Option2 should be allowed when the increased number of PVS information.
Proposal4: Both the option of locally configured PVS information and the option of providing PVS information by the external entity should be allowed. If only applying the locally configured option, it is proposed to locally configure the PVS information in one entity of the ON in order to avoid misalignment. 
1.4 How to use Multiple PVS address(es) in the ON

 
An ON may be configured with multiple PVSs’ information. But different UEs may have different requirement for credential. E.g. UE A wants SNPN K’ credential, UE B wants SNPN Q’s credential, UE C wants SNPN R’s credential. Different credentials may be provisioned by different PVSs. 
Provisioning all the PVSs’ information to the UE make the UE to blind attempt and it is inefficient since at most only one PVS is valid for the UE but the UE may need to try all the PVS and receiving failure time by time. E.g. the UE A may happen to try PVS_2 and PVS_3 before PVS_1. 
[bookmark: _GoBack]In order to provide correct PVS information the UE, the ON needs the index from the UE, i.e. the ID of the SNPN of which the credential is required by the UE. The SNPN ID is preconfigured on the UE or provide by the user.
Proposal5: The PVS information in the ON is associated with a list of SNPN, the ON provides the PVS information to the UE based on the SNPN’s credential the UE want.
2. Conclusion
Observation1: restricted PDU session allowing traffic with PVS IP address only will block the DNS inquiry traffic when the UE use the PVS FQDN. 
Proposa1: The restricted PDU session shall allow the traffic with DNS IP address as well as PVS IP address.
Proposal2: If there is PVS information configured on the O-SNPN, the O-SNPN should setup a restricted PDU session with traffic restriction for an Onboarding UE. But if there is no PVS information configured on the O-SNPN, it should allow to setup a normal PDU session without traffic restriction for an Onboarding UE.
Proposal3: In principle, the O-PLMN will not restrict the traffic in a PDU session for the remote UP provisioning only. But according to operator policy, it may restrict some traffic of the UE, but it is as the legacy and not dedicated for the remote UP provisioning.
Proposal4: Both the option of locally configured PVS information and the option of providing PVS information by the external entity should be allowed. If only applying the locally configured option, it is proposed to locally configure the PVS information in one entity of the ON in order to avoid misalignment. 
Proposal5: The PVS information in the ON is associated with a list of SNPN, the ON provides the PVS information to the UE based on the SNPN’s credential the UE want.
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