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Abstract of the contribution: This contribution introduces a function of coexistence of multiple ECS address and provision to UE based on traffic. 
1.	Discussion 
[bookmark: _Toc66367635][bookmark: _Toc66367698]1.1	Procedure of 3rd party AF obtaining GPSI
[bookmark: _Hlk61545495]As indicated in TS 23.548 clause 6.5.2.1, there is an Editor’s Note to describe how 3rd party AF to get GPSI: 
Editor’s Note: It is FFS whether the 3rd party AF would know the GPSI; the possibility to configure the ECS address for all UE in one operation should be considered.
This issue has been discussed in UE data collection part of eNA item in TR 23700-91[x]. According to conclusion part of clause 8.8 of TR 23700-91[x] and approved paper S2-2101346, the procedure of 3rd party AF obtains GPSI is below:
-	The 3rd party AF registers its available NF profile to the NRF. 
-	For an AF in untrusted domain, the SLA between the operator and the application service provider determines such as the AF for the UE Application to connect to (e.g. based on the FQDN), the information that the UE Application shares with the AF, subject to user consent and etc.
-	A UE Application is configured/provisioned with the information from the ASP such as the address of the AF to contact, the parameters that the UE Application is authorized to provide to the AF and etc.
-	The UE Application establishes a user plane connection to the 3rd party AF. The Connection establishment procedure from the UE Application to the AF as above is out of scope of the present specification. For the non-3GPP defined services, the Connection establishment procedure is out of 3GPP’s scope.  
-	The 3rd party AF obtains UE IP address from UE Application.
-	The 3rd party AF triggers event exposure in SMF and UDM via NEF using UE IP address. This procedure is used for obtaining the mapping table between UE IP address and SUPI (in 3GPP domain)/GPSI (out of 3GPP domain).
-	The 3rd party AF maintains the relationship between GPSI and UE IP address.
So, the 3rd party AF obtains the GPSI and maintains the relationship between GPSI and UE IP address.
Proposal-1: The 3rd party AF registers its available NF profile to the NRF. A UE Application is configured/provisioned with the address of the AF. The UE Application establishes a user plane connection to the 3rd party AF and provides UE IP address. The 3rd party AF triggers event exposure in SMF and UDM via NEF using UE IP address for obtaining the mapping table between UE IP address and GPSI.
1.2	Issues of multiple ECS Address(es)
As indicated in TS 23.548 clause 6.5.2.1, there is an Editor’s Note to describe the issue of multiple ECS address (es): 
Editor’s Note: It is FFS for multiple ECS address configuration information.
According to the clause 6.6.2.4 of TS 23.558[5], there is really exists that multiple ECSs which provided by multiple providers supports one EDN or more EDN: 
a)	One or more ECS(s) may be deployed to support one EDN.
b)	One ECS may be deployed to support one or more EDN(s).
c)	One or more ECS(s) may be deployed by a PLMN operator.
d)	One or more ECS(s) may be deployed by an ECSP.


Figure 1.2-1: Architecture for enabling edge applications - reference points representation (referred to Figure 6.2-2 of TS 23.558[5])
As indicated in Figure 1.2-1 and TS 23.558[5], till this specification, ECS does not have an edge attribute. It can be seen as a global network element to serve multiple EDNs.
[bookmark: _Toc37790998][bookmark: _Toc42003949][bookmark: _Toc50584270][bookmark: _Toc50584614][bookmark: _Toc57673462][bookmark: _Toc66792495]1.2.1	Multiple Providers
If the ECS is deployed by a PLMN operator, as indicated in clause 8.3.1 of TS 23.558[5]: 
If the ECS deployed by MNO is contracted with one or more ECSP(s), the ECS provides EES configuration information of MNO owned and ECSP owned EESs via MNO ECS as described in clause 8.3.3.3.3.
So, if the ECS is deployed by a PLMN operator, it can be seen as only one ECS faced to for the user. All other ECSs both provided by other operators or 3rd parties register on this ECS. The ECS deployed by a PLMN operator act as an operator’s AF and all of other ECS address(es) are not needed to provide to UE respectively. The only introduced characteristic is other ECS (3rd party AF) register to operator’s AF and provides EES information. The operator’s ECS(act as AF) provides its own ECS address to UE, and in the following procedure, this ECS provides its own EES and any other EESs which owned by 3rd party to EEC in UE. 
[image: ]
Figure 1.2.1-1: ECS deployed by MNO is contracted with one or more ECSP(s)
If the ECS is deployed by a non-MNO ECSP, as indicated in clause 8.3.1 of TS 23.558[5]:
If the ECS is deployed by a non-MNO ECSP, the ECS endpoint address may be configured with the EEC. An EEC that is aware of multiple ECSP's ECS endpoint addresses may perform the service provisioning procedure per ECS of each ECSP multiple times.
For this situation, multiple 3rd party ECS address are provided to UE and UE may aware of multiple ECSP’s ECS and triggers independent service provisioning procedure. All these procedures are happened individually. But in order to differentiate the different ECS address in UE, another mechanism should be designed both in ECS and in UE, described in clause 1.2.2.
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Figure 1.2.1-2: Multiple ECSs are deployed by non-MNO ECSPs
1.2.2	Multiple ECS address(es) coexistence in UE and 5GC
Due to multiple ECS exists, in other to differentiate the service from different providers, the simple way is providing ECS address together with other relation parameters such as provider related (ECSP, ECS ID) and target consumer related (EEC ID, APP ID, AC ID and etc). For example: 
Table 1.2.2-1 : Description of ECS Address Configuration Information parameters
	ECS Address Configuration Information
	Description

	ECS address
	FQDN and/or IP Address of ECS

	ECS ID
	This IE indicates to the Identifier of ECS. The UE may use this information to differentiate ECSs.

	ECS provider ID
	The identifier of the ECS Provider

	APP ID
	The identifier of the application

	AC ID
	The identifier of the application client

	EEC ID
	The identifier of the EEC



When AF provides ECS address together with other relation information to 5GC and UE, 5GC and UE stores the independent ECS address because of different provider and target consumers.
Proposal-2: The 3rd party AF provides both ECS address and other relation parameters to 5GC and UE in parameter provision. The relation parameters include address provider related (ECSP, ECS ID) parameters and target consumer related (EEC ID, APP ID, AC ID and etc). 
1.3	Provision of ECS address towards for all UEs in one operation
In conclusion part of TR 23.748[x], the following principles are agreed for supporting ECS address provisioning for UE(s) supporting an EEC: 
-	The UE indicates whether it supports the capability of transferring to the EEC the ECS address received from the 5GC via NAS.
-	Based on the operator policy and the UE’s capability, the SMF provides the ECS address(es) to the UE during PDU Session establishment procedure if the UE indicated that it supports transferring the ECS address received from the 5GC to the EEC.
-	The 5GC may derive the Edge Configuration Server Information based on local configuration, the UE's location, and/or UE subscription information.
As indicated in TS 23.548 clause 6.5.2.1, there is an Editor’s Note to describe the possibility to configure the ECS address for all UE in one operation and reduce the signalling overload: 
Editor’s Note: It is FFS whether the 3rd party AF would know the GPSI; the possibility to configure the ECS address for all UE in one operation should be considered.
Editor’s Note: Potential signaling overload is FFS. When the AF uses Nnef_ParameterProvision to send a new ECS Address Information to the UDM for many UE.
The ECS address is subscribed as Session Management Subscription in UE subscription data in both UDM and UDR. And based on UDM subscription mechanism, the ECS address is provisioned per-UE. Also, if AF uses Nnef_ParameterProvision to send a new ECS Address Information associated with GPSI to the UDM, it is faced to individual UE or group of UE. 
But, the signal of Nnef_ParameterProvision doesn’t support to provide ECS address to multiple UE in one generation. One AF will provide the same ECS address to multiple UEs in multiple Nnef_ParameterProvision Update requests.
1.3.1	Option 1: Service specific parameter provisioning
As indicated in clause 4.15.6.7 of TS 23.502[3], this procedure enables the AF to provide service specific parameters to 5G system via NEF. And different from Nnef_ParameterProvision, this AF request sent to NEF contains the information of service description part and Target UE(s) or a group of UEs parts, like below: 
1)-	Service Description.
	Service Description is the information to identify a service the Service Parameters are applied to. The Service Description in the AF request can be represented by the combination of DNN and S-NSSAI, an AF-Service-Identifier or an application identifier.
2)	Service Parameters.
	Service Parameters are the service specific information which needs to be provisioned in the Network and delivered to the UE in order to support the service identified by the Service Description.
3)	Target UE(s) or a group of UEs.
	Target UE(s) or a group of UEs indicate the UE(s) who the Service Parameters shall be delivered to. Individual UEs can be identified by GPSI, or an IP address/Prefix or a MAC address. Groups of UEs can be identified by an External Group Identifiers as defined in TS 23.682 [23]. If identifiers of target UE(s) or a group of UEs are not provided, then the Service Parameters shall be delived to any UEs using the service identified by the Service Description.
The service description parts describes the parameters applied to which DNN+S-NSSAI+APP ID. And if identifiers of target UE(s) or a group of UEs are not provided, then the Service Parameters shall be delived to any UEs using the service identified by the Service Description. This description resolves the problem of wasting signals. ECS address act as service parameters provided to 5GC and apply to any UE in DNN+S-NSSAI+APP ID. 
But in the original procedure, PCF is responsible for delivering service parameters to any UE in DNN+S-NSSAI+APP ID by UE policy delivery. This procedure doesn’t coordinate with the conclusion that: the SMF provides the ECS address(es) to the UE during PDU Session establishment procedure if the UE indicated that it supports transferring the ECS address received from the 5GC to the EEC. 
So, we change the procedure that PCF notifies SMF the changes of PCC rules or PDU session policy, and SMF delivers the ECS address to any UEs in DNN+S-NSSAI+APP ID by ePCO during PDU Session establishment procedure. In step 6b, another delivery of ECS address configuration information is decleared in order to coordinate with the conclusion in TS 23.548.
A potential influence is ECS address configuration information should be added in service parameters, PCC rules or PDU session policy. 


Figure 1.3.1-1: Service specific information provisioning
Proposal-3: The ECS address configuration information is provided by reusing service specific information provisioning procedure. If identifiers of target UE(s) or a group of UEs are not provided, then the ECS address(es) are deliver to any UEs by ePCO procedure.
1.3.2	Option 2: ECS address provision based on traffic
According to traffic influence procedure declared in clause 5.6.7 of TS 23.501[2] and clause 4.3.6 of TS 23.502[3], AF request contains parameters faced to the influenced traffic. If the target influenced traffic can be found, for example, the UEs which visit the target EAS or potentially to visit target EAS, these UEs can be provided with the ECS address. 
In AF request, it provides the traffic description which defines the target traffic to be influenced, represented by the combination of DNN and optionally S-NSSAI, and application identifier or traffic filtering information. The traffic which coordinates with this description will be provided by the ECS address. In the traffic filtering information, the destination IP 3 tuple(s) of target EAS (IP address or IPv6 network prefix, port number, protocol ID of the protocol above IP) which UE visits or going to visit is included. ECS Address Configuration Information is provided and act as associated information towards traffic description. 
The NEF stores the AF request information in the UDR (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = AF Transaction Internal ID, S-NSSAI and DNN and/or Internal Group Identifier or SUPI). 
ECS Address Configuration Information is added associated with AF influenced Traffic Steering Enforcement Control in PCC rules. 
After the notification from UDR, the PCF determines if existing PDU Sessions and the UEs in influenced traffic are potentially impacted by the AF request. For each of these PDU Sessions and traffic, the PCF updates the SMF with corresponding new PCC rule(s) by invoking Npcf_SMPolicyControl_UpdateNotify service operation as described in steps 5 and 6 in clause 4.16.5 of TS 23.502[3]. 
But, different from the existing mechanism, when a PCC rule is received from the PCF, the SMF may take appropriate actions not only to reconfigure the user plane of the PDU Session, but also SMF discovers the UEs in influenced traffic and triggers ePCO procedure to deliver ECS address to UE individually. 


Figure 1.3.2-1: Add ECS provision to Processing AF requests to influence traffic routing for Sessions not identified by an UE address
Another alternative way is the ECS Address Configuration Information is provided by Application Function influence on traffic routing procedure. The 3rd AF invokes a Nnef_TrafficInfluence_Create/Update service operation and adds ECS Address Configuration Information in content of this service operation. The 3rd party AF provides the traffic description to define the target traffic to be influenced and the ECS Address to be provided. The UEs in the influenced traffic will be provided with the ECS address via ePCO procedure after the SMF is notified by updated PCC rules.
But there is a drawback to this approach. There are no existing PCC rules or PDU session policy corresponding to ECS address. This may have an impact to the PCF. And traffic influence procedure focusses on routing decision and how to send parameters to UE needs further study. 
2.	Proposal 
Proposal-1: The 3rd party AF registers its available NF profile to the NRF. A UE Application is configured/provisioned with the address of the AF. The UE Application establishes a user plane connection to the 3rd party AF and provides UE IP address. The 3rd party AF triggers event exposure in SMF and UDM via NEF using UE IP address for obtaining the mapping table between UE IP address and GPSI.
Proposal-2: The 3rd party AF provides both ECS address and other relation parameters to 5GC and UE in parameter provision. The relation parameters include address provider related (ECSP, ECS ID) parameters and target consumer related (EEC ID, APP ID, AC ID and etc). 
Proposal-3: The ECS address configuration information is provided by reusing service specific information provisioning procedure. If identifiers of target UE(s) or a group of UEs are not provided, then the ECS address(es) are deliver to any UEs by ePCO procedure. 
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