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	On the feature of support “SNPN connectivity for UEs with credentials owned by Credentials Holder”. 
There are several issues needed to be discussed:
(1) whether the scenario that only part of AMF(s) in SNPN support “SNPN connectivity for UEs with credentials owned by Credentials Holder” need to be considered. 
(2) Whether the scenario that AMF(s) in SNPN support different Credentials Holder need to be considered.
This may impact the AMF selection mechanism and mobility procedure if AMF changes.

 Considering we didn’t get agreement on these issues during study phase and in most cases SNPN have a quite limited coverage. The AMF in SNPN shall sharing the same capability to support “SNPN connectivity for UEs with credentials owned by Credentials Holder”.

Similar logic applies to SMF in the SNPN.
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	Consequences if not approved:
	“SNPN connectivity for UEs with credentials owned by Credentials Holder” is not supported if AMF/SMF selection is not correctly performed.

	
	

	Clauses affected:
	5.30.2.9

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc68015814][bookmark: _Toc20150220][bookmark: _Toc27847028][bookmark: _Toc36188160][bookmark: _Toc45184071][bookmark: _Toc47342913][bookmark: _Toc51769615][bookmark: _Toc59095968]5.30.2.9	SNPN connectivity for UEs with credentials owned by Credentials Holder
[bookmark: _Toc68015815]5.30.2.9.1	General
SNPNs may support UE access using credentials owned by a Credentials Holder separate from the SNPN. In this case the Session Management procedures (i.e. PDU Sessions) terminate in an SMF in the SNPN.
NOTE:	it is assumed the AMF(s) and SMF(s) in the whole SNPN homogeneously support SNPN connectivity for UEs with credentials owned by Credentials Holder in this release. 
[bookmark: _Toc68015816]5.30.2.9.2	Credentials Holder using AAA Server for primary authentication and authorization
The AUSF in SNPN may support primary authentication and authorization of UEs that use credentials from an AAA Server in a Credentials Holder (CH).
-	If the UDM instructs AUSF that primary authentication by a AAA server in a CH is required, the AUSF shall discover and select the AAA server, and then forward EAP messages to the AAA server which is acting as the EAP Server for the purpose of primary authentication.
-	The SUPI is used to identify the UE during primary authentication and authorization towards the AAA sever. SUPI privacy is achieved according to existing methods in Annex I.5 of TS 33.501 [29].
-	After completing the primary authentication with the AAA server successfully, the AMF and SMF shall retrieve the UE subscription data from UDM using SUPI.
Figure 5.30.2.9.2-1 depicts the 5G System architecture for SNPN with Credentials Holder using AAA Server for primary authentication and authorization.


[bookmark: _Hlk67939452]Figure 5.30.2.9.2-1: 5G System architecture with access to SNPN using credentials from Credentials Holder using AAA Server
Editor's note:	Whether an intermediate function is needed between the AUSF and the AAA-S is FFS.
Editor's note:	The Interface between AAA Server and SNPN is FFS.
[bookmark: _Toc68015817]5.30.2.9.3	Credentials Holder using AUSF and UDM for primary authentication and authorization
Figure 5.30.2.9.3-1 depicts the 5G System architecture for SNPN with Credentials Holder using AUSF and UDM for primary authentication and authorization.
NOTE:	The architecture for SNPN and Credentials Holder is depicted as a non-roaming reference architecture as the UE is not considered to be roaming, even though some of the roaming architecture reference points are also used.


[bookmark: _Hlk67939463]Figure 5.30.2.9.3-1: 5G System architecture with access to SNPN using credentials from Credentials Holder using AUSF and UDM
* * * * End of changes * * * *
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