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1
Introduction

The conclusions for KI #1 and #2 (in clause 4.2 and clause 8 of TR 23.700-40, respectively) include different access type aspect as below:

	8.1
Conclusion for Key Issue #1

…

NOTE 2:
The detailed operation for the network slice access control with the consideration of different access types and EPC interworking will be considered during the normative phase.
…
8.2
Conclusion for Key Issue#2

…
NOTE 2:
The detailed operation for the network slice access control with the consideration of different access types and EPC interworking will be considered during the normative phase.


KI#1 and KI#2 are not those attributes which apply to 3GPP access type only according to NG.116. The detailed operation would have dependency to the underlying architecture. Considering that the baseline normative work for KI#1 has been done while the normative work for KI#2 is not yet specified, this discussion paper focuses on KI#1 aspect, and propose to discuss KI#2 aspect at the next SA2#145e meeting. 
2
Discussion

2.1
Counting methodology
The UE can connect to 5GC via 3GPP and/or non-3GPP access networks. When the UE has registered via 3GPP access and non-3GPP access simultaneously, and received the same allowed S-NSSAI for both accesses, there can be two methodologies of how to count the number of UEs:

· Option 1: The number of UEs registering for the S-NSSAI is one. This methodology is on a terminal count basis. 

· Option 2: The number of UEs registering for the S-NSSAI is two. This methodology is on a registration count basis.
In the light of facts that the AMF manages UE access and mobility context for each access type and considering the amount of network resources in control plane for processing and maintaining each registration, a registration count based methodology can be the finest granularity. It is proposed to determine which methodology is used based on the operator policy to provide flexible means of managing their network resources. 
2.2
Which NF takes a responsibility for checking the access type 
In the case of the same AMF serving the UE for both access types depicted in Fig 1, the AMF can determine that the UE is registered via both access types. In the case of the different AMF serving the UE for each access type depicted in Fig 2, the AMF cannot determine it while NSACF can. Therefore, it is proposed that the NSACF takes access type into account for admission control.   
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Fig 1. The same AMF case

[image: image2.emf]UE

AMF

NSACF

Registration 

via 3gpp access

Registration 

via n3gpp access

Availability check 

(UE ID, 3gpp)

Availability check 

(UE ID, n3gpp)

AMF


Fig 2. The different AMF case
3
Proposal

The authors of this paper are proposing to endorse the proposals below: 
Proposal 1: NSACF is configured with the operator policy regarding the counting methodology, i.e. whether a registration count based methodology or a terminal count based methodology is used for the network slice. 
Proposal 2: AMF provides access type for the registration along with the other parameters to the NSACF when Nnsacf_NumberOfUEsPerSliceAvailabilityCheckAndUpdate service operation (clause 5.2.21.2.2 of TS 23.502) is invoked. 
Proposal 3: NSACF checks whether the combination of UE Identity and access type is already in the list of UEs registered with that network slice for the Network Slice Admission Control.
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