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---Start of the 1st Change---
[bookmark: _Toc68062001]4.15.6.11	Time Synchronization parameters
As described in TS 23.501 [2] clause 5.27.1.z8, an AF may learn 5GS capabilities to support time synchronization based on parameters exposed by the NEF (Table 4.15.6.11-1) and AF may request to perform time synchronization distribution configuration by providing input parameters towards NEF (Table 4.15.6.11-2).
Table 4.15.6.11-1: Description of Time Synchronization capabilities exposed NEF -> AF
	Time Synchronization Parameter
	Description

	Time synchronization distribution method
	Identifies the time synchronization distribution methods supported by 5GS.
Allowed values: IEEE Std 1588 [76] operation (i.e. as a Boundary Clock, peer-to-peer Transparent Clock, or end-to-end Transparent Clock) and transport protocol (Ethernet, UDP over IPv4, or UDP over IPv6), IEEE Std 802.1AS [75] operation, or Access Stratum-based 5G clock sync.

	(g)PTP grandmaster capable
	Indicates separately whether NW-TT supports acting as a gPTP or PTP PTP grandmaster.

	5G AS Clock quality
	Indicates the clock quality supported in case of Access Stratum-based 5G clock sync.
Allowed values: Atomic clock, GNSS, terrestrial radio, serial time code, PTP, NTP, handset, internal oscillator, other.

	5G Clock accuracy
	Indicates an upper bound for the synchronicity accuracy budget supported by the 5G clock sync time distribution process.
[optional]



Table 4.15.6.11-2: Description of Time Synchronization parameters input from AF -> NEF
	Time Synchronization Parameter
	Description

	Time synchronization distribution method
	Identifies the time synchronization distribution method requested by AF.
Allowed values: IEEE Std 1588 [76] operation (i.e. as a Boundary Clock, peer-to-peer Transparent Clock, or end-to-end Transparent Clock) and transport protocol (Ethernet, UDP over IPv4, or UDP over IPv6), IEEE Std 802.1AS [75] operation, or Access Stratum-based 5G clock sync.

	Grandmaster enabled
	Indicates whether AF requests 5GS to act as a grandmaster for PTP or gPTP (depending on the requested Time synchronization distribution method).
This is applicable for IEEE Std 1588 [76] or IEEE Std 802.1AS [75] operation.
[optional]

	Gandmaster priority
	Indicates a priority used as defaultDS.priority1 when generating Announce message when 5GS acts as (g)PTP GM.
[optional]

	Time Domain
	As defined in IEEE Std 1588 [76].
[optional]

	Time synchronization accuracy
	Indicates the time synchronization accuracy requirement for the time synchronization service. 
[optional]



The AF may use Nnef_ParameterProvision_Get operation to learn 5GS capabilities as in Table 4.15.6.11.1 to support time synchronization service. AF request for time synchronization service may include temporal validity condition and/or spatial validity condition as described in clause 5.27.1.8 in 23.501 [2]. 
Depending on the content of the time synchronization service request, the NEF performs the following mappings where needed:
-	Map the GPSI in Target UE Identifier into SUPI, according to information received from UDM.
-	Map the DNN, S-NSSAI and DNAI(s) combination in a set of UE(s), according to information received from UDM.
-	Map the geographic zone identifier(s) in Spatial Validity Condition into areas of validity, determined by local configuration.

Editor's note:	5G AS Clock quality and Access Stratum-based 5G clock sync is FFS.
Editor's note:	How a clock accuracy parameter as well as other parameters for time synchronization can be supported is FFS.
4.15.6.11.1	Time synchronization capability exposure


Figure 4.15.6.9.1-1: 5GS time synchronization capabilities exposure
1. The AF sends a request to learn 5GS capabilities for time synchronization as a service. The AF may include one or more target UE(s) identifiers in the request to assist 5GS time synchronization capabilities exposure. 
2. The NEF returns the requested time synchronization information that applies to the provided target UE(s) if provided, or to a PLMN level. Time synchronization information may be preconfigured at the NEF or may require the NEF to gather information from other NFs (e.g., via NF event exposure services).   

4.15.6.11.2	AF setting time synchronization service procedure


Figure 4.15.6.9.2-1: AF setting time synchronization service procedure
1. AF provides one or more parameter(s) listed in Table 4.15.6.11-2 to create or update or delete time synchronization service for a UE or a group of UE(s) to the NEF. 
For the case of creation or update of the time synchronization service, the AF may include additional conditions for the service such as temporal validity and/or spatial validity. If temporal validity condition is included, the intervals provided determine the activation and deactivation of the service (i.e., start and stop time for the service). Upon activation or expiration of the temporal validity time condition provided, the NEF or each of the network entities aware of the condition (e.g., NG-RAN node, DS-TT(s), NW-TT) reconfigure time synchronization service without explicit signalling (e.g., (g)PTP operation or distribution of 5G internal system clock).
To formulate the time synchronization request, the AF may receive PMIC and BMIC from DS-TT(s) and NW-TT to learn (g)PTP configuration (e.g., GM capabilities). 
2. The NEF authorizes the AF request and may apply policies to control the time synchronization service configuration authorized. 
If the authorisation is not granted, steps 3 and 4 are skipped and the NEF replies to the AF with a result value indicating that the authorization failed.
3. The NEF interacts with the PCF to send time synchronization parameters that may impact PCC rules determination at the PCF (e.g., time synchronization distribution method, synchronization accuracy, spatial validity condition, or temporal validity condition).
4. The PCF determines whether the request is allowed and notifies the NEF if the request is not authorized.
If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF for (g)PTP operation, if applicable. 
If the request is not authorized, or the needed QoS is not allowed, NEF responds to the AF in step 7 with a Result value indicating the failure cause.
5. The NEF sends a response message to the AF. Result indicates whether the request is granted or not.
6. For (g)PTP operation, if the time synchronization is granted, the NEF sends PMIC/BMIC signalling to configure the (g)PTP functionality in DS-TT and NW-TT, respectively. To forward PMIC/BMIC, the PCF may initiate a SM Policy Association Modification with the SMF as described in clause 4.16.5.2. The NEF may subscribe for the BMCA reports from the NW-TT using BMIC to detect changes of the DS-TT and NW-TT PTP port states within the same time domain.
7a.	If the SMF assist time synchronization service configuration, the PCF may initiate a SM Policy Association Modification with the SMF to forward time synchronization assistance information in addition to the updated policies in the PCC rules for the targeted PDU Session.
7b.	The SMF forwards time synchronization assistance information as part of the Namf_Communication_N1N2MessageTransfer
8a. If the AMF assist time synchronization service configuration, the PCF may initiate a AM Policy Association Modification with the AMF to forward time synchronization assistance information.
9.  The AMF updates and stores the UE context based on the time synchronization assistance information received in step 7b or 8a. The AMF may send N2 Message including the time synchronization assistance information to the (R)AN.
10. The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received in step 9.
11. The (R)AN may acknowledge N2 message.


---Start of the 2nd Change---
[bookmark: _Toc20204400][bookmark: _Toc27895099][bookmark: _Toc36192192][bookmark: _Toc45193305][bookmark: _Toc47592937][bookmark: _Toc51835024][bookmark: _Toc68062235][bookmark: _Toc20204457][bookmark: _Toc27895156][bookmark: _Toc36192253][bookmark: _Toc45193366][bookmark: _Toc47592998][bookmark: _Toc51835085][bookmark: _Toc68062297]5.2.2.2.2	Namf_Communication_UEContextTransfer service operation
Service operation name: Namf_Communication_UEContextTransfer
Description: Provides the UE context to the consumer NF.
Input, Required: 5G-GUTI or SUPI, Access Type, Reason.
Input, Optional: Integrity protected message from the UE that triggers the context transfer.
Output, Required: The UE context of the identified UE or only the SUPI and an indication that the Registration Request has been validated. The UE context is detailed in table 5.2.2.2.2-1.
Output, Optional: Mobile Equipment Identifier (if available), Allowed NSSAI, Mapping Of Allowed NSSAI.
See clause 4.2.2.2.2 for example of usage of this service operation. If the consumer NF sent an integrity protected message from the UE, the AMF uses it to verify whether this request is permitted to retrieve the UE context of the UE. If it is permitted, the AMF provides UE context to the consumer NF in the Namf_Communication_UEContextTransfer response. The following table illustrates the UE Context:
Table 5.2.2.2.2-1: UE Context in AMF
	Field
	Description

	SUPI
	SUPI (Subscription Permanent Identifier) is the subscriber's permanent identity in 5GS.

	Routing Indicator
	UE's Routing Indicator that allows together with SUCI/SUPI Home Network Identifier to route network signalling to AUSF and UDM instances capable to serve the subscriber

	AUSF Group ID
	The AUSF Group ID for the given UE.

	UDM Group ID
	The UDM Group ID for the UE.

	PCF Group ID
	The PCF Group ID for the UE.

	SUPI-unauthenticated-indicator
	This indicates whether the SUPI is unauthenticated.

	GPSI
	The GPSI(s) of the UE. The presence is dictated by its storage in the UDM.

	5G-GUTI
	5G Globally Unique Temporary Identifier.

	PEI
	Mobile Equipment Identity 

	Internal Group ID-list
	List of the subscribed internal group(s) that the UE belongs to.

	UE Specific DRX Parameters
	UE specific DRX parameters for E-UTRA and NR.

	UE Specific DRX Parameters for NB-IoT
	UE Specific DRX Parameters for NB-IoT

	UE MM Network Capability
	Indicates the UE MM network capabilities.

	5GMM Capability
	Includes other UE capabilities related to 5GCN or interworking with EPS.

	Events Subscription
	List of the event subscriptions by other CP NFs. Indicating the events being subscribed as well as any information on how to send the corresponding notifications

	LTE-M Indication
	Indicates if the UE is a Category M UE. This is based on indication provided by the NG-RAN or by the MME at EPS to 5GS handover.

	MO Exception Data Counter
	MO Exception Data Counter used for Small Data Rate Control purposes, see clause 5.31.14.3 of TS 23.501 [2].

	AMF-Associated Expected UE Behaviour parameters
	Indicates per UE the Expected UE Behaviour Parameters and their corresponding validity times as specified in clause 4.15.6.3.

	For the AM Policy Association:

	AM Policy Information
	Information on AM policy provided by PCF. Includes the Policy Control Request Triggers and the Policy Control Request Information. Includes the authorized RFSP and the authorized Service Area Restrictions.

	PCF ID
	The identifier of the PCF for AM Policy. In roaming, the identifier of V-PCF (NOTE 2).

	For the UE Policy Association:

	Trigger Information
	The Policy Control Request Triggers on UE policy provided by PCF.

	PCF ID(s)
	The identifier of the PCF for UE Policy. In roaming, the identifiers of both V-PCF and H-PCF (NOTE 1) (NOTE 2).

	For the UE NWDAF association:

	NWDAF ID(s)
	Indicating the NWDAF ID(s) (instance ID(s) or Set ID(s)) used for the UE specific Analytics.

	Analytic ID(s)
	Analytic ID(s) per NWDAF ID.

	Analytics specific data
	Additional information on the Analytics ID(s) the AMF is subscribed related to the UE specific Analytics, i.e. per Analytics ID it contains the following parameters: Analytics Filter Information, Target of Analytics reporting, Analytics Reporting Info.

	Other information

	Subscribed RFSP Index
	An index to specific RRM configuration in the NG-RAN that is received from the UDM.

	RFSP Index in Use
	An index to specific RRM configuration in the NG-RAN that is currently in use.

	UE-AMBR in serving network
	The UE-AMBR that has been sent to RAN (e.g. based on subscribed UE-AMBR from UDM or UE-AMBR received from PCF)

	MICO Mode Indication
	Indicates the MICO Mode for the UE.

	Extended idle mode DRX Parameters
	Negotiated extended idle mode DRX parameters.

	Active Time Value for MICO mode
	UE specific Active Time value allocated by AMF for MICO mode handling.

	Strictly Periodic Registration Timer Indication
	An indication that UE shall perform the Periodic Registration Update in a strictly periodic time, see TS 23.501 [2], clause 5.31.7.5.

	Voice Support Match Indicator
	An indication whether the UE radio capabilities are compatible with the network configuration. The AMF uses it as an input for setting the IMS voice over PS Session Supported Indication over 3GPP access.

	Homogenous Support of IMS Voice over PS Sessions
	Indicates per UE if "IMS Voice over PS Sessions" is homogeneously supported in all TAs in the serving AMF or homogeneously not supported, or, support is non-homogeneous/unknown, see clause 5.16.3.3 of TS 23.501 [2].

	UE Radio Capability for Paging Information
	Information used by the NG-RAN to enhance the paging towards the UE (see clause 5.4.4.1 of TS 23.501 [2]).

	Information On Recommended Cells And RAN nodes For Paging
	Information sent by the NG-RAN, and used by the AMF when paging the UE to help determining the NG-RAN nodes to be paged as well as to provide the information on recommended cells to each of these NG-RAN nodes, in order to optimize the probability of successful paging while minimizing the signalling load on the radio path.

	UE Radio Capability Information
	Information sent by the NG-RAN node and stored in the AMF. The AMF sends this information to the NG-RAN node within the UE context during transition to CM-CONNECTED state, except for NB-IoT when NB-IoT specific UE Radio Access Capability are sent instead.

	UE Radio Capability ID
	Pointer that uniquely identifies a set of UE Radio Capabilities in UCMF as defined in TS 23.501 [2].

	NB-IoT specific UE Radio Access Capability Information
	NB-IoT specific UE radio access capabilities.

	WUS Assistance Information
	Assistance information for determining the WUS group (see TS 23.501 [2]).

	SMSF Identifier
	The Identifier of the SMSF serving the UE in RM‑REGISTERED state.

	SMSF Address
	The Address of the SMSF serving the UE in RM-REGISTERED state. (see clause 4.13.3.1).

	SMS Subscription
	Indicates subscription to any SMS delivery service over NAS irrespective of access type.

	SEAF data
	Master security information received from AUSF.

	Last used EPS PLMN ID
	The identifier of the last used EPS PLMN.

	Paging Assistance Data for CE capable UE
	Paging Assistance Data for Enhanced Coverage level and cell ID provided by the last NG-RAN the UE was connected to.

	Enhanced Coverage Restricted Information
	Specifies per PLMN whether CE mode B is restricted for the UE, or both CE mode A and CE mode B are restricted for the UE, or both CE mode A and CE mode B are not restricted for the UE.

	NB-IoT Enhanced Coverage Restricted Information
	Specifies per PLMN whether the Enhanced Coverage is restricted or not for the UE.

	Service Gap Time
	Used to set the Service Gap timer for Service Gap Control (see TS 23.501 [2] clause 5.31.16).

	Running Service Gap expiry time
	The time of expiry of a currently running Service Gap Timer (see TS 23.501 [2] clause 5.31.16).

	NB-IoT UE Priority
	Numerical value used by the NG-RAN to prioritise between UEs accessing via NB-IoT.

	List of Small Data Rate Control Statuses
	List of Small Data Rate Control Statuses by DNN and S-NSSAI for the released PDU Sessions, see TS 23.501 [2] clause 5.31.14.3.

	List of APN Rate Control Statuses
	Indicates for each APN, the APN Rate Control Status (see TS 23.401 [13] clause 4.7.7.3) received from an MME when mobility from EPC to 5GC occurs. This information is provided to the MME during 5GC to EPC mobility.

	Time synchronization assistance information
	Assistance information for time synchronization configuration. 
Indicates the accuracy budget the UE has for the 5G clock sync time distribution process, if 5G clock sync is the source of time reference for the UE, and the temporal validity condition of the service.

	For each access type level context within the UE access and mobility context:

	Access Type
	Indicates the access type for this context.

	RM State
	Registration management state.

	Registration Area
	Current Registration Area (a set of tracking areas in TAI List).

	TAI of last Registration
	TAI of the TA in which the last Registration Request was initiated.

	User Location Information
	Information on user location.

	Mobility Restrictions
	Mobility Restrictions restrict mobility handling or service access of a UE. It consists of RAT restriction, Forbidden area, Service area restrictions and Core Network type restriction. It may also contain an Allowed CAG list and, optionally an indication whether the UE is only allowed to access 5GS via CAG cells.

	Security Information for CP
	As defined in TS 33.501 [15].

	Security Information for UP
	As defined in TS 33.501 [15].

	Allowed NSSAI
	Allowed NSSAI consisting of one or more S-NSSAIs for serving PLMN in the present Registration Area.

	Mapping Of Allowed NSSAI
	Mapping Of Allowed NSSAI is the mapping of each S-NSSAI of the Allowed NSSAI to the S-NSSAIs of the Subscribed S-NSSAIs.

	S-NSSAIs subject to Network Slice-Specific Authentication and Authorization
	Subscribed S-NSSAIs which are subject to NSSAA procedure.
Also including the status, i.e. result, of the NSSAA if already executed or whether the S-NSSAI is pending the completion of an NSSAA procedure.

	Inclusion of NSSAI in RRC Connection Establishment Allowed by HPLMN
	[Only for 3GPP access] it defines whether the UDM has indicated that the UE is allowed to include NSSAI in the RRC connection Establishment in clear text.

	Access Stratum Connection Establishment NSSAI Inclusion Mode 
	Defines what NSSAI, if any, to include in the Access Stratum connection establishment as specified in TS 23.501 [2] clause 5.15.9.

	CM state for UE connected via N3IWF/TNGF
	Identifies the UE CM state (CM-IDLE, CM-CONNECTED) for UE connected via N3IWF/TNGF

	N2 address information for N3IWF/TNGF
	Identifies the N3IWF/TNGF to which UE is connected. Exists only if CM state for UE connected via N3IWF/TNGF is CM-CONNECTED.

	AMF UE NGAP ID
	Identifies the UE association over the NG interface within the AMF as defined in TS 38.413 [10]. This parameter exists only if CM state for the respective Access Type is CM-CONNECTED.

	RAN UE NGAP ID
	Identifies the UE association over the NG interface within the NG-RAN node as defined in TS 38.413 [10]. This parameter exists only if CM state for the respective Access Type is CM-CONNECTED.

	Network Slice Instance(s)
	The Network Slice Instances selected by 5GC for this UE.

	URRP-AMF information
	UE Reachability Request Parameter contains a list of URRP-AMF flags and associated authorised NF IDs. Each URRP-AMF flag indicates whether direct UE reachability notification has been authorised by the HPLMN towards the associated NF ID or not.

	SoR Update Indicator for Initial Registration
	An indication whether the UDM requests the AMF to retrieve SoR information when the UE performs NAS Registration Type "Initial Registration".

	SoR Update Indicator for Emergency Registration
	An indication whether the UDM requests the AMF to retrieve SoR information when the UE performs NAS Registration Type "Emergency Registration".

	Charging Characteristics
	The Charging Characteristics as defined in Annex A of TS 32.256 [71].

	For each PDU Session level context:

	S-NSSAI(s)
	The S-NSSAI(s) associated to the PDU Session.

	DNN
	The associated DNN for the PDU Session.

	Network Slice Instance id
	The network Slice Instance information for the PDU Session

	PDU Session ID
	The identifier of the PDU Session.

	SMF Information
	The associated SMF identifier and SMF address for the PDU Session.
When an I-SMF is used, this additionally include the information correspond to an I-SMF.

	Access Type
	The current access type for this PDU Session (for a MA PDU Session this may correspond to information indicating 2 Access Type).

	EBI-ARP list
	The allocated EBI and associated ARP pairs for this PDU session.

	5GSM Core Network Capability
	The UEs 5GSM Core Network Capability as defined in TS 23.501 [2] clause 5.4.4b.

	SMF derived CN assisted RAN parameters tuning
	These are PDU Session specific parameters received from the SMF and used by the AMF to derive the Core Network assisted RAN parameters tuning.

	NOTE 1:	The AMF transfers the PCF ID to the SMF during PDU Session Establishment. The SMF may select the PCF identified by the PCF ID as described in TS 23.501 [2], clause 6.3.7.1. In HR roaming case, the AMF transfers the identifier of H-PCF as described in clause 4.3.2.2.2. In LBO roaming case, the AMF transfers the identifier of V-PCF as described in clause 4.3.2.2.1.
NOTE 2:	The PCF ID in AM Policy Association information and the PCF ID in UE Policy Association Information should be the same in non-roaming case. The V-PCF ID in AM Policy Association information and the V-PCF ID in UE Policy Association Information should be the same in roaming case.



---Start of the 3rd Change---
[bookmark: _Toc20204480][bookmark: _Toc27895179][bookmark: _Toc36192276][bookmark: _Toc45193389][bookmark: _Toc47593021][bookmark: _Toc51835108][bookmark: _Toc68062320]5.2.5.3	Npcf_PolicyAuthorization Service
[bookmark: _Toc20204481][bookmark: _Toc27895180][bookmark: _Toc36192277][bookmark: _Toc45193390][bookmark: _Toc47593022][bookmark: _Toc51835109][bookmark: _Toc68062321]5.2.5.3.1	General
Service description: This service is to authorise an AF request and to create policies as requested by the authorized AF for the PDU Session to which the AF session is bound. Additionally this service allows an AF or NEF to exchange port management information with DS-TT and NW-TT. This service allows the NF consumer to subscribe/unsubscribe the notification of events, which are defined in clause 6.1.3.18 of TS 23.503 [20].
[bookmark: _Toc20204482][bookmark: _Toc27895181][bookmark: _Toc36192278][bookmark: _Toc45193391][bookmark: _Toc47593023][bookmark: _Toc51835110][bookmark: _Toc68062322]5.2.5.3.2	Npcf_PolicyAuthorization_Create service operation
Service operation name: Npcf_PolicyAuthorization_Create
Description: Authorize the request, and optionally determines and installs SM Policy Control Data according to the information provided by the NF Consumer or provides Port Management Information Container for ports on DS-TT or NW-TT.
Inputs, Required: UE (IP or MAC) address, identification of the application session context.
Inputs, Optional: UE identity if available, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, Application service provider, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.2.23 of TS 23.503 [20], QoS parameter(s) to be measured, Reporting frequency, Target of reporting as described in clause 6.1.3.21 of TS 23.503 [20], Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order), MPS for Data Transport Service indicator as described in clause 6.1.3.11 of TS 23.503 [20], time synchronization service information if applicable.
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in TS 23.503 [20] clause 6.1.3.16, clause 6.1.3.10).
Outputs, Optional: The service information that can be accepted by the PCF.
[bookmark: _Toc20204483][bookmark: _Toc27895182][bookmark: _Toc36192279][bookmark: _Toc45193392][bookmark: _Toc47593024][bookmark: _Toc51835111][bookmark: _Toc68062323]5.2.5.3.3	Npcf_PolicyAuthorization_Update service operation
Service operation name: Npcf_PolicyAuthorization_Update
Description: Provides updated information to the PCF.
Inputs, Required: Identification of the application session context.
Inputs, Optional: Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, Application service provider, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.2.23 of TS 23.503 [20], QoS parameter(s) to be measured, Reporting frequency, Target of reporting as described in clause 6.1.3.21 of TS 23.503 [20], MPS for Data Transport Service indicator as described in clause 6.1.3.11 of TS 23.503 [20], time synchronization service information if applicable.
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in TS 23.503 [20] clause 6.1.3.16).
Outputs, Optional: The service information that can be accepted by the PCF.
Provides updated application level information and communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.
[bookmark: _Toc20204484][bookmark: _Toc27895183][bookmark: _Toc36192280][bookmark: _Toc45193393][bookmark: _Toc47593025][bookmark: _Toc51835112][bookmark: _Toc68062324]5.2.5.3.4	Npcf_PolicyAuthorization_Delete service operation
Service operation name: Npcf_PolicyAuthorization_Delete
Description: Provides means for the NF Consumer to delete the context of application level session information.
Inputs, Required: Identification of the application session context.
Inputs, Optional: None.
Outputs, Required: None.
Outputs, Optional: None.
[bookmark: _Toc20204485][bookmark: _Toc27895184][bookmark: _Toc36192281][bookmark: _Toc45193394][bookmark: _Toc47593026][bookmark: _Toc51835113][bookmark: _Toc68062325]5.2.5.3.5	Npcf_PolicyAuthorization_Notify service operation
Service operation name: Npcf_PolicyAuthorization_Notify
Description: provided by the PCF to notify NF consumers of the subscribed events.
Inputs, Required: Event ID.
The events that can be subscribed are defined in clause 6.1.3.18 of TS 23.503 [20].
Inputs, Optional: Event information (defined on a per Event ID basis) are defined in clause 6.1.3.18 of TS 23.503 [20], Notification Correlation Information (information to identify the application session).
Notification Correlation Information is mandatory except in the case of the Manageable Ethernet Port detected event if no AF session exists between the PCF and the AF.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Port Management Information Container, MAC address and related port number, information of the detected bridge, information of the detected port(s) in a bridge.
[bookmark: _Toc20204486][bookmark: _Toc27895185][bookmark: _Toc36192282][bookmark: _Toc45193395][bookmark: _Toc47593027][bookmark: _Toc51835114][bookmark: _Toc68062326]5.2.5.3.6	Npcf_PolicyAuthorization_Subscribe service operation
Service operation name: Npcf_PolicyAuthorization_Subscribe
Description: provided by the PCF for NF consumers to explicitly subscribe the notification of events.
Inputs, Required: (Set of) Event ID(s) as specified in Npcf_PolicyAuthorization_Notify service operation, target of PCF event reporting (defined below), NF ID, Event Reporting Information defined in Table 4.15.1-1 (only the Event Reporting mode and the immediate reporting flag when applicable), Notification Target Address (+ Notification Correlation ID).
The target of PCF event reporting the subscription for an individual AF session: An UE IP address (IPv4 address or IPv6 prefix) optionally together with a (DNN, S-NSSAI) or with a UE ID (SUPI or GPSI).
Inputs, Optional: Event Filter, Subscription Correlation ID (in the case of modification of the event subscription).
Outputs, Required: When the subscription is accepted: Subscription Correlation ID.
Outputs, Optional: None.
[bookmark: _Toc20204487][bookmark: _Toc27895186][bookmark: _Toc36192283][bookmark: _Toc45193396][bookmark: _Toc47593028][bookmark: _Toc51835115][bookmark: _Toc68062327]5.2.5.3.7	Npcf_PolicyAuthorization_Unsubscribe service operation
Service operation name: Npcf_PolicyAuthorization_Unsubscribe
Description: Enable NF consumers to explicitly unsubscribe the notification of PCF events related to Npcf_PolicyAuthorization_Subscribe operation.
Inputs, Required: Subscription Correlation.
Inputs, Optional: None.
Outputs, Required: Success or Failure.
Outputs, Optional: None.
---Start of the 4th Change---
[bookmark: _Toc20204529][bookmark: _Toc27895228][bookmark: _Toc36192325][bookmark: _Toc45193438][bookmark: _Toc47593070][bookmark: _Toc51835157][bookmark: _Toc68062377]5.2.6.4.3	Nnef_ParameterProvision_Create service operation
Service operation name: Nnef_ParameterProvision_Create
Description: The consumer creates a 5G VN group or a time synchronization service.
Inputs, Required: AF ID, Transaction Reference ID.
Inputs, Optional: GPSI, External Group ID for 5G VN group creation, External Group ID, 5G VN group related information (e.g., 5G VN group data, 5G VN membership management), MTC Provider Information, time synchronization parameters.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Transaction specific parameters, if available.
[bookmark: _Toc20204530][bookmark: _Toc27895229][bookmark: _Toc36192326][bookmark: _Toc45193439][bookmark: _Toc47593071][bookmark: _Toc51835158][bookmark: _Toc68062378]5.2.6.4.4	Nnef_ParameterProvision_Delete service operation
Service operation name: Nnef_ParameterProvision_Delete
Description: The consumer deletes a 5G VN group or a time synchronization service.
Inputs, Required: AF ID, Transaction Reference ID.
Inputs, Optional: External Group ID, time synchronization parameters.
Outputs, Required: Operation execution result indication.
Outputs, Optional: None.


---End of Changes---
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