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--------------------------------------------------------------------First Change----------------------------------------------------------
[bookmark: _Toc68001535]6.2.8.1	General
The NWDAF may interact with an AF to collect data from UE Application(s) as an input for analytics generation. The AF can be in the MNO domain or an AF external to MNO domain. The data collection request from NWDAF may trigger the AF to collect data from the UE Application.
The UE establishes a connection to the AF in the MNO domain or external to MNO domain over user plane via a PDU session. The AF communicates with the UE Application and collects data from UE Application.
For both an AF in trusted domain and an AF in untrusted domain (which supports to collect data from a UE application), the SLA between the operator and the application service provider (i.e. ASP) determines:
-	The AF for the UE Application to connect to (e.g. based on the FQDN).
-	The information that the UE Application shares with the AF, subject to user consent.
-	Possible Data Anonymization, Aggregation or Normalization, algorithms (if used).
-	The authentication information that enable the AF to verify the authenticity of the UE's Application that provides data.
NOTE 1:	The mutual authentication info that is used by the UE Application and the AF and how user consent is obtained is out of SA WG2's scope.
-	The supported S-NSSAI(s) and DNN(s).
-	The supported UE attribute ID(s).
The AF (which supports the data collection) is configured based on the SLA above.
A UE Application (which supports to providing data to an AF) is configured/ provisioned with the below information from the ASP:
-	The address of the AF to contact.
-	The parameters that the UE Application is authorized to provide to the AF.
-	The authentication information to enable the UE Application to verify the authenticity of the AF that requests data.
NOTE 2:	The authentication and authorization info that is used by the UE Application and the AF for collection and how user consent is obtained is out of SA2's scope.
NOTE 3:	The configuration procedure for the above information from the ASP to the UE's Application is out of SA WG2 scope.
--------------------------------------------------------------------Next Change----------------------------------------------------------
[bookmark: _Toc68001538]6.2.8.2.2	AF registration and discovery with NRF
The AF registers its available NF profile to the NRF. The AF in trusted domain registers to the NRF by using the Nnrf_NFManagement service that is defined in clause 5.2.7.2 of TS 23.502 [3]. The AF in untrusted domain registers the available NF profile to the NRF via the NEF as described in clause 6.2.2.3.
Since the UE Application provides the external application ID as described in clause 6.2.8.2.1 while the NWDAF request contains the SUPI and the internal application ID, the AF needs to correlate both the external application ID and the internal application ID. The AF (in trusted domain) or NEF (for AF in untrusted domain) registers at the NRF both the external application ID and internal application ID and the supported UE attribute ID (or any relevant Event ID) as part of its available NF profile as also described in clause 6.2.2.3.
NOTE:	For the AF supporting data collection, it is only supported to register the external application ID and internal application ID (or any relevant Event ID) as AF profiles to NRF in this release.
The NWDAF discovers the AF serving the external application ID or the Internal Application ID or the UE attribute ID (or any relevant Event ID) from NRF by using the Nnrf_NFDiscovery service that defined in clause 5.2.7.3 of TS 23.502 [3].
--------------------------------------------------------------------Next Change----------------------------------------------------------
[bookmark: OLE_LINK16]6.2.8.2.4	Correlation between UE data collection and the NWDAF data request
6.2.8.2.4.1	General
The UE IP address is used to identify the user plane connection established between the UE application and the AF for data collection, while the AF receives the Naf_Event_Exposure_Subscribe to request for the specific UE data collection by using SUPI (for AF in trusted domain) or external UE ID (i.e. GPSI) (for AF in untrusted domain). AF is required to correlate the UE IP address to the SUPI or to GPSI.
Editor's note:	The procedure about how to map the UE IP address to a SUPI or GPSI is FFS.
6.2.8.2.4.2	UE IP address mapping for AF in trusted domain
[bookmark: OLE_LINK10]Figure 6.2.8.2.4.2-1 is the call flow about UE IP address mapping for AF in trusted domain.


Figure 6.2.8.2.4.2-1: UE IP address mapping procedure for AF in trusted domain
1. AF receives a data request message from NWDAF for a SUPI as described in step 3a in clause 6.2.8.2.3. AF checks if there is a corresponding UE IP address that identifies the user plane connection. If there is a mapping relationship stored in AF, the AF collects data from the UE directly. 
If the AF can not find the related user plane connection related to the SUPI, the AF will further request to the NWDAF to provide the mapping information.
2. AF sends Nnwdaf_EventExposure_Subscribe to NWDAF with the event ID as UE IP address collection, the AF includes the SUPI, supported S-NSSAI and DNN information to the NWDAF. The AF may provide multiple pairs of (S-NSSAI, DNN) if the AF supports multiple pairs.
3. NWDAF requests UDM to provide the served SMFs and the corresponding S-NSSAI and DNN for the SUPI received from the UDM.
4. UDM provides the served SMFs and the corresponding S-NSSAI and DNN to NWDAF.
5. NWDAF determines the SMFs received from UDM in step 4 and the corresponding S-NSSAI and DNN is also supported by the AF that received from step 2. NWDAF collects the UE IP address / prefix for the PDU session from this specific SMF.
6. SMF provides the UE IP address / prefix to NWDAF.
7. NWDAF provides the UE IP address / prefix to AF.
8. AF stores the mapping of SUPI and UE IP address / prefix.
The target of analytics reporting sent from consumer can be group of UEs or any UE. For group of UEs, UDM collects the list of SUPIs related to the group of UEs from UDM. NWDAF sends the Naf_Event_Exposure_Subscribe to AF as described in step 1 for each UE. The call flow described in Figure 6.2.8.2.4.2-1 is performed for each SUPI in the group of UE.
If the target of analytics reporting is any UE, NWDAF decides the list of SUPIs by collecting the SUPIs in the area of interest from AMF / SMF, or use sampling ratio. The procedure described in figure 6.2.8.2.4.2-1 is performed respectively for each UE that is decided as the target of analytics reporting.
6.2.8.2.4.3	UE IP address mapping for AF in untrusted domain
Figure 6.2.8.2.4.3-1 is the call flow about UE IP address mapping for AF in trusted domain.


Figure 6.2.8.2.4.3-1: UE IP address mapping procedure for AF in trusted domain
Step 1 and step 2 is the same as step 3b in clause 6.2.8.2.3. AF receives a data request message from NWDAF via NEF for GPSI. AF checks if there is a corresponding UE IP address that identify the user plane connection. If there is a mapping relationship stores in AF, AF collects data from the UE directly.
If AF can not find the related user plane connection to the GPSI, AF will further request NWDAF to provide the mapping information.
3. AF sends Nnef_EventExposure_Subscribe to NEF with the event ID as UE IP address collection, AF includes the external UE ID, supported S-NSSAI and DNN information to the NEF. The AF may provide multiple pairs of (S-NSSAI, DNN) if AF supports multiple pairs.
4. NEF sends the Nnwdaf_EventExposure_Subscribe to NWDAF, with the event ID as UE IP address collection, SUPI and the AF supported pairs of S-NSSAI and DNN.
Step 5 is the same as step 3 to step 6 in clause 6.2.8.2.4.2. NWDAF collects the served SMFs for the SUPI from UDM and determines the SMF which servived UE with the corresponding S-NSSAI and DNN are supported by the AF as well. NWDAF further request SMF to provides the UE IP address / prefix for the PDU session. 
6. NWDAF responds with the SUPI and UE IP address / prefix to NEF.
7. NEF forwards the external UE ID and UE IP address / prefix to AF.
8. AF stores the mapping of external UE ID and UE IP address / prefix.
The target of analytics reporting sent from consumer can be group of UEs or any UE. For group of UEs, UDM collects the list of SUPIs related to the group of UE from UDM. NWDAF sends the Naf_Event_Exposure_Subscribe to AF as described in step 1 for each UE. The call flow described in Figure 6.2.8.2.4.3-1 is performed for each SUPI in the group of UE.
If the target of analytics reporting is any UE, NWDAF decides the list of SUPIs based on the mechanism in Rel-16, e.g. collects the SUPIs in the area of interest from AMF / SMF, or use sampling ratio. The procedure described in figure 6.2.8.2.4.3-1is performed respectively for each UE that decided as the target of analytics reporting.

--------------------------------------------------------------------End of Changes --------------------------------------------------------
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