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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc68001573]6.7.2.2	Input Data
The NWDAF supporting data analytics on UE mobility shall be able to collect UE mobility information from OAM, 5GC and AFs. The detailed information collected by the NWDAF could be MDT data from OAM, network data from 5GC and/or service data from AFs:
-	UE mobility information from OAM is UE location carried in MDT data;
-	Network data related to UE mobility from 5GC is UE location information, location and behaviour trends, as defined in the Table 6.7.2.2-1;
Table 6.7.2.2-1: UE Mobility information collected from 5GC 
	Information
	Source
	Description

	UE ID
	AMF
	SUPI

	UE locations (1..max)
	AMF
	UE positions

	   >UE location
	
	TA or cells that the UE enters (NOTE 1)

	   >Timestamp 
	
	A time stamp when the AMF detects the UE enters this location

	Type Allocation code (TAC)
	AMF
	To indicate the terminal model and vendor information of the UE. The UEs with the same TAC may have similar mobility behaviour. The UE whose mobility behaviour is unlike other UEs with the same TAC may be an abnormal one.

	Frequent Mobility Registration Update
	AMF
	A UE (e.g. a stationary UE) may re-select between neighbour cells due to radio coverage fluctuations. This may lead to multiple Mobility Registration Updates if the cells belong to different registration areas. The number of Mobility Registration Updates N within a period M may be an indication for abnormal ping-pong behaviour, where N and M are operator's configurable parameters.

	UE behaviour trends
	AMF
	Metrics on UE state transitions (e.g., access, RM and CM states, handover).

	UE location trends
	AMF
	Metrics on characteristics of UE locations. 

	NOTE 1:	UE location includes either the last known location or the current location, under the conditions defined in Table 4.15.3.1-1 in TS 23.502 [3].



-	Service data related to UE mobility provided by AFs is defined in the Table 6.7.2.2-2;
Table 6.7.2.2-2: Service Data from AF related to UE mobility
	Information
	Description

	UE ID
	Could be external UE ID (i.e. GPSI)

	Application ID
	Identifying the application providing this information

	UE trajectory (1..max)
	Timestamped UE positions

	   >UE location
	Geographical area that the UE enters

	   >Timestamp 
	A time stamp when UE enters this area



Depending on the requested level of accuracy, data collection may be provided on samples (e.g. spatial subsets of UEs or UE group, temporal subsets of UE location information).
NOTE:	Reporting current UE location can cause AMF to request NG-RAN to report UE location and consequently extra signalling and load in NG-RAN and AMF. The consumer retrieving data from AMF needs to use current location with care to avoid excessive signalling.
The application Id is optional. If the application Id is omitted, the collected UE mobility information can be applicable to all the applications for the UE.
* * * * Next change
[bookmark: _Toc68001578]6.7.3.2	Input Data
The NWDAF supporting data analytics on UE communication shall be able to collect communication information for the UE from 5GC. The detailed information collected by the NWDAF includes service data related to UE communication as defined in the Table 6.7.3.2-1.
Table 6.7.3.2-1: Service Data from 5GC related to UE communication
	Information
	Source
	Description

	UE ID
	SMF, AF
	SUPI in the case of SMF, external UE ID (i.e. GPSI) in the case of AF

	Group ID
	SMF, AF
	To identify UE group if available
Internal Group ID in the case of SMF, External Group ID in the case of AF

	S-NSSAI
	SMF
	Information to identify a Network Slice

	DNN
	SMF
	Data Network Name where PDU connectivity service is provided

	Application ID
	SMF, AF
	Identifying the application providing this information

	Expected UE Behaviour parameters
	AF
	Same as Expected UE Behaviour parameters specified in TS 23.502 [3]

	UE communication (1..max)
	UPF, AF
	Communication description per application

	   >Communication start
	
	The time stamp that this communication starts

	   >Communication stop 
	
	The time stamp that this communication stops

	   >UL data rate 
	
	UL data rate of this communication

	   >DL data rate 
	
	DL data rate of this communication

	   >Traffic volume
	
	Traffic volume of this communication

	Type Allocation code (TAC)
	AMF
	To indicate the terminal model and vendor information of the UE. The UEs with the same TAC may have similar communication behaviour. The UE whose communication behaviour is unlike other UEs with the same TAC may be an abnormal one.

	UE locations (1..max)
	AMF
	UE positions

	   >UE location
	
	TA or cells that the UE enters

	   >Timestamp 
	
	A time stamp when the AMF detects the UE enters this location

	UE location trends
	AMF
	Metrics on characteristics of recent locations. 

	PDU Session ID (1…max)
	SMF
	Identification of PDU Session.

	> N4 Session ID
	SMF, UPF
	Identification of N4 Session.

	> Inactivity detection time
	SMF, UPF
	Value of session inactivity timer.

	> PDU Session status
	SMF
	Status of the PDU Session (activated, deactivated).

	UE CM state 
	AMF
	UE connection management state (e.g. CM-IDLE).

	UE behaviour trends
	SMF
	Metrics on UE state transitions (e.g. “PDU Session Establishment", "PDU Session Release").

	UE communication trends
	SMF
	Metrics on characteristics of UE communications.

	UE behaviour trends
	AMF
	Metrics on UE state transitions (e.g., access, RM and CM states, handover).



NOTE 1:	How NWDAF collects UE communication related data from UPF is not defined in this Release of the specification.
NOTE 2:	SMF collects N4 Session Level data from SMF independently of NWDAF input data requests to SMF.
Depending on the requested level of accuracy, data collection may be provided on samples (e.g. spatial subsets of UEs or UE group, temporal subsets of UE communication information).
The application Id is optional. If the application Id is omitted, the collected UE communication information can be applicable to all the applications for the UE.
* * * * Next change
[bookmark: _Toc68001580]6.7.3.4	Procedures
The NWDAF can provide UE communication related analytics, in the form of statistics or predictions or both, to a 5GC NF.


Figure 6.7.3.4-1: Procedure for UE communication analytics
1.	5GC NF to NWDAF: Nnwdaf_AnalyticsSubscription_Subscribe (Analytics ID=UE communication analytics, Target of Analytics Reporting=SUPI, Analytics Filter = (Application ID, Area of Interest, etc.)).
	5GC NF sends a request to the NWDAF for analytics on a specific UE(s), using either Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription_Subscribe service. The analytics type indicated by "Analytics ID" is set to "UE communication". The Target of Analytics Reporting is set to SUPI or an Internal Group Identifier and Analytics Filter may include Application ID and Area of Interest.
2a-b.	NWDAF to AF (Optional): Naf_EventExposure_Subscribe (Event ID, external UE ID, Application ID, Area of Interest).
	In order to provide the requested analytics, the NWDAF may subscribe per application communication information, which is identified by Application ID, from AFs for the UE. TOne or more of the Event IDs "UE Communication information", "UE behaviour trends" and "UE communication trends" as defined in TS 23.502 [3] is used, which indicates communication report for the UE which is requested by the 5GC NF in the step 1. The external UE ID is obtained by the NWDAF based on UE internal ID, i.e. SUPI. In the case of external AF, the NEF translates the requested Area of Interest into a list of geographic zone identifier(s) as described in clause 5.6.7.1 of TS 23.501 [2].
	This step is skipped if the NWDAF already has the requested analytics available or has subscribed to the AF.
2c.	NWDAF to SMF: Nsmf_EventExposure_Subscribe (Event ID, SUPI, Application ID).
	In order to provide the requested analytics, the NWDAF subscribes to information of the UE and may subscribe to N4 Session related input data from SMFs as defined in Table 6.7.3.2-1.
2d-e.	N4 related input data is provided by UPF to SMF.
NOTE:	The NWDAF request does not trigger any N4 session Establishment/Modification procedure. N4 session related input is only retrieved if UPF has already been triggered to send reports. UPF sends N4 session level reports, including PDU session Inactivity to SMF, according to clause 4.4.2.2 of TS 23.502 [3].
2f.	SMF provides the requested input data to NWDAF.
2g-h.	NWDAF to AMF: Namf_EventExposure_Subscribe (Event ID, SUPI, Area of Interest).
	In order to provide the requested analytics, the NWDAF retrieves one or more of Type Allocation code, and UE connection management state, UE behaviour trends and UE location trends from AMF.
NOTE:	The NWDAF determines the SMF serving the UE as described in clause 6.2.2.1.
3.	The NWDAF derives requested analytics, in the form of UE communication statistics or predictions or both.
4.	NWDAF to 5GC NF: Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify.
	The NWDAF provides requested UE communication analytics to the NF, using either Nnwdaf_AnalyticsInfo_Request response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1.
5-7.	If the NF subscribed UE communication analytics at step 1, when the NWDAF generates new analytics, it notifies the new generated analytics to the 5GC NF.
* * * * Next change
[bookmark: _Toc68001583]6.7.4.2	Input Data
In order to produce "UE Mobility" analytics, the NWDAF collects UE mobility information, UE location trends and/or UE behavioural trends, as defined in clause 6.7.2.2.
In order to produce "UE Communication" analytics, the NWDAF collects UE communication information, UE communication trends and/or UE behavioural trends, as defined in clause 6.7.3.2.
* * * * Next change
[bookmark: _Toc68001606]6.10.2	Input Data
The NWDAF shall be able to collect UE dispersion information from NF(s) and AFs. The information collected by the NWDAF is network data from 5GC NFs and service data from AFs:
-	Data related to UE dispersion and bound by location collected from 5GC are defined in the tables 6.10.2-1 and 6.10.2-2.
Table 6.10.2-1: Location based UE transaction dispersion information collected from serving AMF
	Information
	Source
	Description

	UE ID
	AMF
	SUPI.

	Type Allocation Code
	AMF
	Terminal model and vendor information of the UE.

	UE locations (1..max)
	AMF
	UE locations.

	   > UE location
	AMF
	Area of Interest (TA or cells that the UE had entered).

	   > Timestamp
	AMF
	Time stamp when the AMF detected that the UE had entered this location.

	   > Transactions
	AMF
	Either all transactions for this UE in this location or, optionally, if subscription with periodic notification is requested, the amount of UE transactions exchanged at the location in the notified time period.

	UE behaviour trends
	AMF
	Metrics on UE state transitions (e.g., access, RM and CM states, handover).

	UE location trends
	AMF
	Metrics on characteristics of UE locations. 



Table 6.10.2-2: UE transaction dispersion information collected from serving SMF
	Information
	Source
	Description

	UE IP address
	SMF
	UE IP address.

	UE ID
	SMF
	SUPI.

	   > Timestamp
	SMF
	Time stamp of the collected information.

	   > Transactions
	SMF
	Either all transaction for this UE or, optionally, if subscription with periodic notification is requested, the amount of UE transactions exchanged in the notified time period.

	UE behaviour trends
	SMF
	Metrics on UE state transitions (e.g. PDU Session Establishment, PDU Session Release).

	UE communication trends
	SMF
	Metrics on characteristics of UE communications. 



Data volume can be collected from the AF per UE across all the UE applications provided by a particular AF or per UE per application when application IDs are requested.
Data related to UE data dispersion, bound by a location or slice, collected from the AF and UPF are defined in tables 6.10.2-3 through 6.10.2-6.
-	In table 6.10.2-3, the data volume is collected per UE from the AF. The collected UE information is applicable across all the applications used by the UE during the period.
Table 6.10.2-3: UE Data dispersion information collected from the AF
	Information
	Source
	Description

	UE ID
	AF
	External UE ID (i.e. GPSI).

	Timestamp
	AF
	Time stamp of the collected information.

	> Data Volume UL/DL
	AF
	Sum of UE data volume exchanged at the AF during the period of observation. 



-	In table 6.10.2-4, the AF reports volume per UE per application in relation to the start and stop of the application as indicated by the application duration.
Table 6.10.2-4: UE data dispersion collected from the AF
	Information
	Source
	Description

	UE IP address
	AF
	UE IP address.

	IP 5-tuple
	AF
	IP address 5-tuple.

	Timestamp
	AF
	Timestamp of the collected information. 

	Application ID
	AF
	Identifier of the application at the AF.

	Location of Application
	AF/NEF
	Location of application represented by a list of DNAI(s). The NEF may map the AF-Service identifier information to a list of DNAI(s) when the DNAI(s) being used by the application are statically defined.

	Data Volume UL/DL
	AF
	Sum of UE data volume exchanged per application during the period.

	Application duration
	AF
	Duration for the application (e.g. Voice talk time).

	NOTE 1:	Application ID and IP 5-tuple are mutually exclusive.
NOTE 2:	Multiple outputs are provided by the AF when multiple applications are running at the AF for the same UE and time period.



Data volume can also be collected from the UPF per UE IP address across all applications or per UE for specific application(s).
-	In table 6.10.2-5, the data volume is collected per UE from the UPF. The collected UE information is applicable across all applications used by the UE between start and stop of the PDU session. The UPF reports volume per UE IP address across all applications.
Table 6.10.2-5: UE data dispersion collected from serving UPF
	Information
	Source
	Description

	UE IP address
	UPF
	UE IP address.

	Timestamp
	UPF
	Time stamp of the collected information.

	Data Volume UL/DL
	UPF
	Sum of UE data volume exchanged per UE across all applications.

	NOTE:	The Data volume can be reported either as total volume of the PDU session or periodically. It refers to the Data volume exchanged between the start and stop of the PDU session. When reported periodically, the period can be specified in the requested analytic target period or configured as a default value in the UPF.



-	In table 6.10.2-6, the UPF reports volume per UE for specific application(s) in relation to the start and stop of the application as indicated by the application duration.
There are two modes of data collection:
-	Non periodical: A mode where the data volume is requested and consequently provided for the total volume of a PDU session.
-	Periodical: A mode where data volume is provided periodically between the start and stop of a PDU session. The period can be specified in the requested analytic target period or configured as a default value in the UPF.
For both modes of data collection, if there are multiple application sessions for the UE PDU session, the NWDAF aggregates the volume across all applications to obtain per UE information.
Table 6.10.2-6: UE data dispersion collected from serving UPF
	Information
	Source
	Description

	UE IP address
	UPF
	UE IP address.

	Timestamp
	UPF
	A timestamp of the collected information.

	Application ID
	UPF
	Identify the application at the UPF 

	IP 5-tuple
	UPF
	IP 5-tuple.

	Location of Application
	UPF
	List of Internet applications represented by DNAI(s).

	Data Volume UL/DL
	UPF
	Sum of UE data volume exchanged per application during the period. 

	Application duration
	UPF
	Duration for the application (e.g. Voice talk time).

	NOTE 1:	Application ID and IP 5-tuple are mutually exclusive.
NOTE 2:	Multiple outputs are provided by the UPF when multiple applications are running at the UPF for the same UE and time period.
NOTE 3:	The Data volume can be reported either as total volume of the PDU session or periodically. It refers to the Data volume exchanged between the start and stop of the PDU session. When reported periodically, the period can be specified in the requested analytic target period or configured as a default value in the UPF.



The task of the NWDAF is to calculate the volume of data and amount of transactions dispersed by the UE at each visited location during a period of interest. The entry time and exit time to a location is provided by the AMF.
Collecting volume per UE and per specific application is optional and such information can be provided by the UPF or AF.
The Correlation Information as defined in table 6.2.4-1 is used to correlate the input data from AMF and SMF, the input data from SMF and UPF, and the input data from UPF and AF.
-	Slice information related to UE transaction dispersion from NF(s) are defined in tables 6.10.2-7 and 6.10.2-8.
-	The Slice data volume collection is the same as listed in tables 6.10.2.3 through 6.2.3.6.
Table 6.10.2-7: Slice based UE transaction dispersion information collected from serving AMF
	Information
	Source
	Description

	UE ID
	AMF
	SUPI.

	Type Allocation Code
	AMF
	Terminal model and vendor information of the UE.

	Slice (1..max)
	AMF
	UE assigned slice.

	   >S-NSSAI
	AMF
	Identifier of the slice.

	   >Timestamp
	AMF
	Time stamp when the slice was assigned.

	   >Transactions
	AMF
	Either all transactions for this UE or, optionally, if subscription with periodic notification is requested, an amount of UE transactions exchanged at the slice in the notified time period.

	UE behaviour trends
	AMF
	Metrics on UE state transitions (e.g., access, RM and CM states, handover).



Table 6.10.2-8: Slice based UE transaction dispersion information collected from serving SMF
	Information
	Source
	Description

	UE IP
	SMF
	UE IP address.

	UE ID
	SMF
	SUPI.

	Slice (1..max)
	SMF
	UE assigned slice.

	   >S-NSSAI
	SMF
	Identifier of the slice.

	   >Timestamp
	SMF
	Time stamp associated with the collected information.

	   >Application ID
	SMF
	Identifier of the application for the UE in the slice.

	   >Transactions
	SMF
	Either all transactions for this UE or, optionally, if subscription with periodic notification is requested, an amount of UE transactions exchanged at the slice in the notified time period.

	UE behaviour trends
	SMF
	Metrics on UE state transitions (e.g. PDU Session Establishment, PDU Session Release).



The task of the NWDAF is to calculate the volume of data and amount of transactions dispersed by the UE at each slice during a period of interest. A time stamp of a slice assignment is provided by the AMF.
The Correlation Information as defined in table 6.2.4-1 is used to correlate the input data from AMF and SMF, the input data from SMF and UPF, and the input data from UPF and AF.
Data collection may be provided on samples (e.g. spatial subsets of UEs or UE group, temporal subsets of UE location information).
NOTE 1:	How the data from UPF is retrieved is not specified in this release.
NOTE 2: The list of monitored transactions (MM and SM messages) is the subset of the messages listed in clauses 8.2 and 8.3 of TS 24.501 [23].
Editor's note:	The Namf_EventExposure and Nsmf_EventExposure services are enhanced in a different CR to provide transaction information or transaction count in Tables 6.10.1.2-1/2/7/8.
* * * * Next change
[bookmark: _Toc68001610]6.10.4	Dispersion Analytic Procedure
The NWDAF can provide Dispersion analytics, in the form of statistics or predictions, to an NF or AF.


Figure 6.10.4-1: UE Dispersion Analytics provided to an NF or AF
1.	The NF sends a request to the NWDAF for dispersion analytics on a specific UE, any UE, or a group of UEs, using either the Nnwdaf_AnalyticsInfo or Nnwdaf_AnalyticsSubscription service. The NF can request statistics or predictions or both. The type of analytics is set to "UE Dispersion Analytics", the Dispersion Analytic (DA) type is set to "Data Dispersion Analytics" (DDA) or "Transactions Dispersion Analytics" (TDA) and analytic filter information = (Area of Interest, slice, target period, optional UE class; Top-Heavy or Fixed_Camper UEs). The NF or AF provides the UE ID or Internal Group ID in the Target of Analytics Reporting.
2.	If the request is authorized, and in order to provide the requested analytics, the NWDAF may subscribe to events with all the serving AMFs, SMFs of the requested UE(s) for notification of location changes or a slice change (a slice change can be an additional slice or a deletion), or to obtain UE location trends, UE behaviour trends and/or UE communication trends. This step may be skipped when, e.g. the NWDAF already has the requested analytics available.
	The NWDAF subscribes to application service data from AF(s) by invoking Naf_EventExposure_Subscribe service or Nnef_EventExposure_Subscribe (via NEF).
NOTE:	The NWDAF determines the AMF serving the UE, any UE, or the group of UEs as described in clause 6.2.2.1, TS 23.288 [5].
3.	The NWDAF derives requested analytics.
4.	The NWDAF provides requested UE dispersion analytics to the NF, using either the Nnwdaf_AnalyticsInfo_Request Response or Nnwdaf_AnalyticsSubscription_Notify, depending on the service used in step 1. The details for UE dispersion analytics provided by NWDAF are described in clause 6.10.1.4. The provided analytics enables the consumer to predict changing network conditions such as data volume change at a location or a slice, excessive signalling conditions at a location or a slice, etc.
5-6. If at step 1, the NF has subscribed to receive notifications for UE dispersion analytics, after receiving event notification from the AMFs (e.g. location change) or SMFs (e.g. slice change add/delete) subscribed by NWDAF in step 2, the NWDAF may generate new dispersion analytics.
7.	The NWDAF provides the newly generated dispersion analytics to the NF. The details for UE dispersion analytics provided by NWDAF are described in clause 6.10.3.
* * * * End of change
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