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Abstract of the contribution: This paper discusses on Nsmf_EventExposure Service supporting RAT Type Change Event.
1. Discussion
As the conclusion from eNA_Ph2 KI#12, “NWDAF assists RFSP Index selection”, NWDAF needs to collect UE’s RAT type information from Core NF to provide credible analytics. Up to TS23.502 R16 specifications, RAT type change event is not supported in EventExposure service, i.e., NWDAF cannot retrieve RAT type information by notification from 5GC NF event.
However, RAT type change event is supported in TS23.503 and TS29.512:
· In TS23.503, Clause 6.1.5.3 defines the policy control request triggers relevant for SMF. When the access independent PCRT listed in table 6.1.3.5-1 of TS23.503 is match, the SMF shall interact again with PCF after a PDU Session establishment in the Session Management Policy Establishment and Session Management Policy Modification procedure. The “Change in Access Type” in the table is described as “the Access Type and, if applicable, the RAT Type of the PDU Session has changed”. 
	Policy Control Request Trigger
	Description
	Difference compared with table 6.2 and table A.4.3-2 in TS 23.203 [4]
	Conditions for reporting
	Motivation

	Change in Access Type
(NOTE 8)
	The Access Type and, if applicable, the RAT Type of the PDU Session has changed.
	None
	PCF
	



· In TS29.512, clause 5.6.3.6 mentions:
If the "RAT_TY_CH" is provisioned, when the SMF detects a change of the RAT type, the SMF shall include the "RAT_TY_CH" within the "repPolicyCtrlReqTriggers" attribute and the current RAT type within the "ratType" attribute. 
More detailed description is for SMF+PGW on the PCRT “AC_TY_CH” and “RAT_TY_CH” about the access type information including the “accessType” and “ratType” in B3.4.5 in handover scenarios:
The SMF+PGW shall include, when the policy control request trigger "AC_TY_CH" is met, the following access type information: 
If after handover the new access type is EPC/E-UTRAN:
a)	the "3GPP_ACCESS" value within the "accessType" attribute; and
b)	the "EUTRA" value within the "ratType" attribute.
Observation: the SMF/SMF+PGW is capable to provide RAT Type information in Nsmf_EventExposure Service on the change of RAT type event.
2. Conclusion and Proposal
The “Change of RAT type” event can be subscribed by a NF consumer to get notification of RAT type information for a specific UE. 
Proposal:
· Related description on TS23.502 clause 5.2.8.3 “Nsmf_EventExposure Service” should be updated by adding “Change of RAT Type” in events can be subscribed by a NF consumer.
· The NWDAF can subscribed to the Nsmf_EventExposure for RAT type information for specific UE(s) and related description in TS23.288 clause 6.4 “Observed Service Experience related network data analytics”.
