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	Reason for change:
	When Credential Holder offer AUSF and UDM, it is necessary to have a method on how the CH can authorize UEs that attempt registration in a SNPN. A CH might support access in a certain SNPN for a set of UEs but not all UEs that have CH subscription. It is likely that UEs that are allowed access in certain are configured with the SNPN NID value in the “Credentials Holder controlled prioritized list of preferred SNPNs” and those that are not allowed access are not configured with the NID value. But UE might still select the SNPN using manually selection or automatic selection (when SNPN broadcast the an indication that the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN.

This is similar to roaming restrictions between VPLMN and HPLMN and the subscription data to achieve that is not specified and therefore it is proposed to specify that UDM can reject the registration attempt and not specify the logic/data in UDM/UDR to accomplish this.

	
	

	Summary of change:
	- Add one paragraph in SNPN network access control clause on this scenario.

	
	

	Consequences if not approved:
	Method for CH to prevent UE from accessing a SNPN where it is not authorized for service is missing.
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If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a self-assigned NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to temporarily prevent the UE from automatically selecting and registering with the same SNPN.
If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a coordinated assigned NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to permanently prevent the UE from automatically selecting and registering with the same SNPN.
NOTE:	The details of rejection and cause codes is defined in TS 24.501 [47].
If a UE performs the registration in an SNPN using CH subscription and UE is not authorized to access that specific SNPN, then the UDM can reject the UE which results in AMF rejecting the registration request from the UE with an appropriate cause code to prevent the UE from selecting and registering with the same SNPN using CH subscription as described in 24.501 [47]. 
In order to prevent access to SNPNs for authorized UE(s) in the case of network congestion/overload, Unified Access Control information is configured per SNPN (i.e. as part of the subscription information that the UE has for a given SNPN) and provided to the UE as described in TS 24.501 [47].
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