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The 5G System architecture consists of the following network functions (NF).
-	Authentication Server Function (AUSF).
-	Access and Mobility Management Function (AMF).
-	Data Network (DN), e.g. operator services, Internet access or 3rd party services.
-	Unstructured Data Storage Function (UDSF).
-	Network Exposure Function (NEF).
-	Network Repository Function (NRF).
-	Network Slice Admission Control Function (NSACF).
-	Network Slice Specific Authentication and Authorization Function (NSSAAF).
-	Network Slice Selection Function (NSSF).
-	Policy Control Function (PCF).
-	Session Management Function (SMF).
-	Unified Data Management (UDM).
-	Unified Data Repository (UDR).
-	User Plane Function (UPF).
-	UE radio Capability Management Function (UCMF).
-	Application Function (AF).
-	User Equipment (UE).
-	(Radio) Access Network ((R)AN).
-	5G-Equipment Identity Register (5G-EIR).
-	Network Data Analytics Function (NWDAF).
-	5G Direct Discovery Name Management Function (5G DDNMF).
-	CHarging Function (CHF).
-	Authentication Interworking Function (AIWF).
NOTE 1:	The functional description on architecture and principles of the CHF is specified in TS 32.240 [41].
-	Data Collection Coordination Function (DCCF).
-	Analytics Data Repository Function (ADRF).
-	Messaging Framework Adaptor Function (MFAF).
NOTE 2:	The functionalities provided by DCCF and/or ADRF can also be hosted by an NWDAF.
The 5G System architecture also comprises the following network entities:
-	Service Communication Proxy (SCP).
-	Security Edge Protection Proxy (SEPP).
The functional descriptions of these Network Functions and entities are specified in clause 6.
-	Non-3GPP InterWorking Function (N3IWF).
-	Trusted Non-3GPP Gateway Function (TNGF).
-	Wireline Access Gateway Function (W-AGF).
-	Trusted WLAN Interworking Function (TWIF).

* * * * 2nd change * * * *

[bookmark: _Toc51768996][bookmark: _Toc68015316]4.2.6	Service-based interfaces
The 5G System Architecture contains the following service-based interfaces:
Namf:	Service-based interface exhibited by AMF.
Nsmf:	Service-based interface exhibited by SMF.
Nnef:	Service-based interface exhibited by NEF.
Npcf:	Service-based interface exhibited by PCF.
Nudm:	Service-based interface exhibited by UDM.
Naf:	Service-based interface exhibited by AF.
Nnrf:	Service-based interface exhibited by NRF.
Nnsacf:	Service-based interface exhibited by NSACF.
Nnssaaf:	Service-based interface exhibited by NSSAAF.
Nnssf:	Service-based interface exhibited by NSSF.
Nausf:	Service-based interface exhibited by AUSF.
Nudr:	Service-based interface exhibited by UDR.
Nudsf:	Service-based interface exhibited by UDSF.
N5g-eir:	Service-based interface exhibited by 5G-EIR.
Nnwdaf:	Service-based interface exhibited by NWDAF.
Nchf:	Service-based interface exhibited by CHF.
Nucmf:	Service-based interface exhibited by UCMF.
Ndccf:	Service based interface exhibited by DCCF.
Nmfaf:	Service based interface exhibited by MFAF.
Nadrf:	Service based interface exhibited by ADRF.
Naanf:	Service-based interface exhibited by AANF.
NOTE:	The Service-based interface exhibited by AANF is defined in TS 33.535 [124].
N5g-ddnmf:	Service-based interface exhibited by 5G DDNMF.
Naiwf:	Service-based interface exhibited by AIWF.


* * * * 3rd change * * * *
[bookmark: _Toc68015317][bookmark: _Toc20149638][bookmark: _Toc27846429][bookmark: _Toc36187553][bookmark: _Toc45183457][bookmark: _Toc47342299]4.2.7	Reference points
The 5G System Architecture contains the following reference points:
N1:	Reference point between the UE and the AMF.
N2:	Reference point between the (R)AN and the AMF.
N3:	Reference point between the (R)AN and the UPF.
N4:	Reference point between the SMF and the UPF.
N6:	Reference point between the UPF and a Data Network.
NOTE 1:	The traffic forwarding details of N6 between a UPF acting as an uplink classifier and a local data network are not specified in this Release of the specification.
N9:	Reference point between two UPFs.
The following reference points show the interactions that exist between the NF services in the NFs. These reference points are realized by corresponding NF service-based interfaces and by specifying the identified consumer and producer NF service as well as their interaction in order to realize a particular system procedure.
N5:	Reference point between the PCF and an AF.
N7:	Reference point between the SMF and the PCF.
N8:	Reference point between the UDM and the AMF.
N10:	Reference point between the UDM and the SMF.
N11:	Reference point between the AMF and the SMF.
N12:	Reference point between AMF and AUSF.
N13:	Reference point between the UDM and Authentication Server function the AUSF.
N14:	Reference point between two AMFs.
N15:	Reference point between the PCF and the AMF in the case of non-roaming scenario, PCF in the visited network and AMF in the case of roaming scenario.
N16:	Reference point between two SMFs, (in roaming case between SMF in the visited network and the SMF in the home network).
N16a:	Reference point between SMF and I-SMF.
N17:	Reference point between AMF and 5G-EIR.
N18:	Reference point between any NF and UDSF.
N19:	Reference point between two PSA UPFs for 5G LAN-type service.
N22:	Reference point between AMF and NSSF.
N23:	Reference point between PCF and NWDAF.
N24:	Reference point between the PCF in the visited network and the PCF in the home network.
N27:	Reference point between NRF in the visited network and the NRF in the home network.
N28:	Reference point between PCF and CHF.
N29:	Reference point between NEF and SMF.
N30:	Reference point between PCF and NEF.
NOTE 2:	The functionality of N28 and N29 and N30 reference points are defined in TS 23.503 [45].
N31:	Reference point between the NSSF in the visited network and the NSSF in the home network.
NOTE 2:	In some cases, a couple of NFs may need to be associated with each other to serve a UE.
N32:	Reference point between SEPP in the visited network and the SEPP in the home network.
NOTE 5:	The functionality of N32 reference point is defined in TS 33.501 [29].
N33:	Reference point between NEF and AF.
N34:	Reference point between NSSF and NWDAF.
N35:	Reference point between UDM and UDR.
N36:	Reference point between PCF and UDR.
N37:	Reference point between NEF and UDR.
N38:	Reference point between I-SMFs.
N40:	Reference point between SMF and the CHF.
N41:	Reference point between AMF and CHF in HPLMN.
N42:	Reference point between AMF and CHF in VPLMN.
NOTE 3:	The reference points from N40 up to and including N49 are reserved for allocation and definition in TS 23.503 [45].
N50:	Reference point between AMF and the CBCF.
N51:	Reference point between AMF and NEF.
N52:	Reference point between NEF and UDM.
N55:	Reference point between AMF and the UCMF.
N56:	Reference point between NEF and the UCMF.
N57:	Reference point between AF and the UCMF.
NOTE 4:	The Public Warning System functionality of N50 reference point is defined in TS 23.041 [46].
N58:	Reference point between AMF and the NSSAAF.
N59:	Reference point between UDM and the NSSAAF.
N60:	Reference point between AMF and NSACF.
NXX:	Reference point between AIWF and the AAA Server.
NYY: 	Reference point between the AUSF and the AIWF.
The reference points to support SMS over NAS are listed in clause 4.4.2.2.
The reference points to support Location Services are listed in TS 23.273 [87].
The reference points to support SBA in IMS (N5, N70 and N71) are described in TS 23.228 [15].
The reference points to support AKMA (N61, N62 and N63) are described in TS 33.535 [124].
The reference points to support ProSe (N64, N65 and N66) are described in TS 23.304 [128].

[bookmark: _Hlk67763010]
* * * * 4th change * * * *

5.30.2.9.2	Credentials Holder using AAA Server for primary authentication and authorization
The AUSF in SNPN may support primary authentication and authorization of UEs that use credentials from an AAA Server in a Credentials Holder (CH).
-	If the UDM informs instructs AUSF that primary authentication by a AAA server in a CH is required, the AUSF shall discover and select the AAA server AIWF as specified in clause 6.3.Y, and then forward EAP messages via AIWF to the AAA server which is acting as the EAP Server for the purpose of primary authentication.
-	AIWF selects the AAA server based on local configuration and forward EAP messages, keys and UE identity between NXX and NYY. 
-	The SUPI is used to identify the UE during primary authentication and authorization towards the AAA sever. SUPI privacy is achieved according to existing methods in Annex I.5 of TS 33.501 [29].
-	After completing the primary authentication with the AAA server successfully, the AMF and SMF shall retrieve the UE subscription data from UDM using SUPI.
Figure 5.30.2.9.1-1 depicts the 5G System architecture for SNPN with Credentials Holder using AAA Server for primary authentication and authorization.


Figure 5.30.2.9.2-1: 5G System architecture with access to SNPN using credentials from Credentials Holder using AAA Server
Editor's note:	Whether an intermediate function is needed between the AUSF and the AAA-S is FFS.
Editor's note:	The Interface between AAA Server and SNPN is FFS.

* * * * 5th change * * * *

[bookmark: _Toc68015932]6.2.6.2	NF profile
NF profile of NF instance maintained in an NRF includes the following information:
-	NF instance ID.
-	NF type.
-	PLMN ID.
-	Network Slice related Identifier(s) e.g. S-NSSAI, NSI ID.
-	FQDN or IP address of NF.
-	NF capacity information.
-	NF priority information.
NOTE 1:	This parameter is used for AMF selection, if applicable, as specified in clause 6.3.5. See clause 6.1.6.2.2 of TS 29.510 [58] for its detailed use.
-	NF Set ID.
-	NF Service Set ID of the NF service instance.
-	NF Specific Service authorization information.
-	if applicable, Names of supported services.
-	Endpoint Address(es) of instance(s) of each supported service.
-	Identification of stored data/information.
NOTE 2:	This is only applicable for a UDR profile. See applicable input parameters for Nnrf_NFManagement_NFRegister service operation in TS 23.502 [3] clause 5.2.7.2.2. This information applicability to other NF profiles is implementation specific.
-	Other service parameter, e.g. DNN or DNN list, notification endpoint for each type of notification that the NF service is interested in receiving.
-	Location information for the NF instance.
NOTE 3:	This information is operator specific. Examples of such information can be geographical location, data centre.
-	TAI(s).
-	NF load information.
-	Routing Indicator, for UDM and AUSF.
-	One or more GUAMI(s), in the case of AMF.
-	SMF area identity(ies) in the case of UPF.
-	UDM Group ID, range(s) of SUPIs, range(s) of GPSIs, range(s) of internal group identifiers, range(s) of external group identifiers for UDM.
-	UDR Group ID, range(s) of SUPIs, range(s) of GPSIs, range(s) of external group identifiers for UDR.
-	AUSF Group ID, range(s) of SUPIs for AUSF.
-	PCF Group ID, range(s) of SUPIs for PCF.
-	HSS Group ID, set(s) of IMPIs, set(s) of IMPU, set(s) of IMSIs, set(s) of PSIs, set(s) of MSISDN for HSS.
-	Supported Analytics ID(s), possibly per service, NWDAF Serving Area information (i.e. list of TAIs for which the NWDAF can provide services and/or data), Supported Analytics Delay per Analytics ID (i.e. the Analytics ID(s) associated with a Supported Analytics Delay can be treated with a time less than or equal to the given delay), NF types of the NF data sources, NF Set IDs of the NF data sources, if available, in the case of NWDAF.
NOTE 4:	The NWDAF's Serving Area information is common to all its supported Analytics IDs.
NOTE 5:	The Analytics IDs supported by the NWDAF may be associated with a Supported Analytics Delay.
NOTE 6:	The determination of Supported Analytics Delay, and how the NWDAF avoid updating its Supported Analytics Delay in NRF frequently is NWDAF implementation specific.
-	Event ID(s) supported by AFs, in the case of NEF.
-	Application Identifier(s) supported by AFs, in the case of NEF.
-	Range(s) of External Identifiers, or range(s) of External Group Identifiers, or the domain names served by the NEF, in the case of NEF.
NOTE 7:	This is applicable when NEF exposes AF information for analytics purpose as detailed in TS 23.288 [86].
NOTE 8:	It is expected service authorization information is usually provided by OA&M system, and it can also be included in the NF profile in the case that e.g. an NF instance has an exceptional service authorization information.
NOTE 9:	The NRF may store a mapping between UDM Group ID and SUPI(s), UDR Group ID and SUPI(s), AUSF Group ID and SUPI(s) and PCF Group ID and SUPI(s), to enable discovery of UDM, UDR, AUSF and PCF using SUPI, SUPI ranges as specified in clause 6.3 or interact with UDR to resolve the UDM Group ID/UDR Group ID/AUSF Group ID/PCF Group ID based on UE identity, e.g. SUPI (see clause 6.3.1 for details).
-	IP domain list as described in clause 6.1.6.2.21 of TS 29.510 [58], Range(s) of (UE) IPv4 addresses or Range(s) of (UE) IPv6 prefixes, in the case of BSF.
-	SCP Domain the NF belongs to.
-	DCCF Serving Area information, NF types of the data sources, NF Set IDs of the data sources, in the case of DCCF.
-	Supported DNAI list, in the case of SMF.
-	Home Network Identifier (realm), in the case of AIWF.


[bookmark: _Toc45184126][bookmark: _Toc47342968]* * * * 6th change * * * *
[bookmark: _Toc45184059][bookmark: _Toc47342901]6.2.X	AIWF
The Authentication InterWorking Function (AIWF) supports the following functionality:
-	Support for the exchange of primary authentication requests/responses between the AUSF and a AAA-S for UEs that use credentials from an AAA Server in a Credentials Holder network. The AIWF may contact the AAA Server via a AAA proxy.
NOTE:	AIWF can be collocated with other NF e.g. AUSF or NSSAAF
Editor’s note:	 Add reference to procedure when available in 33.501. 

* * * * 7th change * * * *
[bookmark: _Toc45184096][bookmark: _Toc47342938][bookmark: _Toc51769640][bookmark: _Toc59095994]6.3.Y	AIWF discovery and selection
NF consumers may utilize the NRF to discover AIWF instances unless AIWF information is available by other means, e.g. locally configured in NF consumers. The NRF provides NF profile(s) of AIWF instance(s) to the NF consumers. The AIWF selection function in NF consumers selects an AIWF instance based on the available AIWF instances.
The AIWF selection function in AIWF NF consumers or in SCP should consider the following factor when it is available:
-	Home Network Identifier (realm) of SUCI/SUPI



* * * * 8th change * * * *

7.2.20	AIWF Services
The following NF services are specified for AIWF:
Table 7.2.20 -1: NF Services provided by AIWF
	Service Name
	Description
	Reference in TS 23.502 [3]

	Naiwf_UEAuth
	The AIWF provides AAA primary authentication interworking service to the requester NF by relaying EAP messages towards a AAA server or AAA proxy and performing related protocol conversion as needed. It also conveys keys and UE identity.
	5.2.X.X



* * * * End of changes * * * *
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