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2. Using Application Status (e.g. foreground or background) as analytics filter information has two benefits:

· First, analytics consumer can get analytics results based on data collected only from certain status of application. For example, 3rd party service provider may want analytics results based on the data collected only when users are actively doing something through its application. In this case, the data collected when the application is in background status is unnecessary, so the service provider put 'foreground' as Application Status filter so that the Application Client collects data only when it is in foreground state. 

· Second, the amount of data that the UE collect and transmit can be reduced. Without the application status filter, the UE may collect unnecessary data to the analytics consumer, which in turn causes inefficiency in data management in the UE and the network.
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* * * * Start of 1st Change * * * * 
6.2.8.2.1	Connection establishment between UE Application and AF
The UE Application receives the data collection configuration from ASP. The configuration information is as described in clause 6.2.8.1.
The UE Application establishes a user plane connection to the AF. Data collection procedure from the UE is performed via the user plane connection.
NOTE 1:	Whether multiple user plane connections are established, or a single user plane connection is established for different applications between the UE and AF is based on implementation that is out of 3GPP scope.
NOTE 2:	The Connection establishment procedure from the UE Application to the AF as above is out of scope of the present specification. For the 3GPP defined services, the Connection establishment procedure is in the scope of SA WG4. For the non-3GPP defined services, the Connection establishment procedure is out of 3GPP's scope.
NOTE 3:	In order to preserve resources (e.g. battery, quota) for the end user, a user plane connection to the AF should may only be established when the UE has an active PDU Session for the UE Application and it is actively using the network (i.e. it should may not be established when the UE Application is inactive, or used in an off-line mode).
Both direct data collection procedure (from the UE Application to the AF, either in trusted domain or untrusted domain) and indirect data collection procedure (from the UE Application to the Application server and from the Application server to the AF) shall be supported. The data collection procedure is out of scope of the present specification.
Editor's note:	Appropriate reference to SA4 specification for data collection procedure is needed.
The UE Application provides the External Application ID to the AF. The AF stores the information from the UE Application along with the retrieved IP address of the UE (in the PDU session used) in order to request data collection from the UE Application. The UE IP address is used by the AF to identify the user plane connection.
Editor's note:	The procedure on how AF obtains the External Application ID will be added once SA4/SA3 develops the procedure.

* * * * Next Change * * * *
[bookmark: _Toc58920904]6.2.8.2.3	Data Collection Procedure from UE


Figure 6.2.8.2.3-1: Data Collection Procedure from UE
1.	An NF subscribes to Analytics from the NWDAF as described in clause 6.1.1.1, that includes Analytics ID, Analytics Filter Information including e.g. AoI, Internal Application ID(s), Application Status (e.g. foreground or background) and Target of Analytics Reporting. NWDAF may also initiate the data collection prior to this subscription.
2.	NWDAF discovers the AF that provides data collection (based on the AF profiles registered in NRF) as described in clause 6.2.8.2.2.
Step 3a is used for the AF in trusted domain while step 3b is used for the AF in untrusted domain.
3a.	NWDAF subscribes to the AF in trusted domain for UE data collection input data for analytics, by using Naf_Event_Exposure_Subscribe as defined in clause 5.2.19.2 of TS 23.502.
3b.	NWDAF subscribes to the AF in untrusted domain for UE data collection input data for analytics, by using step 2 and step 3 of the procedure that is described in Figure 6.2.2.3-1).
If the Application Status is set to foreground, since it is hard to expect that foreground application data can be collected from UEs in CM-IDLE state, the NWDAF may include a list of UEs in CM-CONNECTED state among the target UEs. The NWDAF may determine the UEs in CM-CONNECTED state from e.g. AMF.
4.	The AF collects the UE data using either direct or indirect data collection procedure in clause 6.2.8.2.1. The establishment of the connection can be performed at any time prior to this. The AF links the data collection request from step 3 to the user plane connection as described in clause 6.2.8.2.4.
NOTE 1:	The Direct data collection and indirect data collection procedure is decided by SA4.
Editor's note:	Appropriate reference to SA4 specification for data collection procedure is needed.
Step 5a is used for the AF in trusted domain while step 5b is used for the AF in untrusted domain.
5a.	The AF in trusted domain receives the input data from the UE, and processes the data (e.g. anonymizes, aggregates and normalizes) according to the SLA that is configured in the AF described in clause 6.2.8.1, Event ID(s) and Event Filter(s) set during step 3a. The trusted AF then notifies the NWDAF on the processed data collected according to the NWDAF subscription in step 3a.
5b.	The AF in untrusted domain receives the input data from the UE, and processes the data (e.g. anonymizes, aggregates and normalizes) according to the SLA that is configured in the AF described in clause 6.2.8.1, Event ID(s) and Event Filter(s) set during step 3b. The untrusted AF notifies the NWDAF on the processed data collected by using step 5b (i.e. Step 4 and step 5 of the procedure that described in Figure 6.2.2.3-1).
NOTE 2:	If the target of analytics reporting is "any UE", the AF either before step 5a (the AF in trusted domain) or before step 5b (the AF in untrusted domain) can process (e.g. anonymize, aggregate and normalize) the data from multiple UEs according to the SLA configured in the AF, Event ID(s) and Event Filter(s) set during step 3a or 3b before notifying the NWDAF on the processed data.
6.	The NWDAF produces Analytics.
7.	The NWDAF provides analytics to the consumer NF.
Editor's note:	Any steps related to architecture enhancement (e.g. DCCF) in this procedure will need further updates.
* * * * End of Changes * * * *
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