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Abstract of the contribution: This contribution proposes a resolution of the Editor´s note on clause 6.2.8.2.4
1.	Discussion 
The following Editor´s note was added to TS 23.288 clause 6.2.8.2.4: “Editor's note:	The procedure about how to map the UE IP address to a SUPI or GPSI is FFS.”
This document analyses the different solutions that have been discussed and proposes a way forward.
There are 2 solutions under discussion:
1) Solution concluded during the study phase, described in TS 23.700-91 that states: 
· “If a SUPI is provided as the target of analytics reporting, the AF in the MNO domain retrieves from UDM the UE context data, that includes the SMF allocated for a PDU session and then it retrieves the UE IP address/prefix allocated for a PDU session from the SMF using existing Event Exposure (and relevant Event IDs) in the SMF per SUPI. The mapping of SUPI to UE IP address can be stored for future use. The AF in the MNO domain based on the mapping correlates the UE IP address/prefix provided by the UE and the SUPI provided by the NWDAF.”. 
· Then for “AF external to MNO domain (untrusted AF), the above behaviour and mapping between SUPIs to UE IP addresses happens via NEF2. 
2) A solution triggered by an LS from SA6 on EDGE sketched in S2-2009339 that states:
a) [bookmark: _Hlk55759634]SA2 agrees to specify a 5GC capability exposure API allowing an AF to resolve UE addressing information (e.g. UE IP address) into a static UE identifier. 
b) The case where NAT is deployed on N6 interface is not specified in Rel-17. 
c) The AF may have its own means to maintain the static UE identifier through, e.g., a session. After the retrieval of a static UE identifier the AF shall not keep maintaining a mapping between the returned static UE identifier and the UE addressing information as this mapping may change.
The proposed solutions in 2) are for the scenario where the AF is untrusted, and the solutions in 1) are for both trusted and untrusted AFs.
The 5GC capability exposure API described in 2a) relies on the BSF to resolve UE addressing information (e.g. UE IP address) into a static UE identifier.
Observation: Both solutions 1) and 2) resolve the Editor´s note described in TS 23.288 clause 6.2.8.2.4 “The procedure about how to map the UE IP address to a SUPI or GPSI is FFS.”. Solution 1) reuses existing Nudm and Nsmf services with no enhancements needed while solution 2) is discussing if and how to provide this API and the required enhancements.
Observation: The Data collection from the UE triggered by a NWDAF request should preferably work regardless of the support for dynamic Policy and Charging control there consider that the BSF may not be deployed.
Observation: Solutions in 2) are resolving a problem in EDGE and no discussion on how to resolve the trusted case with a MNO AF happened so far, this was a eNA_ph2 discussion only.
There is another discussion on whether the UE Application can provide a GPSI (e.g. an External identifier) to the AF, and then there is no need to perform any mapping or at most a mapping between GPSI and SUPI if the NWDAF provided a GPSI. There is an LS sent to SA4 asking whether the UE Application can provide the GPSI. 
This solution has not been developed so far and will require SA4 to define a solution on how the UE Application provides the External Identifier. However, the following has been raised in previous discussions: 
· It cannot be guaranteed that the UE Application always provides an External Identifier or that the External Identifier is available, e.g. anonymous access.
· It requires that the subscription information stores the External Identifiers for those UE Applications that collects data, as such the ASP and the MNO need to support it as part of the SLA; that is not considered in the current description of the SLA.
· How this related to the authentication process that includes UE Application authentication and the ASP is totally undefined.

2.	Proposed way forward
In order to resolve the Editor's note:	The procedure about how to map the UE IP address to a SUPI or GPSI is FFS.” The following way forward is proposed:
· The correlation of NWDAF request for data collection and the data collected from the UE relies in existing functionality available prior to Rel-16, so with minimum impacts in the specifications as defined in the conclusions for KI#8 and in S2-2102132.

· The correlation of NWDAF request for data collection and the data collected from the UE don’t rely on BSF to be deployed. However if the BSF is deployed, the 5GC capability exposure API allowing an AF to resolve UE addressing information (e.g. UE IP address) into a static UE identifier that EDGE defines can be used for any consumer such as the untrusted AF collecting data from the UE.

· Do not wait on the resolution of whether the UE Application providing an External Identifier and how this is performed and the possible security aspects since this will take a while, but take this discussion later depending on the progress of the solution.
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