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1. Discussion
This contribution adds the architecture principles into TS 23.256 based on agreed contents in TR 23.754.
2. Proposal
* * * * Start of 1st Change * * * *
4.1
General concept

The architecture enhancements for UAVs introduce the following functionality:

· Authentication and authorization of a UAV with the USS during 5GS registration (optional)

· Authentication and authorization of a PDU session establishment and PDN connection establishment with the USS
· A reference model for UAV tracking, supporting three UAV tracking modes: UAV location reporting mode, UAV presence monitoring mode, and Unknown UAV tracking mode. The 3GPP system supports geofencing (for in-flight UAV) and geocaging (for UAV on the ground intending to fly) functionality in USS/UTM by providing enablers such as location services, event notification to a subscribing USS/UTM, etc. 

* * * * Next Change * * * *
4.2
Architectural reference model


4.2.1 General
The following functionality is defined for UAV support in the 3GPP system:
· An UAV is authenticated and authorized by USS via a USS UAV Authentication & Authorization (UUAA) with the support of the 3GPP system before connectivity for UAS services (e.g. UAS-USS connectivity) is enabled.
· Depending on 3GPP network operator and/or regulatory requirements, the UUAA is performed:

-
in 5GS: either as a separate procedure during the 5GS registration procedure (optional and based on specific PLMN policies, USS requirements, and geographic regulatory requirements), or when the UAV requests user plane resources for UAV operation (i.e. PDU session establishment). The UAV shall support UUAA during Registration and PDU session establishment procedure. 

-
in EPS: during the attach procedure and the corresponding PDN connection establishment
-
A UAV that is in possession of a CAA-Level UAV ID provides the CAA-Level UAV ID in 5GS in both Registration and in PDU Session establishment. In EPC, a UAV that is in possession of a CAA-Level UAV ID provides the CAA-Level UAV ID in PDN Connection establishment in SM-PCO. The CN determine whether UUAA is executed at 5GS registration or at PDU session/PDN Connection establishment based on local policies. 

-
If UUAA is not performed during the Registration procedure in 5GS, the UUAA is performed at PDU session establishment when the UAV requests user plane resources for UAV operation and the UAV provides its CAA Level ID during PDU session (PDN connection) establishment.

-
The UAV flight authorization and UAV-UAVC pairing authorization is performed at PDU session/PDN connection establishment/modification procedures.

-
The 3GPP system supports USS authorization of pairing between a UAV and a networked UAVC or a UAVC that connects to the UAV via Internet connectivity during the establishment of the PDN connection/PDU session for UAS services (i.e. connectivity to USS/UTM and for C2 traffic). Modifications or establishment of the pairing or re-authorization take place via modification of the established PDN connection/PDU session. During such procedures, the USS/UTM provides to the 3GPP system information (e.g. QoS requirement, data flow descriptors, etc.) that enable traffic between the UAV and the UAVC. 
NOTE:
How the USS/UTM is made aware of the UAVC is outside the scope of 3GPP in this Release.
-
For EPC, the PDN connections used by UAV are served by a combo SMF+PGW-C regardless of whether the UAV support 5G NAS or whether their subscription allows access to 5GC. The APNs used by the UAV for contacting USS/UTM or for C2 communication always resolves to an SMF+PWG-C.
The following architectural assumptions apply:
· It is assumed that the UAV trying to access UAS services using 3GPP connectivity is already registered with a USS and has been assigned a CAA-Level-UAV ID. The procedure for UAV registration and assignment of CAA-Level-UAV ID is out of scope of 3GPP. The USS assigns to the UAV a CAA-Level UAV ID, or is made aware of the assigned CAA-Level UAV ID.

· An UAV is identified by USS using a CAA-level UAV ID, and identified by the 3GPP System using a 3GPP UAV ID assigned by the MNO.

· A UAV is registered with the USS either before connecting with the 3GPP system or using plain internet connectivity via the 3GPP system. Before registering for UAS services with the 3GPP system, the UAV shall be provisioned with a CAA-Level UAV Identity. 
· In roaming scenarios, it is assumed that access to USS is in the VPLMN, thus packet data connectivity for UAV-USS communication is in local breakout, and the UAS NF function is located in the VPLMN. 
· In this release the UAV uses 3GPP access (i.e. LTE & NR) for 3GPP UAV related operations.

· Activation of RAN aerial features for UAV accessing via E-UTRA reuses the existing mechanism defined in TS 36.300 [9].

· For this release, it is assumed a UAV is served by the same USS/UTM for the duration of a flight.

· One or more USS(s) may be present in a specific region and may manage UAVs over one or more 3GPP networks.

· The 3GPP Network subscription for the UAV is not assumed to contain any information about the USS.
4.2.2
Logical UAV Reference Architecture

[image: image1.emf]UE

NG-RAN 5GC N6

N3

(R)AN EPC S1

UAS NF

Na, Nb, 

Nc, ...

Data 

Network

USS N??

SGi

TPAE


Figure 4.2.2-1: Logical 5GS and EPS architecture for UAV.
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Figure 4.2.2-2: Non-roaming architecture for interworking between 5GS and EPC/E-UTRAN
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Figure 4.2.2-3: Local breakout roaming architecture for interworking between 5GS and EPC/E-UTRAN

4.2.3
5GS Non-roaming Reference Architecture
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Figure 4.2.3-1: 5G System non-roaming architecture for UAV.
4.2.4
5GS Roaming Reference Architecture
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Figure 4.2.4-2: Roaming 5G System architecture for UAV - local breakout scenario in service-based interface representation.
4.2.X
EPS Non-roaming Reference Architecture
4.2.X
EPS Roaming Reference Architecture

4.2.5
Service-based interfaces

The 5G System Architecture for UAVs contains the service-based interfaces defined in TS 23.501 [X] plus the following:

Nuasnf:
Service-based interface exhibited by UAS NF.

4.2.6
Reference points

The 5G System Architecture for UAV contains the reference points defined in TS 23.501 [X] plus the following:

Na
:
Reference point between AMF and UAS NF
.

Nb:
Reference point between SMF and UAS NF.

Nc
:
Reference point between PCF and UAS NF
.

Nd:
Reference point between UAS NF and AF
.

Ne:
Reference point between UAS NF and UDR
.
Nf:
Reference point between UAS NF and UDM
.
* * * * End of Changes * * * *
��I do not believe we need to state anything here, because we have agreed that in EPC the APN must resolve to a combo SMF/PGW-C, and the specific procedures for authentication/authorization are carried out via the SMF to UAS NF interface. No need for any section on EPS architecture?





�Number to be defined


�Like N51


�Introduced for authentication/authorization by the AF via UAS NF.


�Number to be defined


�This may be needed, depending on how we define the procedures (i.e. UAS NF communicates directly with PCF or is it assumed via the NEF)


�This is like N33


�Unclear if an equivalent of N37 is needed.


�Unclear if an equivalent on N52 is needed
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