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**** First Change ****
[bookmark: _Toc20150086][bookmark: _Toc27846885][bookmark: _Toc36188016][bookmark: _Toc45183921][bookmark: _Toc47342763][bookmark: _Toc51769465][bookmark: _Toc59095817][bookmark: _Toc19107115][bookmark: _Toc11154881]5.30.2.2	Broadcast system information
NG-RAN nodes which provide access to SNPNs broadcast the following information:
-	One or multiple PLMN IDs
-	List of NIDs per PLMN ID identifying the non-public networks NG-RAN provides access to
NOTE 1:	It is assumed that an NG-RAN node supports broadcasting a total of twelve NIDs. Further details are defined in TS 38.331 [28].
NOTE°2:	The presence of a list of NIDs for a PLMN ID indicates that the related PLMN ID and NIDs identify SNPNs.
-	Group ID as a specific case of SNPN ID reusing SNPN ID encoding in TS 23.003 [15], where
-	Assignment mode 1 indicates self-managed Home SP Group ID values as the NID Value is chosen independently at deployment time.
-	Assignment mode 0 indicates Home SP Group ID is globally unique as the NID Value is globally unique. One possibility for ensuring uniqueness is to use IANA PEN as in TS 23.003 [15].
-	SIB will be enhanced as follows, for SNPN only:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
NOTE 2a:	This refers to UEs that do not have an entry in the user-controlled or the separate entity-controlled lists of preferred SNPNs matching the SNPN's network identity and that do not have an entry in the separate entity-controlled prioritized list of Group IDs matching any of the Group IDs supported by the SNPN.
-	Optionally a human-readable network name per NID.
NOTE 3:	The human-readable network name per NID is only used for manual SNPN selection. The mechanism how human-readable network name is provided (i.e. whether it is broadcasted or unicasted) to the UE is specified in TS 38.331 [28].
-	Optionally information, as described in TS 38.300 [27], TS 38.331 [28] and in TS 38.304 [50], to prevent UEs not supporting SNPNs from accessing the cell, e.g. if the cell only provides access to non-public networks.
[bookmark: _Toc20150087][bookmark: _Toc27846886][bookmark: _Toc36188017][bookmark: _Toc45183922][bookmark: _Toc47342764][bookmark: _Toc51769466][bookmark: _Toc59095818]5.30.2.3	UE configuration and subscription aspects
An SNPN-enabled UE is configured with subscriber identifier (SUPI), credentials for each subscribed SNPN identified by the combination of PLMN ID and NID. If an SNPN-enabled UE is configured with an N3IWF, it is also configured with an identifier of the country where the configured N3IWF is located.
A subscriber of an SNPN is either:
-	identified by a SUPI containing a network-specific identifier that takes the form of a Network Access Identifier (NAI) using the NAI RFC 7542 [20] based user identification as defined in TS 23.003 [19] clause 28.7.2. The realm part of the NAI may include the NID of the SNPN; or
-	identified by a SUPI containing an IMSI.
An SNPN-enabled UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode the UE only selects and registers with SNPNs over Uu as described in clause 5.30.2.4.
An SNPN-enabled UE may also be configured with following:
-	User-controlled prioritized list of preferred SNPNs
-	Separate entity controlled prioritized list of preferred SNPNs
-	Separate entity-controlled prioritized list of Group IDs (GIDs)
NOTE 3:	The UE may also only be configured with the separate entity-controlled prioritized list of preferred SNPNs or only the separate entity-controlled prioritized list of Group IDs.
NOTE 4:	If the UE has multiple subscriptions owned by different entities separate from the SNPN it is assumed that the subscription to use is selected by implementation specific means (e.g. based on user input) prior to network selection.
Emergency services are not supported in SNPN access mode.
NOTE 1:	Voice support with emergency services in SNPN access mode is not specified in this release.
If a UE is not set to operate in SNPN access mode, even if it is SNPN-enabled, the UE does not select and register with SNPNs. A UE not set to operate in SNPN access mode performs PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17]. For a UE capable of simultaneously connecting to an SNPN and a PLMN, the setting for operation in SNPN access mode is applied only to the Uu interface for connection to the SNPN. Annex D.4 provides more details.
NOTE 2:	Details of activation and deactivation of SNPN access mode are up to UE implementation.
[bookmark: _Toc20150088][bookmark: _Toc27846887][bookmark: _Toc36188018][bookmark: _Toc45183923][bookmark: _Toc47342765][bookmark: _Toc51769467][bookmark: _Toc59095819]5.30.2.4	Network selection in SNPN access mode
When a UE is set to operate in SNPN access mode the UE does not perform normal PLMN selection procedures as defined in clause 4.4 of TS 23.122 [17].
UEs operating in SNPN access mode read the available PLMN IDs and list of available NIDs from the broadcast system information and take them into account during network selection.
For automatic network selection, the UE selects and attempts to register with the available SNPN identified by a PLMN ID and NID for which the UE has SUPI and credentials. If multiple SNPNs are available that the UE has respective SUPI and credentials for, then how the UE selects an SNPN is based on UE implementation.it is performed in the following order:
-	UE selects and attempts to register with the SNPN it was last registered with (if available).
-	UE selects and attempts to register with the available SNPN identified by a PLMN ID and NID for which the UE has SUPI and credentials.
-	UE selects an available and allowable SNPN, which broadcasts "access using credentials from a separate entity is supported" indication and an SNPN ID contained in the user-controlled list (if available)
-	UE selects an available and allowable SNPN which broadcasts "access using credentials from a separate entity is supported" indication and an SNPN ID contained in the separate entity-controlled list (if available)
-	UE selects an available and allowable SNPN which broadcasts "access using credentials from a separate entity is supported" indication and a GID contained in the separate entity-controlled list (if available)
-	If the UE has not found an available and allowable SNPN based on the above, the UE selects an available and allowable SNPN which broadcasts an indication that the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN:
-	If the UE detects a plurality of such SNPNs, the order in which the UE selects and attempts a registration with an SNPN is implementation specific
-	If the UE is unable to find a suitable cell of any available and allowable SNPN based on the above, the UE attempts to camp on an acceptable cell of any available SNPN supporting emergency calls (irrespective of SNPN ID) or of any available PLMN (irrespective of PLMN ID), in limited service state.
-	The UE continues automatic SNPN selection based on the above until a suitable cell is found or until the user stops the automatic selection procedure (in which case the user may proceed with manual network selection).


For manual network selection UEs operating in SNPN access mode provide to the user the list of SNPNs (each is identified by a PLMN ID and NID) and related human-readable names (if available) of the available SNPNs, which broadcast the "access using credentials from a separate entity is supported" indication.  the UE has respective SUPI and credentials for.
NOTE:	The details of SNPN selection is defined in TS 23.122 [17].
When a UE performs Initial Registration to an SNPN, the UE shall indicate the selected NID and the corresponding PLMN ID to NG-RAN. NG-RAN shall inform the AMF of the selected PLMN ID and NID.


*** End of Changes ****

