

	
[bookmark: _GoBack]SA WG2 Meeting #143E (e-meeting)	S2-2100965
Feb 24 - Mar 09, 2021, Electronic, Elbonia
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	23.501
	CR
	2674
	rev
	-
	Current version:
	16.7.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Detection of satellite backhaul based on configuration information

	
	

	Source to WG:
	Xiaomi

	Source to TSG:
	SA2

	
	

	Work item code:
	5GSAT_ARCH
	
	Date:
	2021-02-18

	
	
	
	
	

	Category:
	C
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17   (Release 17)

	
	

	Reason for change:
	Mobile backhaul interconnects gNB with AMF over N2 and interconnects gNB with UPF over N3. If AMF and UPF are preconfigured that some connections are reserved for satellite backhaul or a list of gNB ID corresponds to satellite backhaul, when it receives traffic from the communication connection reserved for satellite backhaul or from one of the gNB in the list, it can then determine that the UE traffic is over satellite backhaul or traffic of the PDU session is over satellite backhaul.
The satellite backhaul information will then be used by PCF to determine the policy.

	
	

	Summary of change:
	AMF can determine that UE is currently over satellite backhaul and report it to the SMF over N11.
UPF can determine that the PDU session is over satellite backhaul and report it to the SMF over N4.

	
	

	Consequences if not approved:
	PCF cannot provide a policy based on satellite backhaul information.

	
	

	Clauses affected:
	5.6.2, 5.8.2.11.11, 5.8.2.11.12

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core secifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1



[bookmark: _Toc11145258]* * * First change * * * 
[bookmark: _Toc27846555][bookmark: _Toc36187680][bookmark: _Toc45183584][bookmark: _Toc47342426][bookmark: _Toc51769126][bookmark: _Toc59095476][bookmark: _Toc20204625][bookmark: _Toc27895331][bookmark: _Toc36192434]5.6.2	Interaction between AMF and SMF
The AMF and SMF are separate Network Functions.
N1 related interaction with SMF is as follows:
-	The single N1 termination point is located in AMF. The AMF forwards SM related NAS information to the SMF based on the PDU Session ID in the NAS message. Further SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.
-	The serving PLMN ensures that subsequent SM NAS exchanges (e.g. SM NAS message responses) for N1 NAS signalling received by the AMF over an access (e.g. 3GPP access or non-3GPP access) are transported over the same access.
-	SMF handles the Session management part of NAS signalling exchanged with the UE.
-	The UE shall only initiate PDU Session Establishment in RM-REGISTERED state.
-	When a SMF has been selected to serve a specific PDU Session, AMF has to ensure that all NAS signalling related with this PDU Session is handled by the same SMF instance.
-	Upon successful PDU Session Establishment, the AMF and SMF stores the Access Type that the PDU Session is associated.
N11 related interaction with SMF is as follows:
-	The AMF reports the reachability of the UE based on a subscription from the SMF, including:
-	The UE location information with respect to the area of interest indicated by the SMF.
-	The SMF indicates to AMF when a PDU Session has been released.
-	Upon successful PDU Session Establishment, AMF stores the identification of serving SMF of UE and SMF stores the identification of serving AMF of UE including the AMF set. When trying to reach the AMF serving the UE, the SMF may need to apply the behaviour described for "the other CP NFs" in clause 5.21.
N2 related interaction with SMF is as follows:
-	Some N2 signalling (such as handover related signalling) may require the action of both AMF and SMF. In such case, the AMF is responsible to ensure the coordination between AMF and SMF. The AMF may forward the SM N2 signalling towards the corresponding SMF based on the PDU Session ID in N2 signalling.
-	SMF shall provide PDU Session Type together with PDU Session ID to NG-RAN, in order to facilitate NG-RAN to apply suitable header compression mechanism to packet of different PDU type. Details refer to TS 38.413 [34].
-	If AMF determines that the N2 connection is over a satellite backhaul based on pre-configured information, it shall report to the SMF about the usage of satellite backhaul for the UE.
N3 related interaction with SMF is as follows:
-	Selective activation and deactivation of UP connection of existing PDU Session is defined in clause 5.6.8.
N4 related interaction with SMF is as follows:
-	When it is made aware by the UPF that some DL data has arrived for a UE without downlink N3 tunnel information, the SMF interacts with the AMF to initiate Network Triggered Service Request procedure. In this case, if the SMF is aware that the UE is unreachable or if the UE is reachable only for regulatory prioritized service and the PDU Session is not for regulatory prioritized service, then the SMF shall not inform DL data notification to the AMF
The AMF is responsible of selecting the SMF per procedures described in clause 6.3.2. For this purpose, it gets subscription data from the UDM that are defined in that clause. Furthermore, it retrieves the subscribed UE-AMBR from the UDM, and optionally dynamic serving network UE-AMBR from PCF based on operator local policy, and sends to the (R)AN as defined in clause 5.7.2
AMF-SMF interactions to support LADN are defined in clause 5.6.5.
In order to support charging data collection and to fulfil regulatory requirement (in order to provide NPLI - Network Provided Location Information- as defined in TS 23.228 [15]) related with the set-up, modification and release of IMS Voice calls or with SMS transfer the following applies
-	At the time of the PDU Session Establishment, the AMF provides the SMF with the PEI of the UE if the PEI is available at the AMF.
-	When it forwards UL NAS or N2 signalling to a peer NF (e.g. to SMF or to SMSF) or during the UP connection activation of a PDU Session, the AMF provides any User Location Information it has received from the 5G-AN as well as the Access Type (3GPP - Non 3GPP) of the AN over which it has received the UL NAS or N2 signalling. The AMF also provides the corresponding UE Time Zone. In addition, in order to fulfil regulatory requirement (i.e. providing Network Provided Location Information (NPLI), as defined in TS 23.228 [15]) when the access is non-3GPP, the AMF may also provide the last known 3GPP access User Location Information with its age, if the UE is still attached to the same AMF for 3GPP access (i.e. valid User Location Information).
The User Location Information, the access type and the UE Time Zone may be further provided by SMF to PCF. The PCF may get this information from the SMF in order to provide NPLI to applications (such as IMS) that have requested it.
The User Location Information may correspond to:
-	In the case of 3GPP access: Cell-Id. The AMF includes only the Primary Cell-Id even if it had received also the Cell-Id of the Primary cell in the Secondary RAN node from NG-RAN.
-	In the case of Untrusted non-3GPP access: a UE local IP address (used to reach the N3IWF) and optionally UDP or TCP source port number (if NAT is detected).
-	In the case of Trusted non-3GPP access: TNAP/TWAP Identifier, a UE/N5CW device local IP address (used to reach the TNGF/TWIF) and optionally UDP or TCP source port number (if NAT is detected).
	When the UE uses WLAN based on IEEE 802.11 technology to reach the TNGF, the TNAP Identifier shall include the SSID of the access point to which the UE is attached. The TNAP Identifier shall include at least one of the following elements, unless otherwise determined by the TWAN operator's policies:
-	the BSSID (see IEEE Std 802.11-2012 [106]);
-	civic address information of the TNAP to which the UE is attached.
	The TWAP Identifier shall include the SSID of the access point to which the NC5W is attached. The TWAP Identifier shall also include at least one of the following elements, unless otherwise determined by the TWAN operator's policies:
-	the BSSID (see IEEE Std 802.11-2012 [106]);
-	civic address information of the TWAP to which the UE is attached.
NOTE 1:	The SSID can be the same for several TNAPs/TWAPs and SSID only cannot provide a location, but it might be sufficient for charging purposes.
NOTE 2:	the BSSID associated with a TNAP/TWAP is assumed to be static.
-	In the case of W-5GAN access: The User Location Information for W-5GAN is defined in TS 23.316 [84].
When the SMF receives a request to provide Access Network Information reporting while there is no action to carry out towards the 5G-AN or the UE (e.g. no QoS flow to create / Update / modify), the SMF may request User Location Information from the AMF.
The interaction between AMF and SMF(s) for the case of a I-SMF insertion, relocation or removal for a PDU session is described in clause 5.34.
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The following table describes the Session Reporting Rule (SRR) that defines the detection and reporting events that the UPF shall report, that are not related to specific PDRs of the PDU Session, as follows:
-	Per QoS flow per UE QoS Monitoring Report, as specified in clause 5.33.3.2.
-	Change of 3GPP or non-3GPP access availability, for an MA PDU session.
Table 5.8.2.11.11-1: Attributes within Session Reporting Rule
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to this SRR.
	

	Rule ID
	Unique identifier to identify this information.
	Used by UPF when reporting.

	QoS Monitoring per QoS flow Control Information
	Indicates the UPF to apply the QoS Monitoring report for one or more QoS Flows.
	The IE is defined in clause 7.5.2.9 of the TS 29.244 [65].

	Access Availability Control Information
	Indicates the UPF to report when an access type becomes available or unavailable for an MA PDU Session.
	The IE is defined in clause 7.5.2.9 of TS 29.244 [65].

	Satellite Backhaul
	Indicates the UPF to report when satellite backhaul is detected.
	UPF determines the usage of satellite backhaul based on preconfigured information.
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The UPF sends the session report to inform the SMF the detected events for a PDU Session that are related to an SRR.
Table 5.8.2.11.12-1: Attributes within Session Reporting
	Attribute
	Description
	Comment

	N4 Session ID
	Identifies the N4 session associated to the SRR which triggered the report.
	

	Rule ID
	Unique identifier to identify the Session Reporting Rule within a session which triggered the report.
	Used by UPF when reporting.

	QoS Monitoring Report
	Indicates the QoS Monitoring result for one or more QoS Flows.
	The IE is defined in clause 7.5.8.6 of TS 29.244 [65].

	Access Availability Report
	Indicates the change of 3GPP or non-3GPP access availability, for an MA PDU session.
	The IE is defined in clause 7.5.8.6 of TS 29.244 [65].

	Satellite Backhaul Report
	Indicates the detection of Satellite Backhaul for the PDU session.
	UPF determines the usage of satellite backhaul based on preconfigured information.
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