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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc20203963][bookmark: _Toc27894648][bookmark: _Toc36191715][bookmark: _Toc45192801][bookmark: _Toc47592433][bookmark: _Toc27846729][bookmark: _Toc36187860][bookmark: _Toc45183764][bookmark: _Toc47342606][bookmark: _Toc51769307][bookmark: _Toc59095659]4.xx	Network Slice Admission Control procedure
[bookmark: _Toc20203962][bookmark: _Toc27894647][bookmark: _Toc36191714][bookmark: _Toc45192800][bookmark: _Toc47592432][bookmark: _Toc51834513][bookmark: _Toc59100339]4.xx.1	General
The Network Slice Admission Control procedure is triggered for an S-NSSAI subject to quota admission control if the number of registered UE or established PDU session is changed during an admission control procedure, e.g., registration, re-registration, NSSAA, PDU Session establishment or PDU Session termination. 
The NSACF is responsible for the storing of network slice information, managing, updating and enforcing the network slice information for the purpose of network slice admission control.
The PCF performs the role of the primary point of enforcement for the admission of UEs or PDU Sessions to specific S-NSSAI(s) that is subject to the network slice admission control by interacting with NSACF.
The NSACF may assign a local budget for the PCF to enforce, i.e. to accept registration of new UEs or establishment of new PDU Sessions as long as budget is remaining. When the local budget is completely used (or when the PCF does not have a local budget initially), the PCF interacts with the NSACF and the NSACF makes the final decision for this UE and possibly re-allocates an updated budget to the PCF.
4.xx.2	Network Slice Admission Control
The NSACF performs Network Slice admission control on the number of registered UEs or PDU Sessions of an S-NSSAI with the assistance of PCF. The services and information flows to be supported by PCF and NSACF for Network Slice Admission Control are described in Figure 4.xx.2-1.


Figure 4.xx.2-1: Network Slice Admission Control procedure.
1. [Optional] Per operator’s policy the NSACF may have assigned previously a local budget for specific S-NSSAI(s) (e.g., number of allowed UE registrations, PDU Sessions or both) to the PCF responsible for these S-NSSAI(s).
2.  During the Network Slice admission control procedure, if the number of registered UE or established PDU session is changed (e.g., registration, re-registration, deregistration, NSSAA, PDU Session establishment, PDU Session termination), for AM (or SM) Policy Association Establishment/Modification/Termination request the AMF for the registered UE control (or the SMF for the established PDU session control) interacts with the PCF responsible for the S-NSSAI with the provided Allowed NSSAI.
For example AM (or SM) Policy Association Establishment request is invoked via the service operation <Npfc_AMPolicyControl_Create> (or <Npfc_SMPolicyControl_Create>). Per clause 4.16.1.2 (or 4.16.4) in the request includes the Allowed S-NSSAI (which may be subjected to the slice admission control).
3. The PCF checks each of the Allowed S-NSSAI(s) and determines, if slice admission control applies for an S-NSSAI, the acceptance or rejection of the registration or PDU Session request to that S-NSSAI. 
If the PCF has local budget available for an S-NSSAI, the registration or PDU Session establishment request is accepted and the local budget is decreased by one. If the request is deregistration or termination of PDU Session, the PCF updates the local budget (i.e., increase by one) of the S-NSSAI. If the request is registration update, e.g., update the allowed S-NSSAI(s), e.g. adding/removing one S-NSSAI to the Allowed NSSAI or Network Slice authentication and authorization procedure, the PCF updates (i.e., increase or decrease by one) the local budget of the S-NSSAI.
4a. [Conditional - depending on the step 3] When there is no local budget remaining, the decision of the acceptance or rejection has to be taken by the NSACF. The PCF check the NSACF for the indicated S-NSSAI, which is configured locally or discovered via the NRF.
The PCF sends an enforcement request to the NSACF via the service operation < Nnsacf_SliceAdmission_Enforcement> request. The request includes which slice SLA parameter is to be checked (e.g., checking for maximum number of UEs, checking for maximum number of PDU Sessions) and S-NSSAI and PCF ID.
4b. [Conditional - depending on the step 4a] The NSACF checks the admission control of the S-NSSAI(s) for the indicated slice SLA parameter against the status of its remaining overall quota budget and determines the acceptance or rejection of the request to each of the requested S-NSSAI(s).
4c. [Conditional - depending on the step 4a and 4b] The NSACF decides and sends the response of service operation < Nnsacf_SliceAdmission_Enforcement> response to the PCF about the acceptance or rejection of UE registration or established PDU Session. The response may include a new local budget for the specific S-NSSAI (e.g., a higher number of local budget than the one sent in step 4a). The PCF follows the NSACF decision for the requested S-NSSAI and uses the new local budget (if available) for the handling of other requests (as described in step 3a).
5. [Conditional - depending on the step 4c] The PCF updates the local budget of the specific S-NSSAI if a new local budget is included in the response from NSACF.
6a. [Conditional – depending on the step 3 or steps 4a-4c] If the admission for one of provided Allowed S-NSSAI within the registration, or S-NSSAI of the PDU session is accepted, the PCF give a successful response to the service operation triggered by AMF (or SMF) in step 2.In the response to the AMF, it may also include the non-accepted provided Allowed S-NSSAI. 
6b. [Conditional – depending on the step 3 or steps 4a-4c] If the admission for all of provided Allowed S-NSSAI within the registration, or S-NSSAI of the PDU session is rejected, the AM (or SM) Policy Association Establishment (or Modification) request is rejected. Thus the AMF or the SMF handles the rejection of the each of the rejected S-NSSAI(s) to the UE respectively.
Independently of step 2-6, the following steps (7 and 8) can be triggered by NSACF to the PCF at any time. The step 7 is executed after the first time interaction between the PCF and NSACF.
7.  [Optional] The NSACF subscribes the status of local budget of the specific S-NSSAI(s) (e.g., number of allowed UE registrations, PDU Sessions or both) from the PCF via the service operation <Npcf_EventExposure_Subscribe>. The event report can be periodically or threshold based. So the PCF can send notification of the slice status to the NSACF if the event is matched.
8. 	[Conditional - depending on the step 7] The PCF notifies the NSACF via the service operation <Npcf_EventExposure_Notify> when the conditions for the event exposure of the status of local budget of the specific S-NSSAI (e.g., number of allowed UE registrations) are fulfilled, e.g., periodically or when a threshold is crossed.
9. 	The NSACF updates the re-allocating a local budget of allowed UE registrations or PDU Sessions or both for specific S-NSSAI(s) to the PCF, if necessary (e.g., when the local budget is too high or too low compared to expected usage).
NOTE:	The re-distribution of local budget can occur any time independently of step 1-8.
* * * * Second change * * * *
5.2	Network Function services
5.2.xx	NSACF Services
[bookmark: _Toc59100847][bookmark: _Toc51835021][bookmark: _Toc47592934][bookmark: _Toc45193302][bookmark: _Toc36192189][bookmark: _Toc27895096][bookmark: _Toc20204397]5.2.xx.1	General
The following table illustrates the NSACF services.
Table 5.2.xx-1: List of NSACF services
	Service Name
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Nnsacf_SliceAdmission
	Enforcement
	Request/Response
	PCF



[bookmark: _Toc59101206][bookmark: _Toc51835380][bookmark: _Toc47593293][bookmark: _Toc45193661]5.2.xx.2	Nnsacf_SliceAdmission Services
[bookmark: _Toc59101207][bookmark: _Toc51835381][bookmark: _Toc47593294][bookmark: _Toc45193662]5.2.xx.2.1	General
Service Description: The NSACF executes the Network Slice Admission Control of UE registrations or PDU Session establishments to an S-NSSAI subject to quota admission limit. The NF Service Consumer that has no local budget or no local budget left is required to query the NSACF to get authorisation to admit the UE registration or PDU Session establishment. The NSACF may optionally provide additional budget as part of the response, which the NF Service Consumer can use without querying the NSACF again for the indicated S-NSSAI.

5.2.X.2.2	Nnsacf_SliceAdmission_Enforcement service operation
Service operation name: Nnsacf_SliceAdmission_Enforcement
Description: The consumer NF, e.g. PCF, requests the NSACF for admission of UE registrations or PDU Sessions to S-NSSAI(s) subject to quota information.
Inputs Required: S-NSSAI(s), Slice SLA parameter (e.g., the checking for maximum number of UEs, checking for the maximum number of PDU Sessions), PCF ID.
Inputs, Optional: None.
Outputs Required: Operation execution result indication.
Outputs, Optional: New local budget of the allowed registered UEs or PDU Sessions for the specific S-NSSAI.

* * * * Third change * * * *
[bookmark: _Toc20204472][bookmark: _Toc27895171][bookmark: _Toc36192268][bookmark: _Toc45193381][bookmark: _Toc47593013][bookmark: _Toc51835100][bookmark: _Toc59100926]5.2.5	PCF Services
[bookmark: _Toc20204473][bookmark: _Toc27895172][bookmark: _Toc36192269][bookmark: _Toc45193382][bookmark: _Toc47593014][bookmark: _Toc51835101][bookmark: _Toc59100927]5.2.5.1	General
The following table illustrates the PCF Services.
Table 5.2.5.1-1: NF services provided by PCF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer (s)

	Npcf_AMPolicyControl
	Create
	Request/Response
	AMF

	
	Update
	Request/Response
	AMF

	
	UpdateNotify
	Subscribe/Notify
	AMF

	
	Delete
	Request/Response
	AMF

	Npcf_Policy Authorization
	Create
	Request/Response
	AF, NEF

	
	Update
	Request/Response
	AF, NEF

	
	Delete
	Request/Response
	AF, NEF

	
	Notify
	Subscribe/Notify
	AF, NEF, NWDAF

	
	Subscribe
	
	AF, NEF, NWDAF

	
	Unsubscribe
	
	AF, NEF, NWDAF

	Npcf_SMPolicyControl
	Create
	Request/Response
	SMF

	
	UpdateNotify
	Subscribe/Notify
	SMF

	
	Update
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	Npcf_BDTPolicyControl
	Create
	Request/Response
	NEF

	
	Update
	Request/Response
	NEF

	
	Notify
	
	NEF

	Npcf_UEPolicyControl
	Create
	Request/Response
	AMF, V-PCF

	
	Update
	Request/Response
	AMF, V-PCF

	
	UpdateNotify
	Subscribe/Notify
	AMF, V-PCF

	
	Delete
	Request/Response
	AMF, V-PCF

	Npcf_EventExposure
	Subscribe
	Subscribe/Notify
	NEF, NWDAF, NSACF

	
	Unsubscribe
	
	

	
	Notify
	
	



* * * * Fourth change * * * *
[bookmark: _Toc20204476][bookmark: _Toc27895175][bookmark: _Toc36192272][bookmark: _Toc45193385][bookmark: _Toc47593017][bookmark: _Toc51835104][bookmark: _Toc59100930]5.2.5.2.2	Npcf_AMPolicyControl_Create service operation
Service operation name: Npcf_AMPolicyControl_Create
Description: NF Service Consumer can request the creation of an AM Policy Association and by providing relevant parameters about the UE context to the PCF.
Inputs, Required: SUPI.
Inputs, Optional: Information provided by the AMF as defined in 6.2.1.2 of TS 23.503 [20], such as Access Type, Permanent Equipment Identifier, GPSI, User Location Information, UE Time Zone, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.34 of TS 23.501 [2]), RAT type, List of subscribed Service Area Restrictions, subscribed RFSP Index, the Allowed NSSAI, GUAMI, backup AMF(s) (if NF Type is AMF). Backup AMF(s) are sent only once by the AMF to the PCF in its first interaction with the PCF.
Outputs, Required: AM Policy Association ID.
Outputs, Optional: The requested Access and mobility related policy information as defined in Clause 6.5 of TS 23.503 [20], and Policy Control Request Trigger of AM Policy Association. The Network Slice admission control related information. 
The Network Slice admission control related information includes the accepted or rejected S-NSSAI(s) per slice admission control.
See clause 4.2.2.2.2 (step 16) for the detail usage of this service operation for AMF. In step 16, the AMF requests the PCF to apply operator policies for the UE.
See clause 4.16.1.2 (steps 2 and 3) for the detail usage of this service operation for AMF. In step 2, the AMF requests the PCF to apply operator policies for the UE; in step 3, the PCF acknowledges AMF with requested policy.
* * * * Fifth change * * * *
5.2.5.7	Npcf_EventExposure service
5.2.5.7.1	General
Service description: This service enables an NF to subscribe and get notified about PCF events for a group of UE(s) or any UE accessing a combination of (DNN, S-NSSAI).
The events can be subscribed by a NF consumer are described in TS 23.503 [20], clause 6.1.3.18.
The following events can be subscribed by the NSACF.
-	The status of the number of registered UEs of an S-NSSAI.
-	The status of the number of established PDU Sessions of an S-NSSAI.
The following service operations are defined for the Npcf_EventExposure service:
-	Npcf_EventExposure_Subscribe.
-	Npcf_EventExposure_UnSubscribe.
-	Npcf_EventExposure_Notify.
[bookmark: _Toc20204507][bookmark: _Toc27895206][bookmark: _Toc36192303][bookmark: _Toc45193416][bookmark: _Toc47593048][bookmark: _Toc51835135][bookmark: _Toc59100961]5.2.5.7.2	Npcf_EventExposure_Subscribe service operation
Service operation name: Npcf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe to or modify event reporting for a group of UE(s) or any UE accessing a combination of (DNN, S-NSSAI). 
NF Consumers: NEF, NSACF.
Inputs, Required: NF ID, Target of Event Reporting (Internal Group Identifier or indication that any UE accessing a combination of (DNN, S-NSSAI)is targeted, (set of) Event ID(s) defined in clause 5.2.5.7.1, Notification Target Address (+ Notification Correlation ID) and Event Reporting Information defined in Table 4.15.1-1.
Inputs, Optional: Event Filter (s) associated with each Event ID.
Outputs, Required: Operation execution result indication. When the subscription is accepted: Subscription Correlation ID.
Outputs, Optional: First corresponding event report is included, if corresponding information is available (see clause 4.15.1).
The NF consumer subscribes to the event notification by invoking Npcf_EventExposure to the PCF. The PCF allocates a Subscription Correlation ID for the subscription and responds to the consumer NF with the Subscription Correlation ID. Event receiving NF ID identifies the NF that shall receive the event reporting.
* * * * End of changes * * * *
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