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******************** 1st Change ********************
[bookmark: _Toc19197321][bookmark: _Toc27896474][bookmark: _Toc36192642][bookmark: _Toc37076373][bookmark: _Toc45194819][bookmark: _Toc47594231][bookmark: _Toc51836862][bookmark: _Toc59101296]6.1.1.3	Policy decisions based on network analytics
Policy decisions based on network analytics allow PCF to perform policy decisions taking into account the analytics information provided by the NWDAF. The PCF subscribes/unsubscribes to Analytics information as defined in TS 23.288 [24]. The possible triggers for the PCF to subscribe to the analytics information from the NWDAF are described in clause 6.1.1.3a.
The following Analytics IDs are relevant for Policy decisions: "Load level information", "Service Experience", "Network Performance" and "Abnormal behaviour". The PCF may subscribe to notifications of network analytics related to "Load Level Information" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Load level information", the Analytics Filter "S-NSSAI and NSI ID" and the Analytics Reporting Information set to a load level threshold value. The PCF is notified when the load level of the Network Slice Instance reaches the threshold, and then the PCF may verify if the RFSP index value needs to be modified for a SUPI for which an AM Policy Association is created; this is based on operator policies in the PCF, as defined in clause 6.1.2.1.
The PCF may subscribe to notifications of network analytics related to "Service Experience" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Service Experience", the Target of Analytics Reporting "any UE" and the Analytics Filter including one or more "Application ID(s)". The PCF is notified on the Service Experience statistics or predictions including, for each Application Id, the list of SUPIs for which Service Experience is provided. In addition, both spatial and time validity may be provided as well as the confidence of the prediction. The PCF may check the 5QI values assigned to the Application, the number of UEs affected and may use this as input to calculate and update the authorized QoS for a service data flow template.
The NWDAF service to retrieve the service experience (i.e. the average observed Service MoS) is described in clause 6.4 of TS 23.288 [24].
The PCF may subscribe to notifications of network analytics related to "Network Performance" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Network Performance", the Target of Analytics Reporting "Internal Group Id" and the Analytics Filter including the Area of Interest. The PCF is notified on the Network Performance statistics or predictions including the Area of Interest. In addition, the confidence of the prediction may be provided. The PCF may use this information as input to calculate the background data transfer policies that are negotiated with the ASP, as defined in clause 6.1.2.4.
The NWDAF services to retrieve "Network Performance" as described in clause 6.6 of TS 23.288 [24].
The PCF may subscribe to notifications of network analytics related to "Abnormal behaviour" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Abnormal behaviour", the Target of Analytics Reporting "SUPI", "Internal Group Id" or "any UE" and the Analytics Filter including the expected analytics type or the list of Exceptions IDs and per each Exception Id a possible threshold and other Analytics Filter Information if needed. The list of Exception IDs is specified in TS 23.288 [24]. The PCF may use "Unexpected UE location" as input to determine the Service Area Restrictions defined in clause 6.1.2.1, "Suspicion of DDoS attack" or "Too frequent Service Access" to request the SMF to terminate the PDU Session as defined in clause 6.1.3.6, "Wrong destination address" to perform gating of a service data flow as defined in clause 6.1.3.6 and "Unexpected long-live/large rate flows" to perform QoS related policies such as gating or policing as defined in clause 6.2.1.1.
The NWDAF services to retrieve UE related analytics are described in clause 6.7 of TS 23.288 [24].
The PCF may also use the network analytics as input to its policy decision to apply operator defined actions for example for the UE context(s) or PDU Session(s).

******************** 2nd Change (all new text)********************
6.1.1.3a	Triggers for network analytics
Triggers for the PCF to subscribe to the analytics information from the NWDAF may include:
-	requests from AF/NEF;
-	AM Policy association establishment or modification request from the AMF;
-	SM Policy association establishment or modification request from the SMF;
-	notifications received from UDR or CHF on UE subscription change;
-	analytics information received.
The trigger conditions depend on operator policy and may be configured locally in the PCF. When a trigger condition happens, the PCF may check local configuration or evaluate operator policy to decide if any analytics information is needed and if so, initiate an subscription to the analytics information from the NWDAF.
The PCF may, upon a request from AF/NEF for negotiation for future background data transfer, subscribe to the network analytics related to "Network Performance" from the NWDAF to assist in determination of BDT policies as described in clause 6.1.2.4.
The PCF may, upon AM or SM Policy association establishment or modification request from the AMF or SMF, or based on notifications received from UDR or CHF on UE subscription change, decide that network analytics related to "Abnormal behaviour", "UE Mobility" or "UE Communication" of the UE is needed for policy decision and therefore subscribe to notifications of network analytics related to "Abnormal behaviour", "UE Mobility" or "UE Communication" of the UE from the NWDAF as described in clause 6.1.1.3.
The PCF may, upon reception of analytics information, subscribe to other analytics information from the NWDAF:
-	based on the notifications of service in use from network analytics related to "UE Communication", the PCF may further subscribe to network analytics related to "Service Experience" for each application in use of the RAT/Frequecy (i.e. RFSP index) where the UE is located, as described in clause 6.1.1.3.
-	based on the notifications of network analytics related to "User Data Congestion", the PCF may further subscribe to network analytics related to "Data Dispersion Analytics" of either any UE or heavy UEs located at the congested area of interest, as described in clause 6.1.1.3.
-	based on the notifications of network analytics related to "Load level information" which indicates the load level of a network slice reached the threshold for a high load level, the PCF may subscribe to network analytics related to "Abnormal behaviour" to detect whether there are any exceptional UE behaviours in this network slice.

******************** End of Change ********************

