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*************** First change ***************
[bookmark: _Toc20204115][bookmark: _Toc27894803][bookmark: _Toc36191873][bookmark: _Toc45192962][bookmark: _Toc47592594][bookmark: _Toc51834680][bookmark: _Toc59100506]4.11.0a.6	Interactions with DN-AAA Server
In this version of the specification, EAP-based secondary authentication with a DN-AAA server, as specified in clause 4.3.2.3, is not supported when the UE is in EPS. 
In case secondary authentication/authorization has been performed for the PDU Session in 5GS, and the UE has moved to EPS, the following applies:
-	DN-AAA re-authorization (without EAP-based re-authentication) can be performed even when the UE is in EPS, e.g. to provide new parameters from the DN-AAA Server to SMF+PGW-C. 
-	EAP-based re-authentication cannot be performed while the UE is in EPS. In case the SMF+PGW-C receives a re-authentication request from the DN-AAA, the SMF+PGW-C informs the DN-AAA Server that the UE is not available for EAP-based re-authentication at the moment. The SMF+PGW-C should not initiate PDN connection release. The DN-AAA decides what actions to take, based on the reply from SMF+PGW-C which may induce a DN-AAA server request to release the PDU Session.
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