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Abstract of the contribution: This contribution includes the moderated email discussions for the open issues related to the eNPN normative work.
1.	Introduction
Some open issues were left to be resolved during the normative work for eNPN as detailed in the TR conclusion clauses, and/or as part of the cover sheet in S2-2009250.
NOTE:	Issues that arises during discussions of normative work can be added, but if possible a resolution without the need for moderated email discussion is preferred.
To make the resolution of those open issues as smooth as possible and spend as little meeting time as possible on these issues during the normative work at SA2#143E, this documents includes a request for companies to provide their opinion on the mentioned open issues. 
The result will be used as an input to the drafting of CRs for SA2#143E, and if not possible to resolve an open issue possibly we will target a working assumption at CC#1.
2.	Issues
KI#1-Q3:	AMF selection and UE identities
The TR includes the following note in clause 8.1.2 " Conclusions for mobility scenarios ":
[bookmark: _Hlk56521713]NOTE:	Needed updates to find the correct source or target AMF and what are the applicable UE identities in the registration message will be determined in normative phase.
Question: Is there any specific updates needed for AMF selection and for UE identities, and if yes, what updates are needed?
	Company name
	Answer
(Y/N)
	Comments (optionally more details e.g. reasoning and what needs to be updated, if any)

	Intel
	Y
	A clarification is needed on the type of Registration procedure (Initial vs Mobility) when the UE moves into an SNPN from another SNPN or from a PLMN. While Initial Registration may be more efficient (due to presumed lack of interconnectivity between SNPNs or between SNPN and PLMN), the Mobility Registration would be more aligned with current UE behaviour.
The possible UE identities (in this release) include native 5G-GUTI from this SNPN, native 5G-GUTI from another SNPN or a SUCI. This needs to be clarified in 23.502 clause 4.2.2.2.

	Qualcomm
	
	The need for changes to enable mobility across SNPNs depends on whether there is support for access to services in the separate entity (SNPN or PLMN). This in turn depends on outstanding SA1 feedback.

	Nokia
	Y
	AMF selection should consider the Group ID supported along with SNPN ID.
UE identities need update to include NID and identification to separate entity as part of SUPI/SUCI. This is agreed already part of UDM/AUSF selection.

	Deutsche Telekom
	N
	No updates needed.

	Orange
	N
	No change needed, only Initial Registration.

	OPPO
	N
	If the 5G-GUTI is included in the registration request message and the target AMF can not retrieve the SUCI from the old AMF, then the target AMF can request the SUCI from the UE. No specific update is required for the UE and the AMF side.

	Huawei
	Y
	Should remove the restrictions on roaming/handover for SNPN, as well as the usage of UE ID. 
Need study on reception of NID of the source SNPN or home SNPN since the AMF can only get the NID of serving network from RAN and the SUPI may not always contain the NID.

	Alibaba
	Y
	The selection of AMF can be achieved by providing SNPN ID(e.g. NID) to the RAN so that the RAN can decide the AMF based on the SNPN ID. The mechanism is effective in several key scenarios such shared RAN cases. However, the impact to RAN2 need to be analyzed.

	MediaTek
	Y
	When UE moves from one network (PLMN or SNPN) to another network (PLMN or SNPN), UE always provides 5G-GUTI first in Registration procedure to target AMF such that target AMF can find source AMF based on the information derived from the 5G-GUTI by UE.
However, if 5G-GUTI is assigned by an SNPN, the existing procedure which allows the target AMF to find the correct source AMF based on the derived information from the 5G-GUTI may not work due to non-unique MCC and MNC in the 5G-GUTI. 
Two alternative can be considered:
Option 1 (Preferred): 
· Since the UE is aware of SNPN ID when registering to an SNPN, UE always provides the 5G-GUTI and NID to target AMF to assist to find the correct source AMF upon registration procedure. No security issue is expected when UE transmits the NID as cleartext to the target AMF. If the security is concerned, the option 2 is considered.
Option 2: 
· The target AMF may not be able to know whether the provided 5G-GUTI is assigned by an SNPN. To inform the AMF, the UE needs to indicate to the target AMF the provided 5G-GUTI is assigned by an SNPN. Based on the indication from the UE, the target AMF may request the UE to provide NID and/or UE identity (SUPI/SUCI) to find the correct source AMF.

	vivo
	See comment
	Need to consider how to obtain the NID of the H-SNPN.

	ZTE
	Y
	Mobility registration will be the first, if fails, then the initial registration. This is align with existing mobility.
To achieve this, remove the restriction on the UE ID. And the usage of NID is needed.

	Cisco
	N
	This deployment scenario, mobility between two private SNPN networks, is a very unlikely deployment scenario. We do not think that 3GPP should waste resources trying to define this. 
CT4 has already defined DNS changes that SNPN networks "may" deploy for NFs selection (see updates to 23.003 Rel-16 SNPN). These could be used if mobility is supported. But keep in mind that CT4's update are assuming that private 5G networks will use the domain ".3gppnetwork.org" for their private network NFs. If any updates are needed CT4 can do them, and if these get complicated will send LS to SA2. NID also has been built into the TAC, ECGI, NGI fields, but again there no effort to enable  interoperability between the two independent SNPNs. These can work with coordination between the SNPNs (but such coordination is required if mobility has to be supported).
[image: ]

	Samsung
	Y
	UE identity can include the routing information of SE (e.g., NAI)


KI#2-Q1:	How existing mechanisms and information can be used to enable support for VIAPA services
It has been discussed that existing 5GS functionality can be used to enable support for VIAPA services.
NOTE:	Issues left for further studies are not part of the scope of this open issue, see TR cover sheet S2-2009250
Question: Is there a need for a separate description of how to enable support for VIAPA services, and if yes, which aspects benefit more description on how to enable support for VIAPA services?
	Company name
	Answer
(Y/N)
	Comments (optionally more details e.g. reasoning and what needs to be updated, if any)

	Ericsson
	Y
	Information regarding how to achieve service continuity for VIAPA, especially for dual radio UE.
Information regarding how to keep UE in CM-CONNECTED state in overlay network.

	Qualcomm
	N
	

	Nokia
	N
	We should just translate agreed conclusion to normative text.

	Deutsche Telekom
	No
	Not needed.

	InterDigital
	N
	The conclusions we have for VIAPA are mostly rather small enhancements to existing mechanisms. Don’t see a need for a separate description.

	Futurewei 
	Yes
	As one of key issue of this study, it’s good to have text to describe how can support VIAPA as the conclusion of this study.  We can have an informative annex to describe how to support VIAPA, no dedicated normative section for it. 

	Huawei
	Y
	Information regarding how to improve service continuity for VIAPA for single radio UE.
QoS notification between overlay network and underlay network to assist QoS enforcement. 
Furthermore it should be point out that the solution based on the N3IWF with overlay/underlaying network can support any kind of services and not only VIAPA, which is rather a specific scenario for video. A PDU session may carry several other services at the same time of Video for VIAPA scenario and not restricted to this single one. As a result, we believe a separate description is needed but not specific to VIAPA service from specification perspective. 

	Philips
	Depends
	Only if it also states the open issues. Because without uninterrupted service continuity the solutions are not sufficient for many VIAPA services.

	Alibaba
	Y
	Information regarding how to achieve service continuity for VIAPA for both single radio and dual radio UE.

	MediaTek
	N
	However, if anything is needed to be documented, it should be put in an Informative Annex, i.e. no new normative requirement is needed.

	vivo
	N
	

	ZTE
	N
	

	Samsung
	Y
	How it is possible for paging and data transmission to both networks with single radio UE.



KI#4-Q1:	Need for additional SIB information
KI#4 includes a conclusion indicating that the UE can discover and select an appropriate O-SNPN based on an indication for Onboarding enabled in the SIB. However, a note questions whether this is sufficient information i.e.:
NOTE 2:	Whether the indication for Onboarding is sufficient or more SIB information is needed can be further discussed in the normative phase.
Question: Is there a need for additional information in SIB in addition to the Onboarding enabled indication?
	Company name
	Answer
(Y/N)
	Comments (optionally more details e.g. reasoning and what needs to be updated, if any)

	Ericsson
	N
	[bookmark: _Hlk62225790]The onboarding procedure will not take place in the network that often, typically, once in the lifetime of a UE. The network must be prepared for error situations where UEs select an incorrect network for onboarding.
In the TR phase, optimizations were proposed for minimizing error attempts. However, solutions carry difficulty in Operation and Management of the network for configuring additional information in the SIB. Considering that the onboarding procedure will not be invoked so often, and considering that error prevention must be implemented, our proposal is to defer these optimizations for the time being.

	Intel
	N
	We believe Onboarding network broadcasting ‘Onboarding supported’ indicator is sufficient to enable UE onboarding.

	Qualcomm
	TBD
	It may be reasonable to use some of the SIB information that will be defined for KI#1 but there is no need for additional info used specifically for onboarding

	Nokia
	No
	Current agreement to broadcast onboarding support per O-SNPN is sufficient.

	Deutsche Telekom
	N
	We believe Onboarding network broadcasting ‘Onboarding supported’ indicator is sufficient to enable UE onboarding.

	Orange
	N
	

	OPPO
	N
	Additional information SIB is not needed and no further optimization is required.
After receiving the rejection from the onboarding network, the UE can add PLMN id to the forbidden PLMN list to avoid further retry at least during a long period.

	InterDigital
	N
	Onboarding support indication is sufficient. 

	Futurewei 
	Yes
	Should consider combining with onboarding network selection and congestion control as indicated in the Note 3 of 8.4.1. 
Because of O-SNPN can provide onboarding services to differen SOs which can be separated entities, so we can leverage the principles of KI#1 but with different list of supporting SOs NIDs, as well as group IDs. 
Because the O-SNPN is not only for onboarding, but mainly for other normal services, so Onboarding feature may not be the primary services of the SNPN and the onboarding support indication should be able to be switch off if the network is congested. So, even the onboarding UE is pre-configured with this O-SNPN should not try to access this O-SNPN if that indication support is set to be off.  

	Convida Wireless
	Y
	The “Onboarding Enabled Indication” is not sufficient. In scenarios where the UE is not pre-configured with any information, relying only in the “Onboarding Enabled Indication” will create situations where the UE will attempt to connect to any network that broadcasts the indication, and the UE will have to take a trial-and-error approach to finding the right network.  This is trial-and-error approach should be avoided; it will increase onboarding times and present security issues (e.g. UEs will attempt to onboard with rouge networks).
We think that the new SIB information from KI#1 may be enough to address the issue.  For example, a statement along the lines of “In order to support the case where the O-SNPN is not known at the time of manufacturing and the UE cannot be manually configured, the UE may be pre-configured with a self-managed Group ID. The self-managed Group ID may be used to help select an O-SNPN.” would address the issue.

	Huawei 
	Y
	Broadcasting of SO-SNPN ID can help UE select the network. 

	Philips
	Y
	A list of IDs of supported SOs, e.g. as suggested in solution #31, would be very useful.

	Alibaba
	Neutral
	The SIB indications that are concluded in KI#4 and KI#1 can address most of the issue for onboarding. But we don’t have strong concern if additional SIB indications are added for the efficiency of SNPN selection.

	MediaTek
	N
	The current agreed Onboarding-enabled indication is sufficient

	vivo
	Neutral
	

	Lenovo
	N
	The agreed SIB enhancements seem sufficient for now (Rel-17).

	ZTE
	N
	The conclusion about SIB for KI#4 is sufficient

	Cisco
	N
	If there is need for any additional information, it should be driven from security considerations from SA3.

	Samsung
	Y
	A list of Group ID or  IDs of supported SOs



KI#4-Q2:Instructions to the UE for using CP or UP provisioning in PNI-NPN
In relation to the provisioning of SNPN credentials, an Editor’s Note in the TR states:
“How the network instructs the UE whether to use control plane or user plane provisioning is for FFS”
However, there is no such EN stated for PNI-NPN even though it has been agreed to support both provisioning via UP and CP for PNI-NPN i.e. there is a need for a selection of which method to use.
Question: How does the network instructs the UE whether to use control plance or user plane provisioning? 
	Company name
	Answer
(Y/N)
	Comments (optionally more details e.g. reasoning and what needs to be updated, if any)

	Ericsson
	N/A
	Since the UE makes an Onboarding registration, the UE can in that message indicate its support for CP and/or UP, prior to be provisioned, the network can indicate whether control plane or user plane provisioning will be used, in a Registraton Accept message. The network selects method to use based on the UE's capability and network policy.

	Qualcomm
	
	CP provisioning (UPU) is not initiated by the UE it is initiated by the network (UDM). UP provisioning can only get initiated after the UE establish IP connectivity and can be UE or NW initiated. UP signaling can only happen after the UE establish PDU session (successfully) and therefore has completed (successfully) registration. So the two mechanisms do not clash and is possible to work in parallel.

	Nokia
	
	If both UP and CP are supported in PNI-NPN case, UP provisioning support should be enabled by default. CP provisioning is supported only, if support is indicated separately by the network.

	Orange
	
	A preference indicated by the UE can be used like for SNPN.

	OPPO
	See comments
	The network can send the instruction to the UE during the onboarding registration based on the UE capability and the network policy.

	Futurewei 
	Yes
	CP and UP should be supported as they are suitable for different scenarios. So, it’s important for both UE and network to keep synched on which methods is selected.  Not only network needs to instruct UE on the selection, UE may also need to indicate its capability and preference to network. 

	Convida Wireless
	
	[bookmark: _Hlk62226936]The UE should be instructed whether to use control plane or user plane at least before registration is completed so that, if CP is preferred, the UE does not attempt to establish a PDU Session and communicate with a pre-provisioned PS address.

	Huawei
	Neutral
	The UE and the PLMN should support CP provisioning. The PLMN selects CP provisioning by default as the PLMN can initiate the remote provisioning, e.g., the existing procedures are used to update the UE configuration resulting from the updated UE Subscription Data. If the PLMN doesn’t start CP provisioning over NAS during or after the registration, then UE can trigger UP provisioning based on its needs.

	Philips
	N/A
	Selection will be largely driven by the UE’s capabilities. If the UE only supports one of the options, then the choice is clear. If the UE supports both options, then the mechanism can be based on a timer as indicated by Huawei, i.e. start user plane provisioning if the UE did not receive any message that indicates that control plane provisioning is used. Note that in case both options are supported, the PS may need to take part in making the selection.

	Alibaba
	
	The PS can firstly collect information such as the capability of UE, as well as the SLA between PS and the O-SNPN. And then the PS can decide which provisioning method should be selected. If UP provisioning is selected, the AMF can send a NAS message to instruct UE to establish PDU session for UP provisioning.

	MediaTek
	See comment
	Same behaviour of UE should apply to PNI-NPN for provisioning
The network decides which CP or UP is used based on what UE supports. 

	vivo
	Y
	An O-network need to know UE capability for provisioning since the PS address from the O-network is only configured for the UP provisioning-enabled UE.
Besides, if a UE supports CP provisioning only and the network support UP provisioning only. Both UE and network are just waiting for each other if no instruction.

	Lenovo
	
	We think that there is no impact on the UE (i.e. the UE by default supports both CP and UP provisioning). Also, the UE-triggered UP provisioning must be configured in the higher-layer (outside of the 3GPP scope). We don't think that Registration Accept message can help the UE to trigger UP provisioning. 
The network (e.g. UDM) should be configured whether to apply CP or UP provisioning.  If CP is configured, the UDM should be configured appropriately and the UDM should initiate the UPU towards the UE.  If UP is configured, the UDM may notify the Provisioning Server (PS) after the UE has successfully registered. Then it is up to PS to trigger UP provisioning (e.g. the PS may use Device Triggering, SMS, etc), if the UE hasn't been pre-configured on higher-layer. 

	ZTE
	N
	Can work parallel. Instruct the UE is not needed.

	Cisco
	N
	UP provisioning should be the default. If UP provisioning is not supported for a particular private network, the UDM initiates UPU/UCU to provide onboarding credentials to the UE. 

	Samsung
	Neutral
	


KI#4-Q3: Signalling used when ON is a PLMN
The conclusions for UE onboarding for SNPN includes the option that the ON is a PLMN which is for component #1 described as:
-	Using PLMN credentials for UE onboarding and PLMN as Onboarding Network (ON) is already possible.
-	When Onboarding network is a PLMN, the functionality to restrict usage is activated for the UE by AMF based on received operator subscription from the UDM. How the subscription profile is defined, e.g. using DNN, S-NSSAI or other information dedicated for onboarding, is up to operator's decision.
When ON is an SNPN there are extensions to RRC, NAS and NGAP, but it is not clear if those extensions are also used when ON is a PLMN.
Question: If the ON is PLMN, should the UE and NG-RAN use the same Onboarding procedures as when the ON is an SNPN? 
	Company name
	Answer
(Y/N)
	Comments (optionally more details e.g. reasoning and what needs to be updated, if any)

	Ericsson
	See comment
	When ON is a PLMN, then the UE requires a PLMN subscription for the UE onboarding, initial access, and there is no impact needed in AS nor NAS other than possible impacts for UE provisioning.

	Intel
	N
	Since the UE is already registered with the PLMN, the onboarding procedures do not apply i.e., extensions to RRC, NAS and NGAP. The restrictions with respect to onboarding is network controlled. 

	Qualcomm
	N
	No changes needed when the ON is PLMN

	Nokia
	Yes
	Do not see the need for different onboarding procedures to be specified when ON is PLMN. PLMN can also act as SNPN (with dummy NID). We strongly prefer just a single solution and common procedures for onboarding in SNPN and PLMN cases to be specified.

	Deutsche Telekom
	N
	In TR conclusions, the RRC and NAS extensions are explicitly for SNPN. Strongly against applying them to PLMNs. Existing PLMN mechanisms are enough.

	Orange
	N
	Normal registration procedures are enough when the ON is a PLMN. 
In TR conclusions, the RRC and NAS extensions are explicitly reserved to SNPN: 
[bookmark: _Hlk53736958] “Upon registration to an SNPN for Onboarding, the UE provides an indication at RRC level that the RRC connectionis for onboarding. This information will be specified only for SNPN and allows NG-RAN to select an appropriate AMF that supports onboarding procedures.”
“Upon registration to an SNPN for Onboarding, the UE provides an indication at NAS level that the registration request is for onboarding”

	OPPO
	N
	No need to enhance the RRC indication in the msg5 or onboarding indication in the NAS registration request message.
But if the restriction is activated in the AMF or the UDM, this restriction usage should be informed to the UE.

	InterDigital
	N
	 The RRC/NAS extensions agreed for O-SNPN are probably not needed for PLMN as ON.

	Futurewei  
	No
	Existing PLMN based onboarding procedure should be used. 

	Convida Wireless
	N
	

	Huawei
	See comment
	When ON is a PLMN, similar remote provisioning mechanism should be supported as the case that ON is SNPN. 
Specific, both CP and UP based remote provisioning should be supported and the functionality to restrict usage should be activated for the UE by AMF based on received operator subscription from the UDM when UP based remote provisioning is used. This requires a PLMN subscription for the UE onboarding, initial access, and there is no impact needed in AS nor NAS other than possible impacts for UE provisioning.

	Alibaba
	Y
	Same Onboarding procedure can be used when ON is PLMN. 

	MediaTek
	Y
	To align the UE behaviour between O-PLMN and O-SNPN is preferred

	vivo
	N
	It is assumed the UE is allowed to access the O-PLMN based on UE’s normal subscription and/or roaming agreement. Based on this understanding, the extension is not needed.

	Lenovo
	N
	From UE perspective, the AS and NAS protocol behaviour should be the same independent whether the ON is SNPN or PLMN.  The difference is whether the UE stores DCS credentials or default PLMN credentials (or lists of preferred network IDs).

	ZTE
	Y
	Prefer using one procedure for both case, i.e. ON is PLMN or SNPN.

	Cisco
	N
	When the onboarding network is a PLMN, the UE has a SIM (with PLMN credentials) and will be registered normally. For SNPN onboarding, we do not see need for any special connectivity, just access to Internet and then the SNPN oboarding procedure will commence (OTT).

	Samsung
	N
	



3.	Summary and Proposed Way Forward
KI#1-Q3:	AMF selection and UE identities
13 companies provided an answer, 7 companies stated Yes, 4 stated No and 2 companies referred to the comments.
Some aspects to consider mentioned by some companies:
-	relation to outstanding SA1 LS rely on service continuity between SNPNs
-	Unlikely scenario, but CT4 DNS changes allows NF selection using domain name of another network
-	Whether to use Initial or Mobility Registration
-	Whether to use native 5G-GUTI from this SNPN, native 5G-GUTI from another SNPN or a SUCI
-	Whether UE ID to include NID or indicate 5G-GUTI assigned by SNPN
-	Whether AMF selection to consider Group ID
-	Existing procedures covers failure to retrieve UE context from source AMF, i.e. SUCI retrieved from UE-	
-	UE identity can include the routing information of SE (e.g., NAI)
Proposal:
There are different understanding of the need for changes, i.e. 
[bookmark: _Hlk62655870]1.	UE ID aspect for NF selection during UE registration to SNPN supporting SP was not really part of the question (as NOTE in 8.1.2 was meant to cover only mobility between e.g. SNPNs). However, the UE ID and related NF selection during UE registration to SNPN supporting SP needs to be clarified (DP or enough with CRs)., and 
2.	For conclusion on UE ID and type of registration to use for service continuity and mobility between SNPNs, there is a need to await SA1 LS reply.
[bookmark: _Hlk62656108]KI#2-Q1:	How existing mechanisms and information can be used to enable support for VIAPA services
13 companies provided an answer, 5 companies stated Yes, 7 stated No and 1 company stated it depends.
Some aspects to consider mentioned by some companies:
-	information regarding how to achieve/improve service continuity for VIAPA, single radio and dual radio UE
-	Information regarding how to keep UE in CM-CONNECTED state in overlay network
-	should just translate agreed conclusion to normative text
-	conclusions we have for VIAPA are mostly rather small enhancements to existing mechanisms
-	text to describe how can support VIAPA as the conclusion of this study
-	informative annex, no dedicated normative section for it
-	QoS notification between overlay network and underlay network to assist QoS enforcement
-	N3IWF description is needed but not specific to VIAPA
-	without uninterrupted service continuity the solutions are not sufficient for many VIAPA services
-	paging and data transmission to both networks with single radio UE
There are different opinions on the need for changes, i.e. any changes would need to be well described and in-line with WID and conclusions.
Proposal:
There are different opinions on the need for changes, i.e. any changes would need to be well described and in-line with WID and conclusions and should be informative
[bookmark: _Hlk62656152]KI#4-Q1:	Need for additional SIB information
19 companies provided an answer, 4 companies stated Yes, 11 stated No and 3 company neutral and 1 company stated stated TBD.
Some aspects to consider mentioned by some companies:
-	onboarding procedure will not take place in the network that often
-	Current agreed SIB info Onboarding enabled indication is sufficient
-	may be reasonable to use some of the SIB information that will be defined for KI#1 but there is no need for additional info used specifically for onboarding
-	UE can add network id to the forbidden list to avoid further retry
-	Need to consider congestion control
-	trial-and-error approach should be avoided; it will increase onboarding times and present security issues
-	Broadcasting of SO-SNPN ID can help UE select the network
-	need for any additional information, it should be driven from security considerations from SA3
There are different opinions on the need for more SIB information. 
Proposal:
There are different opinions on the need for more SIB information (i.e. other than the agreed onboarding enabled indication). As there is no agreed conclusion and majority stated that there is no need for more information it will likely be the outcome.
However, it is FFS whether GID from KI#1 can be re-used for KI#4 (or separate GID is needed, or no GID is to be supported for KI#4). Therefore, the relation to SIB for KI#1 i.e. GID should be clarified, if any. Input papers requested to conclude on whether "GID" usage of O-SNPN selection is to be part of normative work for Rel-17. GID may be same as for KI#1 or separate. What GID related to e.g. DCS or SO would need to be clarified.
[bookmark: _Hlk62656520]All other SIB enhancements to be deferred to later release.
[bookmark: _Hlk62656856]KI#4-Q2:Instructions to the UE for using CP or UP provisioning in PNI-NPN
16 companies provided an answer, question was not a Y/N question.
Some aspects to consider mentioned by some companies:
-	UE can indicate UE support for CP and/or UP or a preference
-	ON can indicate method to be used in Registration Accept
-	No need for ON to indicate anything as methods can work in parallel
-	UP provisioning support should be enabled by default. CP provisioning is supported only, if support is indicated separately by the network
-	UE should be instructed whether to use CP or UP before registration is completed so that, if CP is preferred, the UE does not attempt to establish a PDU Session and communicate with a pre-provisioned PS address.
-	UE and the PLMN should support CP provisioning
-	f the PLMN doesn’t start CP provisioning over NAS during or after the registration, then UE can trigger UP provisioning based on its needs
-	in case both options are supported, the PS may need to take part in making the selection
-	if a UE supports CP provisioning only and the network support UP provisioning only. Both UE and network are just waiting for each other if no instruction
-	network (e.g. UDM) should be configured whether to apply CP or UP without UE impacts (i.e. the UE by default supports both CP and UP provisioning)
-	UP provisioning should be the default
There are different proposals for how to select CP or UP i.e. there is no clear "winner"
Proposal:
There are different proposals for how to select CP or UP i.e. there is no clear "winner".
It is proposed to agree on one of the following high-level options (discuss at prep CC or at the SA2#143e meeting CC):
1.	If UE supports both UP and CP, UE waits for a short "time" (or some trigger e.g. S-NSSAI in Pending NSSAI and UE has no EAP ID) after receiving the Registration Accept and if UE receives no CP message for CP based remote Provisioning the UE establish PDU Session for UP based provisioning
2.	UE always indicates whether the UE supports CP and/or UP based provisioning, and network takes a decision on method to use based on UE capability and network policies and communicates decision in Registration Accept
[bookmark: _Hlk62657115]KI#4-Q3: Signalling used when ON is a PLMN
17 companies provided an answer, 4 companies stated Yes, 11 stated No and 2 companies stated stated See comments.
Some aspects to consider mentioned by some companies:
-	When ON is a PLMN, then the UE requires a PLMN subscription for the UE onboarding, initial access, and there is no impact needed in AS nor NAS other than possible impacts for UE provisioning
-	UE is already registered with the PLMN, the onboarding procedures do not apply
-	No changes needed when the ON is PLMN, in TR conclusions, the RRC and NAS extensions are explicitly reserved to SNPN, i.e. existing PLMN mechanisms are enough
-	single solution and common procedures for onboarding in SNPN and PLMN cases to be specified
-	if the restriction is activated in the AMF or the UDM, this restriction usage should be informed to the UE
-	When ON is a PLMN, similar remote provisioning mechanism should be supported as the case that ON is SNPN
-	both CP and UP based remote provisioning should be supported and the functionality to restrict usage should be activated for the UE by AMF based on received operator subscription from the UDM
Again different understanding and opinions, but majority see no need. Assumption seems then to be that UE has a PLMN subscription when accessing a PLMN i.e. seems assumptions is then "if UE does not have a PLMN subscriptions then ON cannot be a PLMN".
Proposal:
It is proposed to assume that when the ON is a PLMN then the UE is required to have a PLMN subscription on the USIM and uses that subscription to access a PLMN (O-PLMN) using existing procedures without KI#4 enhancements. 
Enhancements to NAS may be added based on KI#4-Q2 conclusion also when ON is a PLMN.
[bookmark: _Hlk62657294]Any proposal that proposes RRC/NAS Onboarding indications for PLMNs would need to be well justified.
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