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Abstract of the contribution: This contribution proposes changes to KI#3 conclusion inline with the moderated email discussions for the FS_eNPN open issues for KI#3.
1.	Introduction
The FS_eNPN moderated email discussion is captured in S2-2100359.
The proposed outcome was discussed at SA2#143E_CC#0 pre-meeting with notes available here: ftp://ftps.3gpp.org/tsg_sa/WG2_Arch/TSGS2_143e_Electronic/INBOX/CCs/Moderated_Email_Discussion/Notes%20of%20SA2%23143E_CC%230_Pre_SA2-143E_moderated_email_results_v3.zip
2.	Discussion
2.1	Questions and answers for KI#3
The following includes the questions and answers related to KI#3.
KI#3-Q1:	Support for IMS deployment scenarios – with IMS in Separate Entity
KI#1 architecture supports UEs accessing an SNPN by using credentials from a Separate Entity. IMS deployment scenarios when KI#1 architecture with credentials from a Separate Entity is supported by an SNPN needs to be understood, e.g. whether the Separate Entity can also support IMS.
Question: Should a deployment with an SNPN supporting KI#1 functionality and the Separate Entity providing also IMS be supported?

	Company name
	Answer
(Y/N)
	Should the WID be updated with a resolution of the issue?
(Y/N/)
	Comments (optionally more details e.g. reasoning and what needs to be updated, if any)

	Ericsson
	Y
	Y
	The IMS deployment scenarios described in solution 24, including the ability for PDU Sessions terminating in the Separate Entity, requires only a general description for their applicability to SNPNs e.g. in an annex to TS 23.228. SLA aspects are out of scope of 3GPP e.g. service continuity. 

	Intel
	Y
	Y
	We think this should be supported. This is also linked to the services supported in the Separate Entity (via UPF in Separate Entity), the Separate Entity being SNPN as discussed in KI#1-Q2.

	Nokia
	Yes
	No
	This scenario has to be supported but we don’t see the need for additional specification work (beyond KI#1) to enable this. Existing IMS deployment scenarios should cover also this particular aspect.

	Orange
	Y
	N
	This will be supported with the outcome of KI#1 and Annex M.2 of TS 23.228. No additional work is needed and there are no service requirements for terminating PDU Sessions in the separate entity owning the credentials.

	Qualcomm
	Y
	Y
	As per the objectives of KI#1 it is possible that a separate entity “owns” the subscription of the UE. If the UE uses IMS services, this separate entity will provide the service to the UE

	Deutsche Telekom
	Y
	N
	No need for standardization beyond what is needed for KI#1 by accessing external IMS services from an SNPN by providing regular interfaces (N6, Gm) with no standard work and not HR roaming.

	OPPO
	Y
	N
	If the conclusion in the clause 8.3 is updated, then it implicitly includes this deployment.

	Huawei 
	Y
	Y
	The case that IMS service is provided by separate entity like PLMN is valuable.

	Charter
	Y
	Y
	

	CableLabs
	Y
	Y
	Separate Entity should be able to support IMS

	Philips
	Y
	Y
	

	MediaTek
	Y
	Y
	This is same as addressed in the KI#1 that UE access V-SNPN using the credentials owned by separate entity. 

	ZTE
	Y
	
	The scenario is valuable, not sure what needs to be modified.



KI#3-Q2:	Support for IMS deployment scenarios – separate IMS and access provider
SA1 answered in the LS in S2-2009531 the following to an SA2 question:
For the question if “The SNPN can have an SLA agreement with a third party (different Administrative Domain) IMS provider to provide IMS services”?
Answer: Although there is no explicit SA1 requirement, 3GPP TS 22.228 Annex B gives various examples how an IMS provider can have a relationship with Access Network Operator.
The TS 22.228 Annex B states:
"The IMS shall support at least the following operator's domain relationships:
…
a.2)	Access network and the IMS it connects to, belong to different operators having an interconnection as shown in figure B.2.


"
 
Question: Should the IMS deployment scenario as described in TS 22.228 Annex B a.2 be described in TS 23.228?

	Company name
	Answer
(Y/N)
	Should the WID be updated with a resolution of the issue?
(Y/N/)
	Comments (optionally more details e.g. reasoning and what needs to be updated, if any)

	Ericsson
	Y
	Y
	The IMS deployment scenarios described in solutions 19, and solution 26, requires only a general description for their applicability to SNPNs e.g. in an annex to TS 23.228.

	Intel
	Y
	Y
	Given this deployment scenario for non-roaming case is supported for PLMN, we support extending this scenario for SNPN in order to support additional flexible deployment options.

	Nokia
	N
	Y
	The WID can be updated with a reference to TS 22.228 Annex B a.2. Annex of TS 23.228 should be updated only, if it is clear what the delta and add-on to stage 1 description is.

	Orange
	N
	N
	This scenario is already supported with Annex M.2 of TS 23.228. 

	Qualcomm
	N
	N
	Given the answer to KI#3-Q1, only if this separate entity is also the one owning the subscription of the UE and therefore the architecture for KI#1 is used

	Deutsche Telekom
	N
	N
	Isn’t this scenario already in 23.228?
This scenario shall not be described for the SNPN case (as this would be a HR scenario which would not be based on service requirements).

	OPPO
	Y
	N
	If the conclusion in the clause 8.3 is updated, then it implicitly includes this deployment.

	Huawei 
	Y
	Y
	The case that IMS service is provided by third party like PLMN is valuable.

	ZTE
	Y
	Y
	The scenario is valuable.



2.2	Proposed way forward for KI#3
KI#3-Q1:	Support for IMS deployment scenarios – with IMS in Separate Entity
All proposes to support the IMS deployment scenarios with IMS in Separate Entity, but some companies see it dependent on KI#1, and no SMF/UPF in SP (aka separate Entity) and also see no need for standardization work.
It is proposed to support the scenario and dependent on conclusion of KI#1 (informatively) describe it with HR or without HR in separate entity. 
Draft an update of the WID.
The notes from CC#0 states: "Orange considered that as no normative work is needed there is no need to update the WID. Deutsche Telekom agreed that this should be left open. Further discussion needed at the SA2#143-e e-meeting."
KI#3-Q2:	Support for IMS deployment scenarios – separate IMS and access provider
No clear majority (5 vs 4), while the reasoning for stating "no" varied in the responses.
It is proposed to allow proponents to provide input paper to show what would be changed to TS 23.228 (as opponents claiming it is already supported), and a decision on updating the WID will be based on the outcome.
The notes from CC#0 states: "Proposals on required changes should be distributed early via the discussion list. Ericsson commented that he would provide a draft CR for sharing before the main meeting. Further discussion needed at the SA2#143-e e-meeting."
3.	Conclusion
The proposed way forward for "KI#3-Q1:	Support for IMS deployment scenarios – with IMS in Separate Entity" proposed to conclude the separate entity can support IMS. However, the separate entity will need to be in the same country in case IMS emergency services are to be supported.
The proposed way forward for " KI#3-Q2:	Support for IMS deployment scenarios – separate IMS and access provider" implied a need for a discussion at SA2#143e based on inpuit papers.
4.	Proposal
It is proposed to make the following changes to TR 23.700-07.
************ Start of Changes ********************
[bookmark: _Toc50559373][bookmark: _Toc54940750][bookmark: _Toc54952465][bookmark: _Toc57233923][bookmark: _Toc57383842]8.3	Key Issue #3: Support of IMS voice and emergency services for SNPN
The following principle is proposed to be part of interim conclusion for further study and normative work:
-	The use of IMC shall be possible when USIM or ISIM is not available in UEs accessing IMS via an SNPN according to Solution #21.
-	The reuse of USIM credentials for IMS AKA shall be possible when USIM is available in UEs accessing IMS via an SNPN.
-	It is recommended for normative work to support voice services with SNPN based on existing mechanisms as defined in TS 23.501 [4] clause 5.16.3. EPS fallback and T-ADS are not supported.
-	Solution #23 is recommended for normative work to support emergency services with SNPN.
-	Solution #56 is recommended for normative work to support SNPN selection for "voice centric" UEs as the result of voice domain selection.
-	No normative work will be done for the scenario when the separate entity owning credentials per KI#1 supports IMS.
************ End of Changes ********************
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