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The following impacts are applicable to clause 4.2.2.2 (Registration procedure) when the UE has established PDU Session(s):
-	Step 5: The UE context transferred from old AMF includes SMF information. If I-SMF is available for the PDU Session(s), the received SMF information includes I-SMF information and SMF information.
-	Step 10: The (target) AMF determines whether I-SMF insertion/change/removal is needed. If the (target) AMF does not have the service area of the SMF(s), the (target) AMF queries the NRF to get service area information of the received SMF(s). The (target) AMF determines on a per PDU Session basis whether a (new) I-SMF needs to be selected based on UE location and service area of the received SMF information. It includes the following cases:
a.	if the received SMF information includes only SMF information and service area of SMF includes the area where the UE camps, new I-SMF selection is not needed; or
b.	if the received SMF information includes both I-SMF information and SMF information, and service area of I-SMF includes the area where the UE camps, the I-SMF can be reused; or
c.	if the received SMF information includes both I-SMF information and SMF information, and the UE moves into the service area of SMF, the I-SMF removal process is triggered; or
d.	if the received SMF information includes only SMF information, and the service area of SMF does not include the area where the UE camps, the (target) AMF selects an I-SMF. The I-SMF insertion process is triggered; or
e.	if the received SMF information includes both I-SMF and SMF information, and the service area of SMF and I-SMF does not include the area where the UE camps, the (target) AMF selects a new I-SMF. The change of I-SMF process is triggered.
f.	if the AMF determines that default V-SMF/I-SMF needs to be relocated based on the S-NSSAI associated with the PDU Session during the registration procedure after 4G to 5G connected state mobility.
-	For each PDU Session, if the UE context retrieved from the old AMF includes an I-SMF and the (target) AMF determines the I-SMF needs to be changed or removed, the (target) AMF includes a corresponding indication in Namf_Communication_RegistrationStatusUpdate sent to old AMF
-	Step 17: the (target) AMF contacts the SMF/I-SMF ("cases" below are same as for step 10).
	For case a), no additional change to step 17 of clause 4.2.2.2.2 is needed for the update of the PDU Session.
	For case b), the SMF in step 17 of clause 4.2.2.2.2 is changed to I-SMF, and in addition, the reference clause 4.2.3.2 is changed to clause 4.23.4.2. If the AMF has changed, the new AMF invokes Nsmf_PDUSession_UpdateSMContext (SM Context ID at SMF) towards the I-SMF.
	For case c) i.e. for I-SMF removal, the (target) AMF invokes Nsmf_PDUSession_CreateSMContext (SM Context ID at SMF) towards the SMF. Steps from step 10 onwards as described in clause 4.23.4.3 are executed.
	For cases d) and e) and f), i.e. for I-SMF insertion or change, the (target) AMF invokes Nsmf_PDUSession_CreateSMContext (PDU Session ID, SM Context ID at SMF) towards the new I-SMF. Steps from step 3 onwards as described in clause 4.23.4.3 are executed with the following enhancements:.
-	Step 9 (for cases d and e and f): The N2 SM information is only provided by the I-SMF to the AMF when N3 tunnel needs to be established (i.e. due to buffered DL data in old I-SMF/old-I-UPF or AMF has indicated to I-SMF to active user plane for the PDU session based on List of PDU Sessions To Be Actived received from the UE) or needs to be updated (i.e. when the default V-SMF/I-SMF needs to be relocated based on the S-NSSAI associated with the PDU Session during the registration procedure after 4G to 5G connected state mobility).
-	Step 16 (i.e. case c): The N2 SM information is only provided by the SMF to the AMF when N3 tunnel need to be established (i.e. due to buffered DL data in old I-SMF/old-I-UPF or the AMF has indicated to the SMF to active user plane for the PDU session based on List of PDU Sessions To Be Actived received from the UE).
-	Step 17 is executed when N3 tunnel needs to be established. The NAS message Service Accept is replaced with Registration Accept (i.e. step 21 in clause 4.2.2.2).
-	Step 17a and 17b is triggered by old AMF towards the old I-SMF based on the I-SMF change or removal indication received from target AMF, when the timer (i.e. started in step 5 of clause 4.2.2.2) in old AMF expires.
NOTE:	Step 17a is executed by old AMF together with steps 14d and 14e in clause 4.2.2.2.
-	Steps 18 to 21 (i.e. cases d and e and f) and steps 22 to 25 (i.e. case c): These steps are executed if N2 SM information is provided by the I-SMF/SMF in step 9 or step 16 above.
-	Step 21: This step is omitted if step 17 of clause 4.23.4.3 is excuted as described above.
* * * * Next change * * * *
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Service operation name: Nsmf_PDUSession_CreateSMContext.
Description: It creates an AMF-SMF association to support a PDU Session.
Input, Required: SUPI or PEI, DNN, AMF ID (AMF Instance ID), RAT Type, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.18 of TS 23.501 [2]).
Input, Optional: PEI, S-NSSAI(s), PDU Session Id, N1 SM container, UE location information, UE Time Zone, AN type, H-SMF identifier/address, list of alternative H-SMF(s) if available, old PDU Session ID (if the AMF also received an old PDU Session ID from the UE as specified in clause 4.3.5.2), Subscription For PDU Session Status Notification, Subscription for DDN Failure Notification, NEF Correlation ID, indication that the SUPI has not been authenticated, PCF ID, PCF Group ID, DNN Selection Mode, UE PDN Connection Context, GPSI, UE presence in LADN service area, GUAMI, backup AMF(s) (if NF Type is AMF), Trace Requirements, Control Plane CIoT 5GS Optimisation indication, Small Data Rate Control Status, APN Rate Control Status. Backup AMF(s) sent only once by the AMF to the SMF in its first interaction with the SMF, UE's Routing Indicator or UDM Group ID for the UE, EPS Bearer Status. Target ID (for EPS to 5GS handover), "Invoke NEF" flag, additional following three for SM context transfer: SMF transfer indication, Old SMF ID, SM context ID in old SMF (see clause 4.26.5.3), RAN node not changed indication, HO Preparation Indication. MA PDU request indication, MA PDU Network-Upgrade Allowed indication, Indication on whether the UE is registered in both accesses.
Output, Required: Result Indication, and if successful SM Context ID.
Output, Optional: Cause, PDU Session ID, N2 SM information, N1 SM container, S-NSSAI(s).
When the PDU Session is for Emergency services for a UE without USIM, the AMF provides the PEI and not the SUPI as identifier of the UE. When the PDU Session is for Emergency services of an unauthenticated UE with an USIM, the AMF shall provide both the SUPI and the PEI and shall provide an indication that the SUPI has not been authenticated.
See clause 4.3.2.2.1, clause 4.3.2.2.2, clause 4.11.1.2.2 and clause 4.11.1.3.3 for details on the usage of this service operation.
See clauses 4.22.2.1 and 4.22.3 for detailed usage of this service operation for ATSSS.

* * * * Next change * * * *
5.2.8.2.10	Nsmf_PDUSession_ContextRequest service operation
Service operation name: Nsmf_PDUSession_ContextRequest.
Description: This service operation is used by the NF Consumer to request for SM Context (e.g. during EPS IWK, HO, SM Context transfer indication), or during mobility procedure with I-SMF changes or may be triggered by OAM.
Input, Required: SM Context ID, SM context type.
Input, Optional: Target MME Capability, EBI list not to be transferred, PDU Session ID (include PDU Session ID when available), SMF transfer indication.
Output, Required: One of the following:
-	SM Context Container.
-	Endpoint where SM Context can be retrieved.
Output, Optional:Small Data Rate Control Status.
The SM context type indicates the type of SM context to be requrested, e.g. PDN Connection Context, 5G SM Context or both. If the SM context type is PDN Connection Context, the SM Context included in the SM Context container is the PDN Connection Context. If the SM context type is all, the SM Context included in the SM Context container includes both the PDN Connection Context and the 5G SM Context.
Table 5.2.8.2.10-1 illustrates the SM Context that may be transferred between I-SMF(s) or between V-SMF(s) in home-routed roaming case.
Table 5.2.8.2.10-1: SM Context of a PDU Session transferred between I-SMF(s) or between V-SMF(s)
	Field
	Description

	SUPI
	SUPI (Subscription Permanent Identifier) is the subscriber's permanent identity in 5GS.

	Trace Requirements (does not apply to V-SMF)
	Trace reference: Identifies a record or a collection of records for a particular trace.

	
	Trace type: Indicates the type of trace

	
	OMC identity: Identifies the OMC that shall receive the trace record(s).

	S-NSSAI
	The S-NSSAI of the PDU Session for the serving PLMN.

	HPLMN S-NSSAI
	The S-NSSAI of the PDU Session for the HPLMN (Home-Routed PDU Session)

	Network Slice Instance id
	The network Slice Instance information for the PDU Session

	DNN
	The associated DNN for the PDU Session.

	AMF Information
	The associated AMF instance identifier and GUAMI.

	Access Type
	The current access type for this PDU Session.

	RAT Type
	RAT Type for this PDU Session.

	PDU Session ID
	The identifier of the PDU Session.

	H-SMF Information or SMF Information
	The associated H-SMF identifier and H-SMF address for the HR PDU Session ( applies only for a V-SMF), or the SMF identifier and SMF address for PDU Session (applies for I-SMF).

	Context ID of the PDU Session in H-SMF or Context ID of the PDU Session in SMF
	The context ID of the PDU Session in H-SMF or in SMF.

	Forwarding Indication
	An indication on whether forwarding tunnel needs be established in order to forward buffered DL data.

	Uplink Tunnel Info of UPF controlled by the SMF / H-SMF
	The Tunnel Information to be used to send UL traffic towards the UPF controlled by the SMF / H-SMF that interfaces the UPF controlled by the I-SMF.

	Downlink Tunnel Info of NG-RAN
	The Tunnel Information to be used to send DL traffic towards the NG-RAN. This information is included in case the RAN node is not changed, e.g. during the default V-SMF/I-SMF relocation in the registration procedure after 4G to 5G connected state mobility

	For each QoS Flow in the PDU Session:

	5G QoS Identifier (5QI)
	Identifier for the authorized QoS parameters for the service data flow.

	ARP
	The Allocation and Retention Priority for the service data flow consisting of the priority level, the pre-emption capability and the pre-emption vulnerability

	GFBR
	Guaranteed Flow Bit Rate (GFBR) - UL and DL

	MFBR
	Maximum Flow Bit Rate (MFBR) - UL and DL

	Priority Level
	Indicates a priority in scheduling resources among QoS Flows.

	Averaging Window 
	Represents the duration over which the guaranteed and maximum bitrate shall be calculated. 

	Maximum Data Burst Volume
	Denotes the largest amount of data that is required to be transferred within a period of 5G-AN PDB. 

	Reflective QoS Control 
	Indicates to apply reflective QoS for the SDF in the TFT.

	QoS Notification Control (QNC)
	Indicates whether notifications are requested from 3GPP RAN when the GFBR can no longer (or can again) be guaranteed for a QoS Flow during the lifetime of the QoS Flow.

	Maximum Packet Loss Rate
	Maximum Packet Loss Rate - UL and DL.

	Mapped EPS Bearer Context for Each QFI to support interworking with EPS:

	EPS Bearer Id
	An EPS bearer identity uniquely identifies an EPS bearer for one UE accessing via E-UTRAN

	Mapped EPS Bearer QoS
	ARP, GBR, MBR, QCI.

	PGW-U tunnel Information
	PGW-U S5/S8 GTP-U tunnel IP address and TEID information.

	TFT
	Traffic Flow Template
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