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FIRST CHANGE
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Figure 4.15.6.6-1: Setting up an AF session with required QoS procedure
1.	The AF sends a request to reserve resources for an AF session using Nnef_AFsessionWithQoS_Create request message (UE address, AF Identifier, Flow description(s), QoS reference, (optional) Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order)) to the NEF. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The NEF assigns a Transaction Reference ID to the Nnef_AFsessionWithQoS_Create request. The AF may in addition provide the following parameters: 5GS delay, Guaranteed Flow Bit Rate, flow direction, Burst Size (optional), Burst Arrival Time (optional) at UE (uplink) or UPF (downlink), Burst Periodicity (optional), Time domain (optional).
2.	The NEF authorizes the AF request and may apply policies to control the overall amount of pre-defined QoS authorized for the AF. If the authorisation is not granted, steps 3 and 4 are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
3.	The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Create request and provides UE address, AF Identifier, Flow description(s), the QoS reference and the optional Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order). Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.203 [24]). 
If provided by the AF, the NEF sends the 5GS delay, Guaranteed Flow Bit Rate, flow direction, Burst Size, Burst Arrival Time, Burst Periodicity, Time Domain to the PCF if received from the AF. If the PCF determines that the SMF needs updated policy information, the PCF issues a Npcf_SMPolicyControl_UpdateNotify request with updated policy information about the PDU Session as described in the PCF initiated SM Policy Association Modification procedure in clause 4.16.5.2

4.	The PCF determines whether the request is authorized and notifies the NEF if the request is not authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the NEF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]). 
If the AF provided 5GS Delay, GFBR and Burst Size, then the PCF sets the PDB and MDBV according to the received 5GS Delay and Burst Size received from the AF, and the GFBR according to the AF requested Guaranteed Flow Bit Rate. AF specified parameter values are used to over-ride default values for the 5QI corresponding to the AF provided QoS Reference. If an AF request for a parameter value exceeds an authorization, the PCF may assign the highest authorized value and indicate the assigned value in the response to the NEF.
	If the request is not authorized, or the required QoS is not allowed, NEF responds to the AF in step 5 with a Result value indicating the failure cause.
5.	The NEF sends a Nnef_AFsessionWithQoS_Create response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not. If the AF provided 5GS delay, Guaranteed Flow Bit Rate, and Burst Size explicit, then the response includes the assigned value of parameters if they did not meet the requested values. 
6.	The NEF shall send a Npcf_PolicyAuthorization_Subscribe message to the PCF to subscribe to notifications of Resource allocation status and may subscribe to other events described in clause 6.1.3.18 of TS 23.503 [20].
7.	When the event condition is met, e.g. that the establishment of the transmission resources corresponding to the QoS update succeeded or failed, the PCF sends Npcf_PolicyAuthorization_Notify message to the NEF notifying about the event.
8.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.
The AF may send Nnef_AFsessionWithQoS_Revoke request to NEF in order to revoke the AF request. The NEF authorizes the revoke request and triggers the Npcf_PolicyAuthorization_Delete and the Npcf_PolicyAuthorization_Unsubscribe operations for the AF request.
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Figure 4.15.6.6a-1: AF session with required QoS update procedure
1.	For an established AF session with required QoS, the AF may send a Nnef_AFsessionWithQoS_Update request message (AF Identifier, Transaction Reference ID, [Flow description(s)], [QoS reference], [Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order)]) to NEF for updating the reserved resources. Optionally, a period of time or a traffic volume for the requested QoS can be included in the AF request. The Transaction Reference ID provided in the AF session with required QoS update request message is set to the Transaction Reference ID that was assigned, by the NEF, to the Nnef_AFsessionWithQoS_Create request message.  The AF may in addition provide the following parameters: 5GS delay, Guaranteed Flow Bit Rate, flow direction, Burst Size (optional), Burst Arrival Time (optional) at UE (uplink) or UPF (downlink), Burst Periodicity (optional), Time domain (optional).
2.	The NEF authorizes the AF request of updating AF session with required QoS and may apply policies to control the overall amount of pre-defined QoS authorized for the AF. If the authorisation is not granted, steps 3 and 4 are skipped and the NEF replies to the AF with a Result value indicating that the authorisation failed.
3.	The NEF interacts with the PCF by triggering a Npcf_PolicyAuthorization_Update request and provides UE address, AF Identifier, Flow description(s), the QoS reference and the optional Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order). Any optionally received period of time or traffic volume is also included and mapped to sponsored data connectivity information (as defined in TS 23.203 [24]). 

4.	The PCF determines whether the request is authorized.
	If the request is authorized, the PCF derives the required QoS parameters based on the information provided by the NEF and determines whether this QoS is allowed (according to the PCF configuration for this AF), and notifies the result to the NEF. In addition, if the Alternative Service Requirements are provided, the PCF derives the Alternative QoS parameter set(s) from the one or more QoS reference parameters contained in the Alternative Service Requirements in the same prioritized order (as defined in TS 23.503 [20]). 
 If the AF provided 5GS Delay, GFBR and Burst Size, then the PCF sets the PDB and/or MDBV according to the received 5GS Delay and Burst Size received from the AF, and the GFBR according to the AF requested Guaranteed Flow Bit Rate. AF specified parameter values are used to over-ride default values for the 5QI corresponding to the AF provided QoS Reference. If an AF request for a parameter value exceeds an authorization, the PCF may assign the highest authorized value and indicate the assigned value in the response to the NEF. The PCF transparently forwards the Port Management Information Container to the UE/DS-TT or UPF/NW-TT as described in Annex F.2
	If the request is not authorized or the required QoS is not allowed, NEF responds to the AF in step 5 with a Result value indicating the failure cause.
5.	The NEF sends a Nnef_AFsessionWithQoS_Update response message (Transaction Reference ID, Result) to the AF. Result indicates whether the request is granted or not. If the AF provided 5GS delay, Guaranteed Flow Bit Rate, and Burst Size explicit, the response includes the assigned values if they did not equal the requested values.
6.	The PCF sends Npcf_PolicyAuthorization_Notify message to the NEF when the modification of the transmission resources corresponding to the QoS update succeeded or failed. 
7.	The NEF sends Nnef_AFsessionWithQoS_Notify message with the event reported by the PCF to the AF.

Second Change (all new text)
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This procedure exposes 5GS QoS information to aid the AF in formulating a request to establish or modify an AF session with required QoS as described in clauses 4.15.6.6, 4.14.6.6a and Annex G.
[bookmark: _Hlk63859717]




Figure 6.5.3-2: TSC QoS Capability exposure towards external AF
1.	The AF requests the 5GS QoS Capability to support Determinists QoS. The AF includes one or more MAC addresses of devices, GPSIs or IP addresses in the Nnef_QoS_TSCCapability_Request. It also includes an Application Identifier. 
2.	The NEF finds the PCF (e.g: by using the BSF) that serves the PDU session. The NEF sends a Npcf_TSCCapabilityQoS_Capability_Request to the PCF. 
NOTE 1:	The NEF sends the Npcf_ TSCCapabilityQoS_Capability_Request for devices where UPF MAC learning has detected the AF requested MAC address as a Source Address in an uplink frame (and hence the device is connected via the associated PDU session), or where the IP address or GPSI is associated with a UE. In both cases the BSF should find a PCF for the UE address/GPSI.
3.	If the UE-DS-TT has reported a residence time to the PCF (see clause 4.16.5.1: SMF initiated SM Policy Association Modification), and if the PCF is pre-configured with a QoS policy for the application identifier. at least one 5QI that supports TSC QoS and TSC QoS is allowed for the Application Identifier, then the PCF provides the sum of UE-DS-TT Residence time and PDB as per the QoS policy for the application identifier to the NEF in the Npcf_ TSCCapability_Request response. If UE-DSTT residence time is not provided to PCF; then PCF provides the sum of a pre-configured UE-DS-TT Residence time and PDB as per the QoS policy for the application identifier to the NEF. Otherwise the PCF response to the NEF may indicate:	Comment by QC_4: One could add more indications like if delay critical GBR is supported for a given AF and App ID but it would be better to have a discussion paper first to agree on what we expect from the application and the network for this new capability approach.
-	 “TSC QoS is not supported” if there is no 5QI that supports TSC QoS
-	 “UE delay is unknown” if no Residence Time has been reported by the UE
-	 “TSC QoS not supported for application ID AF-ID” if TSC QoS is not allowed for the AF
4.	For PDU Sessions for which a Residence Time is received from the PCF, the NEF aggregates UE-DS-TT residence time received from the PCF and per QoS configured UE to UPF/NW-TT delay to determine the 5GS delays for TSC. 
For each PDU Session, the NEF responds to the AF with TSC QoS Capability, which comprises one of:
· Supported maximun delay The 5GS Delays for TSC if available (indicating TSC QoS is supported).
· The response from the PCF indicated in step 3.
· An indication that no PDU session could be found for the requested MAC addresses of devices, GPSIs or IP addresses
NOTE 2:	The PDU Session is not found if a MAC address provided by the AF is not known (eg: because it has not been detected by the UPF as a Source Address in an uplink frame), or where the AF provided IP address or GPSI is not recognized.
Third Change
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The following table shows the NEF Services and Service Operations:
Table 5.2.6.1-1: NF Services provided by the NEF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF, NWDAF

	
	Unsubscribe
	
	AF, NWDAF

	
	Notify
	
	AF, NWDAF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_Trigger
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_BDTPNegotiation
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	
	AF

	Nnef_TrafficInfluence
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	
	Notify
	Subscribe/Notify
	AF

	
	AppRelocationInfo
	Subscribe/Notify
	AF

	Nnef_ChargeableParty
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_AFsessionWithQoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Revoke
	Request/Response
	AF

	Nnef_MSISDN-less_MO_SMS
	Notify
	Notify
	AF

	Nnef_ServiceParameter
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Get
	Request/Response
	AF

	Nnef_APISupportCapability
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	Subscribe/Notify
	AF

	
	Notify
	Subscribe/Notify
	AF

	Nnef_NIDDConfiguration
	Create
	Request/Response
	AF

	
	TriggerNotify
	Subscribe/Notify
	AF

	
	UpdateNotify
	Subscribe/Notify
	AF

	
	Delete
	Request/Response
	AF

	Nnef_NIDD
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	
	GroupDeliveryNotify
	Notify
	AF

	Nnef_SMContext
	Create
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	
	DeleteNotify
	Subscribe/Notify
	SMF

	
	Delivery
	Request/Response
	SMF

	Nnef_AnalyticsExposure
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	
	Fetch
	Request/Response
	AF

	Nnef_UCMFProvisioning
	Create
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_ECRestriction
	Get
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_ApplyPolicy
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_Location
	LocationUpdateNotify
	Notify
	AF

	Nnef_QoS_Capability
	Get
	Request/Response
	AF


	
Fourth Change

5.2.6.9	Nnef_AFsessionWithQoS service
[bookmark: _Toc20204555][bookmark: _Toc27895254][bookmark: _Toc36192351][bookmark: _Toc45193464][bookmark: _Toc47593096][bookmark: _Toc51835183][bookmark: _Toc59101009]5.2.6.9.1	General
See clause 4.15.6.6.
[bookmark: _Toc20204556]This service is also used to support subscription and notification of QoS Monitoring for URLLC, as described in TS 23.501 [2] clause 5.33.3.2.
[bookmark: _Toc27895255][bookmark: _Toc36192352][bookmark: _Toc45193465][bookmark: _Toc47593097][bookmark: _Toc51835184][bookmark: _Toc59101010]5.2.6.9.2	Nnef_AFsessionWithQoS_Create service operation
Service operation name: Nnef_AFsessionWithQoS Create
Description: The consumer requests the network to provide a specific QoS for an AF session.
Inputs, Required: AF Identifier, UE address (i.e. IP address or MAC address), Flow description(s), QoS Reference.
Inputs, Optional: time period, traffic volume, Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order), QoS parameter(s) to be measured, Reporting frequency, Target of reporting as described in clause 6.1.3.21 of TS 23.503 [20], 5GS delay, Guaranteed Flow Bit Rate, flow direction, Burst Size  Burst Arrival Time at UE (uplink) or UPF (downlink), Burst Periodicity, Time domain.
Outputs, Required: Transaction Reference ID, result.
Output (optional): Assigned 5GS delay, Guaranteed Flow Bit Rate.
[bookmark: _Toc20204557][bookmark: _Toc27895256][bookmark: _Toc36192353][bookmark: _Toc45193466][bookmark: _Toc47593098][bookmark: _Toc51835185][bookmark: _Toc59101011]5.2.6.9.3	Nnef_AFsessionWithQoS_Notify service operation
Service operation name: Nnef_AFsessionWithQoS Notify
Description: NEF reports the QoS Flow level event(s) to the consumer.
Inputs, Required: Reports of the events as defined in clause 6.1.3.18 of TS 23.503 [20].
Inputs, Optional: When the event report is for QoS Monitoring for URLLC, includes Packet delay for UL, DL, or round trip of the single UP path or two UP paths in the case of redundant transmission, as defined in clause 5.33.3.2 of TS 23.501 [2].
Outputs, Required: None.
Output (optional): None.
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Service operation name: Nnef_AFsessionWithQoS Revoke
Description: The consumer requests the network to revoke the AF session with requested QoS or the AF session with requested QoS including Alternative Service Requirements.
Inputs, Required: Transaction Reference ID.
Inputs, Optional: None.
Outputs, Required: Transaction Reference ID, result.
Output (optional): None.
[bookmark: _Toc36192355][bookmark: _Toc45193468][bookmark: _Toc47593100][bookmark: _Toc51835187][bookmark: _Toc59101013]5.2.6.9.5	Nnef_AFsessionWithQoS_Update service operation
Service operation name: Nnef_AFsessionWithQoS Update
Description: The consumer requests the network to update the Service Requirement(s) and/or additional Alternative Service Requirement(s) for an AF session.
Inputs, Required: Transaction Reference ID.
Inputs, Optional: Flow description, QoS reference, time period, traffic volume, Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order), QoS parameter(s) to be measured, Reporting frequency, Target of reporting as described in clause 6.1.3.21 of TS 23.503 [20], 5GS delay, Guaranteed Flow Bit Rate, flow direction, Burst Size  Burst Arrival Time at UE (uplink) or UPF (downlink), Burst Periodicity, Time domain..
Outputs, Required: Result.
Output (optional): Assigned 5GS delay, Guaranteed Flow Bit Rate.
Fifth Change (all new text)
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[bookmark: _Toc20204533][bookmark: _Toc27895232][bookmark: _Toc36192329][bookmark: _Toc45193442][bookmark: _Toc47593074][bookmark: _Toc51835161][bookmark: _Toc59100987]5.2.5.x.1	General
This service is used to learn which whether TSC QoS can be supported for an application and UE.  See clause 4.15.6.x.
5.2.5.x.2	Nnef_TSCCapabilityQoS_Capability_Request service operation
Service operation name: Nnef_TSCCapabilityQoS_Capability_Request
Description: The consumer requests the network to provide information on support for TSC QoS for a UE(s) and AF(s).
Inputs, Required: AF Identifier, UE identifier(s) (i.e. IP address, MAC address or GPSI), Transaction Reference ID.
Inputs, Optional: None
Outputs, Required: TSC QoS Capability, Transaction Reference ID
Output (optional): None.



Sixth Change
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The following table illustrates the PCF Services.
Table 5.2.5.1-1: NF services provided by PCF
	Service Name
	Service Operations
	Operation
Semantics
	Example Consumer (s)

	Npcf_AMPolicyControl
	Create
	Request/Response
	AMF

	
	Update
	Request/Response
	AMF

	
	UpdateNotify
	Subscribe/Notify
	AMF

	
	Delete
	Request/Response
	AMF

	Npcf_Policy Authorization
	Create
	Request/Response
	AF, NEF

	
	Update
	Request/Response
	AF, NEF

	
	Delete
	Request/Response
	AF, NEF

	
	Notify
	Subscribe/Notify
	AF, NEF, NWDAF

	
	Subscribe
	
	AF, NEF, NWDAF

	
	Unsubscribe
	
	AF, NEF, NWDAF

	Npcf_SMPolicyControl
	Create
	Request/Response
	SMF

	
	UpdateNotify
	Subscribe/Notify
	SMF

	
	Update
	Request/Response
	SMF

	
	Delete
	Request/Response
	SMF

	Npcf_BDTPolicyControl
	Create
	Request/Response
	NEF

	
	Update
	Request/Response
	NEF

	
	Notify
	
	NEF

	Npcf_UEPolicyControl
	Create
	Request/Response
	AMF, V-PCF

	
	Update
	Request/Response
	AMF, V-PCF

	
	UpdateNotify
	Subscribe/Notify
	AMF, V-PCF

	
	Delete
	Request/Response
	AMF, V-PCF

	Npcf_EventExposure
	Subscribe
	Subscribe/Notify
	NEF, NWDAF

	
	Unsubscribe
	
	

	
	Notify
	
	

	Npcf_QoS_Capability
	Get
	Request/Response
	NEF



Seventh Change
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Service description: This service is to authorise an AF request and to create policies as requested by the authorized AF for the PDU Session to which the AF session is bound. Additionally this service allows an AF/NEF to exchange Ethernet port management information with DS-TT and NW-TT. This service allows the NF consumer to subscribe/unsubscribe the notification of events, which are defined in clause 6.1.3.18 of TS 23.503 [20].
[bookmark: _Toc20204482][bookmark: _Toc27895181][bookmark: _Toc36192278][bookmark: _Toc45193391][bookmark: _Toc47593023][bookmark: _Toc51835110][bookmark: _Toc59100936]5.2.5.3.2	Npcf_PolicyAuthorization_Create service operation
Service operation name: Npcf_PolicyAuthorization_Create
Description: Authorize the request, and optionally determines and installs SM Policy Control Data according to the information provided by the NF Consumer or provides Ethernet Port Management Information Container for Ethernet ports on DS-TT or NW-TT.
Inputs, Required: UE (IP or MAC) address, identification of the application session context.
Inputs, Optional: UE identity if available, DNN if available, S-NSSAI if available, Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, emergency indicator, Application service provider, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.2.23 of TS 23.503 [20], QoS parameter(s) to be measured, Reporting frequency, Target of reporting as described in clause 6.1.3.21 of TS 23.503 [20], Alternative Service Requirements (containing one or more QoS reference parameters in a prioritized order).
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in TS 23.503 [20] clause 6.1.3.16, clause 6.1.3.10).
Outputs, Optional: The service information that can be accepted by the PCF, assigned 5GS delay, Guaranteed Flow Bit Rate values.
[bookmark: _Toc20204483][bookmark: _Toc27895182][bookmark: _Toc36192279][bookmark: _Toc45193392][bookmark: _Toc47593024][bookmark: _Toc51835111][bookmark: _Toc59100937]5.2.5.3.3	Npcf_PolicyAuthorization_Update service operation
Service operation name: Npcf_PolicyAuthorization_Update
Description: Provides updated information to the PCF.
Inputs, Required: Identification of the application session context.
Inputs, Optional: Media type, Media format, bandwidth requirements, sponsored data connectivity if applicable, flow description, Application Identifier, AF Communication Service Identifier, AF Record Identifier, Flow status, Priority indicator, Application service provider, resource allocation outcome, AF Application Event Identifier, a list of DNAI(s) and corresponding routing profile ID(s) or N6 traffic routing information, AF Transaction Id, Early and/or late notifications about UP path management events, temporal validity condition and spatial validity condition as described in clause 5.6.7 in 23.501 [2], Background Data Transfer Reference ID, priority sharing indicator as described in clause 6.1.3.15 in TS 23.503 [20], pre-emption control information as described in clause 6.1.3.15 in TS 23.503 [20], Port Management Information Container and related port number, TSN AF parameters provided by the TSN AF to the PCF as described in clause 6.1.2.23 of TS 23.503 [20], QoS parameter(s) to be measured, Reporting frequency, Target of reporting as described in clause 6.1.3.21 of TS 23.503 [20].
Outputs, Required: Success or Failure (reason for failure, e.g. as defined in TS 23.503 [20] clause 6.1.3.16).
Outputs, Optional: The service information that can be accepted by the PCF, assigned 5GS delay, Guaranteed Flow Bit Rate,  values.
Provides updated application level information and communicates with Npcf_SMPolicyControl service to determine and install the policy according to the information provided by the NF Consumer. Updates an application context in the PCF.
[bookmark: _Toc20204484][bookmark: _Toc27895183][bookmark: _Toc36192280][bookmark: _Toc45193393][bookmark: _Toc47593025][bookmark: _Toc51835112][bookmark: _Toc59100938]5.2.5.3.4	Npcf_PolicyAuthorization_Delete service operation
Service operation name: Npcf_PolicyAuthorization_Delete
Description: Provides means for the NF Consumer to delete the context of application level session information.
Inputs, Required: Identification of the application session context.
Inputs, Optional: None.
Outputs, Required: None.
Outputs, Optional: None.
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Service operation name: Npcf_PolicyAuthorization_Notify
Description: provided by the PCF to notify NF consumers of the subscribed events.
Inputs, Required: Event ID.
The events that can be subscribed are defined in clause 6.1.3.18 of TS 23.503 [20].
Inputs, Optional: Event information (defined on a per Event ID basis) are defined in clause 6.1.3.18 of TS 23.503 [20], Notification Correlation Information (information to identify the application session).
Notification Correlation Information is mandatory except in the case of the Manageable Ethernet Port detected event if no AF session exists between the PCF and the AF.
Outputs, Required: Operation execution result indication.
Outputs, Optional: Port Management Information Container, MAC address and related port number, information of the detected bridge, information of the detected port(s) in a bridge.
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Service operation name: Npcf_PolicyAuthorization_Subscribe
Description: provided by the PCF for NF consumers to explicitly subscribe the notification of events.
Inputs, Required: (Set of) Event ID(s) as specified in Npcf_PolicyAuthorization_Notify service operation, target of PCF event reporting (defined below), NF ID, Event Reporting Information defined in Table 4.15.1-1 (only the Event Reporting mode and the inmediate reporting flag when applicable), Notification Target Address (+ Notification Correlation ID).
The target of PCF event reporting the subscription for an individual AF session: An UE IP address (IPv4 address or IPv6 prefix) optionally together with a (DNN, S-NSSAI) or with a UE ID (SUPI or GPSI).
Inputs, Optional: Event Filter, Subscription Correlation ID (in the case of modification of the event subscription).
Outputs, Required: When the subscription is accepted: Subscription Correlation ID.
Outputs, Optional: None.
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Service operation name: Npcf_PolicyAuthorization_Unsubscribe
Description: Enable NF consumers to explicitly unsubscribe the notification of PCF events related to Npcf_PolicyAuthorization_Subscribe operation.
Inputs, Required: Subscription Correlation.
Inputs, Optional: None.
Outputs, Required: Success or Failure.
Outputs, Optional: None.

Eighth Change
5.2.6.x	Npcf_TSCQoS_Capability service
5.2.6.5.1	General
This service is used to learn which whether TSC QoS can be supported for an application and UE.  See clause 4.15.6.x.
5.2.6.x	Npcf_TSCCapabilityQoS_Capability_Request service operation
Service operation name: Npcf_TSCCapabilityQoS_Capability_Request
Description: The consumer requests the PCF to provide information on support for TSC QoS for a UE(s) and AF(s).
Inputs, Required: AF Identifier, UE identifier(s) (i.e. IP address, MAC address or GPSI), Transaction Reference ID.
Inputs, Optional: None
Outputs, Required: TSC QoS Capability, Transaction Reference ID
Output (optional): None.


Ninth Change
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	Comment by QC_4: Let's add this when the overall procedure is clear, including what is exposed to AF before-hand, hold and forward stuff, etc.
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